
The Bedrock Security

www.guvenkaya.co

We find vulnerabilities others miss in your Rust code, Non-EVM protocols, and Web2 systems. No gaps. No 
compromises

Highlights
High and Critical Issues in every audit over 1000 lines of code
15+ month active partnership with Sweat Economy securing 150m users across web2 & web3.
10+ month active NEAR Foundation partnership to secure all projects in the ecosystem.
4+ month active Aurora L2 partnership to secure their systems and new projects.
Whitelisted auditors in Polkadot Assurance Legion (PAL)
Conducted Rust, Substrate, and NEAR security training for many organizations including Immunefi 
Released free Rust and NEAR security courses on Youtube
Built Rust & Non-EVM Security Community with already 450+ security engineers and developers learning and growing together 
- https://t.me/guvenkaya_security

Trusted By
Since 2024, we've become the go-to security team for Rust and Non-EVM protocols. Our experts have built security solutions used 
by tech leaders like Apple, Amazon, NASA, Verizon, and HSBC. We've secured leading protocols across Web2 and Web3.

https://t.me/guvenkaya_security


Founded By

Timur Guvenkaya founded Guvenkaya with a clear mission: securing the future of Non-EVM protocols.

While most Web3 security focuses on EVM and Solidity, Timur recognized a critical gap: the growing ecosystem of Rust-
based and Non-EVM protocols needed specialized security expertise.

Before founding Guvenkaya, Timur built an exceptional track record in both Web2 and Web3 security. At Halborn, he 
established and led the Rust/Substrate/NEAR security practice, securing protocols worth over $600M TVL including 
Composable Finance, Nodle, Parallel.fi, and Octopus Network. He shaped industry education by creating the NEAR Rust 
Smart Contract Security course and authoring Rust and Substrate sections for SANS SEC-554. At Invicti Security, he was 
instrumental in the company's journey from startup to unicorn, designing JWT security engine used by Fortune 500 giants like 
Apple, Amazon, Verizon, Ford, and NASA. His work set industry standards for Web2 vulnerability scanning.
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Web3 Security Services

Most security teams don't touch Rust and Rust-like languages 
such as Move. We master them - and go deeper. From Substrate 
chains, NEAR | Solana | Aptos | Sui smart contracts to 
specialized VMs and Layer 1s, we find vulnerabilities others miss.

NEAR/Solana/Aptos/Sui/ Smart Contract Auditing
Substrate Chain Auditing
Rust-Based L1/Client/VM Auditing
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Web2 Security Services

A single Web2 vulnerability compromises your entire Web3 
system. We secure your complete perimeter - from cloud 
infrastructure and web applications to mobile apps and 
wallets.

Web/Wallet/Cloud/Mobile Pentesting
DevSecOps Support
Phishing Engagements

Full Services List: https://drive.google.com/file/d/1oPLdQYazj90t4mH_NR5IbiIgsbvo5M3g/view?usp=sharing

Contact To Request A Quote

NAME PHONE EMAIL Telegram

Timur Guvenkaya +905327297972 timur@guvenkaya.co @timurguvenkaya
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