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Applicants Paul G. BANIJAK et al.

Group Art Unit: 2642
Serial No. 09/050,986

Examiner: H. Agdeppa, Jr.
Filed : March 31, 1998
For : PROFILE MANAGEMENT SYSTEM INCLUDING USER

INTERFACE FOR ACCESSING AND MAINTAINING PROFILE
DATA OF USER SUBSCRIBED TELEPHONY SERVICES

Commissioner for Patents
PO Box 1450
Alexandria, VA 22313

SUPPLEMENTAL DECLARATION OF TERRY L. VIETH
PURSUANT TO 37 C.F.R. §1.131

I, Terry L. Vieth, declare that:

L. I am an inventor of the subject matter recited in the claims of U.S. Patent
Application No. 09/050,986, currently under final rejection, which claims priority of U.S.
Provisional Patent No. 60/042,680. I have personal knowledge of the facts set forth in this
declaration.

T2 I have previously executed a Declaration of Terry L. Vieth pursuant to 37

C.F.R. §1.131 on December 17, 2002, and incorporate this Declaration by reference herein.
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3. From prior to October 4, 1995, 1 was a member of a group that was in
possession of the profile management system that the Examiner asserts is disclosed by
Dulman. From prior to October 4, 1995 (i.e., prior to the filing date of DULMAN) the group

worked diligently until the profile management system was reduced to practice.

4, Exhibit A is a screen-shot of a website showing a reduction to practice of
the profile management system. Exhibit A is a press release announcing the availability
of the profile management system in Austin, Texas. The press release is entitled
'‘Southwestern Bell Introduces "Padlock" for PCs' and is dated April 5, 1996. To the best
of my knowledge, the press release was downloaded from the internet at
<http://www01.sbc.com/About/NewsCenter/ShowRelease/1,,38,00.html?NID=1996> on
May 22, 2003.

5. I have personal knowledge of efforts to reduce the profile management
system to practice from before October 4, 1995 (i.e., the filing date of DULMAN) until
the profile management system was reduced to practice. I have personal knowledge of
activities of the group, including multiple meetings of members of the group and
timelines of tasks ass.ign'ed to members of the group, from before October 4, 1995 until
the subsequent reduction to practice. The meetings and timelines include dates of activity
starting before October 4, 1995 and diligently continuing until the subsequent reduction

to practice.
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I hereby declare all statements made herein of my own knowledge are true and that
all statements made herein on information and belief are believed to be true; and, further
that these statements were made with the knowledge that willful false statements and the
like so made are punishable by fine or imprisonment, or both, under Section 1001 of Title

18 of the United States Code, and that such willful false statements-mayj'eopardize the

validity of any issued patent.

Executed on:__ &~/ -3 ’W/ya)ﬁ QM

Terry L. Vieth
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St. Louis, Missouri, April 05, 1996

their computer networks from "hackers."”

—.- Positive ID Responds To Growing Need To Safeguard Computer And

Southwestern Bell is introducing a "PC padlock” that helps businesses shielc

Site Map A
FAQS e Positive ID, a new service Southwestern Beil will introduce in Austin, Texas,
designed for businesses that provide dial-up access to their computer -

Manage your

Contact Us

callers without an access code.

subscription for news,

tips and promeotions.
Enter Email Address

©2003 SBC Properties, L.P.

All rights reserved.
Privacy Policy

and corporate computer networks.

¥ networks. The new service allows users to authorize incoming calls for acce:
to computer terminals and other devices and denies unauthorized calls and

The rise of Internet, SOHO (small office/home office) market and
telecommuting applications have required workers to access computers fror—-
outside the office, fueling the need for dial-up access to company databases

A recent study by the National Computer Security Association (NCSA) founc
that 34 percent of surveyed companies suffered break-ins, while 11 percent
could not even determine if their system had been breached. The study alsc

revealed that companies providing Internet access to and from their networ

were eight times as. likely to suffer break-ins.

"Computer authorization ‘systems like Positive ID are the first line of defens:
against hackers who dial into corporate networks, a practice that costs

'~ marketing manager for Southwestern Bell.

corporations-nearly $1 billion annually,” said Michelle Watson-Williams,

PBX systems that allow access from remote locations also are vulnerable to
fraud. The International Communications Association estimates that toll fra
costs corporations nationwide between $500 million and $6 billion annually.

"With Positive ID, we are meeting the growing need for computer and PBX

network security by our customers," said Watson-Williams.

While Southwestern Bell manages the operational features of Positive ID,
companies' network administrators control access codes, authorization
modification and security monitoring. Network managers and MIS directors
even have the ability to review access attempts over a period of time, allow

http://wwwO01.sbc.com/About/NewsCenter/ShowRelease/1,,38,00.html?NID=1 996
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them to more effectively manage-security efforts.

Companies can identify up to 500 authorized 10-digit telephone numbers ar
100 authorized four- to seven-digit access codes for each network terminal
device. Positive ID's Interactive Voice Response (IVR) feature enables netw:
managers and MIS directors to monitor active authorization codes or phone
numbers and to instantly change those codes. Reports, available weekly or
monthly on paper or diskette, display the date, time, area code and prefix ¢
any caller attempting to access a company's network. ‘

"Monitoring system access attempts is an important step to preventing bree
ins," added Watson-Williams. "Southwestern Bell's Positive ID gives busines
an exceptional level of control over their network."”

Unlike other security systems, Positive ID requires no additional hardware,
software or staffing, providing a great value to businesses. Southwestern B«
Advanced Intelligence Network (AIN), an infrastructure enhancement to the
regular phone network, is the foundation of the service.

The central computer database -- the 'intelligent’ part of the new techholog
is the key to AIN. With AIN, Southwestern Bell creates cost-effective, call-
management services and tailors them to fit the individual needs of its
customers. New services such as Positive ID allow businesses to maximize

- resources by getting the most out of their telephone and computer network

and improving customer service.

For more information about Positive ID, or to order the service, call toll-free
1-800-234-BELL.

#HHE

. SBC Communications Inc. is one of the world's leading diversified

telecommunications companies and the second largest wireless
communications company based in the United States. SBC provides innovat
telecommunications products and services under the Southwestern Bell and
Cellular One brands; wireless services and equipment in the United States ¢
interests in wireless businesses in Europe, Latin America, South Africa and
Asia; cable television in both domestic and international markets; and direc
advertising and publishing.

Positive ID Fact Sheet

Hackers who dial into corporate networks cost
corporations nearly $1 billion annually.

National Computer Security Association {(NCSA) Study Results

e Companies providing Internet access to and from their networks are
eight times as likely to suffer break-ins.

e 34 percent of the companies surveyed suffered network break-ins.

e 11 percent of the companies surveyed could not even say if their syst
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had been breached.
PBX Fraud

e Consultants estimate that one in 18 hackers attempt to gain illicit ent.
into a corporation's PBX system.

o If a phone system allows users to dial out from a remote location, the
system is vulnerable.

e The International Communications Association estimates that toll frau
costs corporations nationwide between $500 million and $6 billior
annually.

Southwestern Bell's Positive ID

e Positive I'D, a service based on advanced intelligent network technolot
allows businesses to authorize incoming calls for-dial-up access to
computer terminals, PBX systems and other devices, and to deny
unauthorized calls and callers without an access code.

« Companies can identify up to 500 authorized 10-digit telephone numt
and 100 authorized four- to seven-digit access codes for each networl -
terminal or device.

« Network managers and/or MIS directors can monitor call volume into
their company's communications devices; act as security managers b
reviewing access attempts over a desired period of time; and instantl
change authorization codes by dialing the Interactive Voice Response
system.

e Reports, available weekly or monthly on paper or diskette, display the
date, time, area code and prefix of any caller attempting to access a __._
company's network. .

e For more info_rmation about Positive ID, or to order the service, conta
1-800-234-BELL. :
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