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[57] ABSTRACT 

A communication path integrity supervision system is pro­
vided in a network system that allows communication of 
automatic alarm data. This involves a network, needless to 
say, in which a plurality of automatic alarm data transmitters 
are linked by diverse paths with at at least one central 
receiver on the network for receiving the automatic alarm 
data. In this integrity supervision system, the responsibility 
for carrying out the integrity supervision functions have 
been largely shifted onto the remote transmitters-each 
responsible for its own path or paths-and shifted away 
from the central receiver to the extent required by the prior 
art "receiver-polling" protocol. That is, each transmitter 
includes circuits for generating and sending to the central 
receiver a succession of "next promised check-in" messages, 
to be on schedule as promised. The central receiver responds 
to the reception of each such message by updating a table of 
such messages, scheduling or rescheduling the promised 
occurrence for the next check-in message as applicable to 
that particular remote transmitter. The central receiver is 
further configured with an alert signal for signaling when­
ever any remote transmitter fails to meet its scheduled or 
rescheduled next promised check-in. Given the foregoing, 
the integrity of the communication paths are supervised. 

17 Claims, 3 Drawing Sheets 
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1 

COMMUNICATION PATH INTEGRITY 
SUPERVISION IN A NETWORK SYSTEM 

FOR AUTOMATIC ALARM DATA 
COMMUNICATION 

2 
in schedules. There is a network of diverse communication 
paths linked to the center. And there are also a plurality of 
remote, automatic alarm-data communicators that are com­
municative with the center over the diverse paths. 

5 Each remote communicator is given means for generating 
CROSS REFERENCE TO PROVISIONAL 

APPLICATION(S) 
and sending successive "next promised check-in" messages, 
on schedule as promised. The center responds to the recep­
tion of each such message by updating the memory, sched­
uling or rescheduling the next promised check-in for that 

This application claims the benefit of U.S. Provisional 
Application No. 60/057,940, filed September 5, 1997. 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 

10 remote communicator. The center is further configured with 
alerting means for alerting instances when any remote 
communicator fails to meet its scheduled or rescheduled 
next promised check-in. 

These remote communicators are characteristic of a 
protected-premise alarm panel and are combined with cir­
cuitry including alarm-event sensors for generating data 
responsive to detection of alarm events. Each remote com­
municator includes means for encoding the "next promised 
check-in" message with a time factor that corresponds to the 

The invention relates to automatic, premise-monitoring 
alarm systems such as for example burglary or burglary/fire 15 

alarm systems, and more particularly to a system for super­
vising the integrity of the communication path(s) that carry 
the alarm message data between a central alarm-message 
receiving station and a network of remotely-located, 
automatic, premise-monitoring alarm systems. 20 timeliness of the reception due for the next promised check­

in for that communicator. Underlying the communication 
between the center and the remote communicators is a 
protocol shared by them as regards the time factor. That is, 
the protocol recognizes both (i) a set of values signifying 

2. Prior Art 

Premise-monitoring alarm systems monitor a given pro­
tected premise-say, for example, a residential home, a 
jewelry store, a shoe store, a bank vault, or an ATM machine 
and the like-for the occurrence of a given alarm event:­
e.g., an unwanted intrusion, unauthorized entry or smoke 
and so on. Some alarm events simply correspond to a "low 
battery" condition in the protected-premise control unit or 
panel. Upon detection of a given alarm event, the automatic 
alarm system signals the alarm event to a central alarm- 30 

monitoring station. The central alarm-monitoring station, 
which may be a public or private service, may manually 
process the signal by an attendant who can dispatch police 

25 intervals of time as well as (ii) a null factor signifying that 
the sending communicator wishes to check or sign off from 
the system. Hence the alerting means will no longer apply or 
act on failures to timely respond in reference to that par­
ticular communicator. 

or fire-fighters or alert the store-owners or take whatever 
other steps are appropriate. Prior art automatic alarm sys- 35 

terns have typically operated over standard voice-grade 
telephone lines. 

It has been a problem that if the telephone line is cut or 
otherwise drops out of service, then the protected premise is 40 
isolated from the central alarm monitoring station, and is 
without means to even signal the loss of the telephone line. 
Indeed the central alarm monitoring station greatly desires a 
signal that corresponds to or indicates the loss of the 
telephone link between itself and the protected premise, as 45 
that is an alarm event in itself. 

The alerting means responds to instances when any 
remote communicator fails to meet its scheduled or resched­
uled next promised check-in, by producing an alert signal, 
which may be acted on by an attendant of the message 
receiving station 

The diverse communication paths can be alternatively any 
of the following:-eg., they can comprise a substantially 
homogenous network of cables (either conductors or fiber 
optic), or a substantially homogenous network of radio links, 
or a conglomerate network including both cables and radio 
links. Also, the memory for the check-in message receiving 
center preferably is configured with a table data structure for 
tabulating communicators against their next promised 
check-in schedule. 

Another format of the invention might comprise the 
following aspects. It might have a network of communica­
tion paths as before, as well as a plurality of remote, 
automatic alarm data communicators linked to the network. 
There then might be at least one monitoring station com-

50 municative with the remote communicators over the net­
work. 

There are prior art systems which address this problem of 
loss of telephone service (or a communication link) between 
the protected premise and the central alarm monitoring 
station. As will be described further below, the prior art 
systems incorporate various techniques for supervising the 
integrity of the telephone (or communication) link. There are 
also, however, various shortcomings associated with the 
prior art systems as will also be described below. 
Accordingly, it is an object of the invention to overcome the 55 

shortcomings of the prior art and provide improved, com­
munication path integrity supervision in a network system 
for automatic alarm data communication. 

SUMMARY OF THE INVENTION 

These and other aspects and objects are provided accord­
ing to the invention in a communication path integrity 
supervision system in a network system for automatic alarm 
data communication. In accordance with one format of the 
invention, the integrity supervision system comprises the 
following. There is a "check-in message" receiving center 
which is provided with computer memory for storing check-

Each remote communicator would have means for dis-
patching successive "next check-in" messages, including 
timing means for timing the timeliness of the dispatch of 
each succeeding "next check-in" message. The at least one 
monitoring station would have memory and would also 
respond to reception of each such message by setting or 
resetting in the memory an appointed "next check-in" time 
for that remote communicator. Moreover, the at least one 

60 monitoring station would have a monitoring means for 
monitoring the appointed next check-in times in the memory 
for instances of failure to receive from any remote commu­
nicator a timely succeeding "next check-in" message. 

Each remote communicator includes means for encoding 
65 the "next check-in" message with a time factor that allows 

monitoring for the appointed time by which reception is due 
for the succeeding next check-in from that communicator. 
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The timing means is configured to dispatch each succeeding 
"next check-in" message about a minute before such lapse of 
the interval of time that was signified by the preceding "next 
check-in" message. 

In accordance with an alternative format of the invention 
(wherein the formats presented here are exemplary only and 
not an exhaustive depletion of all the formats possible in 
accordance with this disclosure), a communication path 
integrity supervision system in a network system for auto­
matic alarm data communication might comprise these next 
aspects. That is, as before it includes a network of commu­
nication paths. There are also a plurality of automatic alarm 
data transmitters linked to the network. And there is at least 
one receiver on the network for receiving the automatic 
alarm data. 

Each transmitter includes a "check-in" means for gener­
ating and sending discrete series of "check-in" messages 
chosen from a group including: 

a first message for any such series, 
a last message of such series, and 
at least zero intermediate messages bracketed therebe-

tween. 
Wherein, each "check-in" message is encoded with a time 
parameter which expresses a timeliness factor for the suc­
ceeding message in the series. The receiver has computer 
memory and it also responds to reception of any first 
check-in message from a given transmitter by storing in 
memory the time parameter therefor. The receiver responds 
to any timely received intermediate message by updating in 
memory the new time parameter therefor. The receiver 
further has a monitoring function for monitoring the stored 
check-in parameters given only by first and intermediate 
check-in messages from any transmitter for instances of 
failure to receive from such transmitter a timely succeeding 
"check-in" message. 

On the other hand, the receiver responds to reception of 
any last message in a series from a given transmitter by 
nullifying the monitoring function as applied to that given 
transmitter, until the reception of a next first check-in 
message from that given transmitter after a period of dor­
mancy. 

4 
FIG. 1 is a diagrammatic view of a standard voice-grade 

telephone line network in accordance with the prior art for 
handling signals of automatic alarm systems; 

FIG. 2 is a diagrammatic view of communication path 
5 supervision in accordance with the prior art by means of the 

receiving equipment in the central alarm monitoring station 
multiplexing or polling the various protected premise pan­
els; and, 

FIG. 3 is a diagrammatic view of communication path 
10 integrity supervision in accordance with the invention in a 

network system for automatic alarm data communication. 

15 

DETAILED DESCRIPTION OF THE 
PREFERRED EMBODIMENTS 

FIG. 1 shows a standard voice-grade telephone line net-
work 10 in accordance with the prior art for handling 
transmission of automatic alarm system signals. The net­
work comprises a central alarm monitoring station which 
may be a public or private service. The central alarm 

20 monitoring station has various subscriber sites 12 to which 
it provides its alarm monitoring services. These sites or 
protected premises can include without limitation a residen­
tial home, a jewelry store, a shoe store, a bank vault, a bank 
ATM machine, and so on. The central alarm monitoring 

25 station is likely to service concurrently thousands upon 
thousands of subscriber sites. In FIG. 1, communication 
between the central station and each protected premise is 
accomplished by standard voice grade telephone lines that 
extend over a public switched telephone network (PSTN). 

30 Example automatic alarm systems operating over standard 
voice grade telephone lines are shown by U.S. Pat. No. 
4,371,751-Hilligoss, Jr. et al., U.S. Pat. No. 4,791,658-
Simon et al., and U.S. Pat. No. 5,365,568 -Gilbert, the 
disclosures of which are incorporated in full by this refer-

35 ence to them. 
Each protected premise has a control unit or panel that 

interfaces between the central alarm monitoring station and 
various alarm sensors on the premises (e.g., smoke 
detectors, motion detectors, open-entry detectors and so on, 

40 not shown). Each protected premise panel is connected to 
the PSTN at least by one telephone line 14 indicated in the 
drawing in a solid line. If that one line 14 is cut or telephone 
service should drop out, the central alarm monitoring station 
could never determine what incoming calls it missed from 

The check-in means is configured to send each succeeding 
intermediate or last "check-in" message about a minute 
before expiration of the timeliness factor for that succeeding 
"check-in" message. The check-in means also allows con­
figuration with plural modes for choosing and assigning a 
time parameter to encode in each first or succeeding inter­
mediate "check-in" message. In accordance with one such 
one mode, it causes assignment of time parameter corre- 50 

sponding to regularly spaced time intervals. And in accor­
dance with the other such mode, it causes assignment of 
randomly chosen time intervals ranging between a value 
greater than zero and a larger value which is finite. In a 
preferred embodiment, this translates to values between two 55 

(2) and sixty (60) minutes. 

45 any given protected premise. 
One prior art solution has been the extension of a second 

or secondary line 16 to each protected premise, and these 
secondary lines are indicated in dashed lines in the drawing. 
The central alarm monitoring station sends a direct current 
or tone over the secondary line 16 to monitor the integrity of 
the one line 14. This is one example of what is called in the 
industry "supervising" the communication path. If for 
example, the phone service dropped out locally for the 
jewelry store only (while phone service remained intact for 
the rest of the protected premises shown by FIG. 1), the 
central alarm monitoring station would detect an open 

Additional aspects and objects of the invention will be 
apparent in connection with the discussion further below of 
preferred embodiments and examples. 

BRIEF DESCRIPTION OF THE DRAWINGS 

There are shown in the drawings certain exemplary 
embodiments of the invention as presently preferred. It 
should be understood that the invention is not limited to the 
embodiments disclosed as examples, and is capable of 
variation within the scope of the appended claims. In the 
drawings, 

circuit condition on the line 16 to the jewelry store carrying 
the direct current. The open circuit condition would alert the 
central alarm monitoring station to the fact that it had lost 

60 communication with the jewelry store. Hence the central 
alarm monitoring station would likely take some corrective 
action like alert the store owners or management so that the 
owners or management could post a night watchman or the 
like, especially if the risk of loss from burglary would justify 

65 the trouble and cost. 
One shortcoming of extending a second line 16 to each 

protected premise is the cost of all those additional thou-
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sands of leased lines 16. Another shortcoming was how 
complex it made the handling of all those lines 14 and 16 at 
the central alarm monitoring station. There is a general term 
used by the industry to describe the interface equipment at 
the central alarm monitoring station for interfacing with the 
communication path, and that general term is "receiving 
equipment." With all those thousands of incoming lines 14 
for each protected premise, and the redundant line 16 as well 
for each protected premise, the receiving equipment some­
times comprised massive terminal boards (not shown) for 
interconnection of all those lines 14 and 16. 

More significantly, not only did the receiving equipment 
at the central alarm monitoring station have to be configured 
with special hardware to handle this direct-current protocol 

6 
occasional failure and so each of these paths needs to be 
supervised for any compromise. 

FIG. 2 diagrammatically shows a multiplexing or 
"receiver polling" technique for supervising the communi-

5 cation paths 22 integrity. The receiving equipment-by itself 
or supplemented by additional automation system(s) (none 
shown) and/or software package(s)-is configured with a 
listing of all its subscriber sites (i.e., the protected premises 
in the drawings) and their addresses (e.g., which may be 

10 telephone numbers). Communication path supervision is 
accomplished by the receiving equipment dialing or access­
ing serially each protected premise on its list, and send it an 
"interrogation message." The interrogation message might 
simply be an aural tone. 

of supervising the network, but more significantly, the 15 

receiving equipment furthermore had to be configured with 
In use, the receiving equipment initiates "interrogation" 

messaging by placing a call to (or establishing a communi­
cation link with) the first protected premise on its list, or as 
shown by the drawing, protected premise panel number 1 
(i.e., the residential home in the drawing). The protected 

a special software package. These kinds of systems exist 
today and teams of operator/managers are required by the 
central alarm monitoring station to maintain this software 
package. This is because, the software package must be 
installed with a list of which all protected premises are "ON" 
the network, including the corresponding sets of electronic 
addresses (eg., telephone numbers cases of PSTN lines) for 
each such protected premise. Such a list must be continually 
updated, under the attention of the operator/managers. If a 
new subscribing protected premise wishes to get added to 
the network, the operator/managers must attend to creating 
a record for the new subscriber in the list in the software 
package. If a subscribing protect premises wishes to cancel 
its subscription to the network, the operator/managers must 
attend to deleting the record for the canceling subscriber in 
the list in the software package. If a subscribing protect 
premise is merely going to drop off the network for a short 
time as for service to the alarm system, the operator/ 
managers have to be notified in advance to attend to flagging 
that condition in the software package in order to prevent 
errant alarm detection with that protected premise. 

Given the foregoing, we be reckon that for a large-scale 
central alarm monitoring station, it occupies a sizable team 
of operator/managers and technicians to handle the respon­
sibilities of continually juggling the hardware connections 
and/or updating the subscriber lists in the software package. 

The direct-current supervision protocol shown by FIG. 1 
eventually fell out of favor in the alarm monitoring industry, 
in favor instead for what is shown by FIG. 2. 

FIG. 2 shows a network system 20 for handling automatic 
alarm signals in which the primary communication link 
between the central alarm monitoring station and the sub­
scriber sites extends over a cellular network. Typically there 
exists a back-up channel (not shown) for use in cases when 
the primary cellular link is lost, and most often the back-up 
channel is voice-grade landlines handled by a PSTN (not 
shown in FIG. 2, but see FIG. 1 for a diagrammatic depiction 
of a conventional PSTN arrangement). 

With continued reference to FIG. 2, the central alarm 
monitoring station has receiving equipment which can send 
and receive data messages over the cellular network destined 
for and received from each protected premise panel, which 
likewise is equipped with suitable cellular transceivers. In 
the drawings, the designation "AT" indicates antenna. The 
wireless path between each protected premise and the cen­
tral alarm monitoring station comprises at least one cellular 
communication path 22 for each protected premise (again, as 

20 premise panel 1 at the residential home is configured to 
respond to the "interrogation" message with a feedback 
signal indicating that it (protected premise panel no. 1) is 
operative, or "okay." 

The receiving equipment is further configured to hang up 
25 or disconnect, and proceed serially down its list to contact 

protected premise no. 2 (i.e., the jewelry store) with a like 
"interrogation" message, and panel no. 2 responds with an 
appropriate feedback signal if it is okay. And so on, to 
protected premise no. 3, and on through no. "n" of the 

30 protected premises, which, upon completing its list, the 
receiving equipment repeats the foregoing process, starting 
again with protected premise no. 1. 

The "interrogation" message can be more complicated 

35 
than a tone, but in essence the "interrogation" message 
corresponds to an inquiry, "address no. 'x,' do you 
respond?" If there is no satisfactory response, then the 
central alarm monitoring station follows up with further 
error checking to detect a compromised communication 

40 
path. 

Hence FIG. 2 depicts what has been termed the "receiver 
polling" technique of supervising the communication path 
integrity for a network system carrying automatic alarm 
data. Even though the method of operation is evident from 

45 the foregoing, it will be reviewed briefly as follows, for the 
sake of clarity. 

The central alarm monitoring station has a host computer 
is configured with a special software package for handling 
the supervising functions of the network. This special soft-

50 ware package is loaded with all the following data. It is 
loaded with all of the network's cellular telephone numbers 
with their corresponding electronic serial numbers (ESN's) 
assigned to the cellular transceivers used to "transmit" the 
alarm conditions from the subscriber sites, as well as the 

55 cellular telephone numbers and ESN's of the transceivers 
(only one shown, designated AT on the central alarm moni­
toring station) located at the central alarm monitoring station 
for the purposes of "receiving" the alarm signals from the 
subscriber sites. At any given point in time, some fractional 

60 number of the subscriber sites loaded into the software 
package are going to be "bypassed" by the polling functions 
of the software package. Hence those subscriber sites which 
are not to be "bypassed" are "flagged" accordingly for 
monitoring. 

in FIG. 1, only a representative sample of five protected 65 

premises are shown, and not thousands as is more typical in 
real cases). These communication paths 22 are subject to 

Using this special software package, the central alarm 
monitoring station's host computer constantly scans the 
entire cellular network to ascertain whether those particular 
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networks, or also proprietary radio networks or the public 
switched telephone network (PSTN) and so on. However, 
use of a public wireless packet data network as shown in the 
drawing is shown here merely for convenience in this 

cellular transceivers which are "flagged" in the computer 
memory are indeed on-line and operable. This is done using 
the software package to periodically interrogate each of the 
cellular transceivers being monitored by sending a signal to 
each and interrogate them:-ie., as by instructing them to 
"test" themselves (ie., the transceiver) by sending back a 
special signal. If the special signal is not received from a 
certain transceiver within an allotted time period, the host 
computer will recognize that particular cellular transceiver 
as not being operable and will report this condition to a 
microprocessor digital receiver that is associated with that 
particular cellular transceiver that has failed to respond. That 
microprocessor will take appropriate action as, for example, 
alerting one of the operator-attendants of the central alarm 
monitoring station. 

5 description as a non-limiting example. 

Each protected premise panel 32 is configured to initiate 
its own "check-in" message. The receiving equipment 34 is 
configured to acknowledge the receipt of the check-in mes­
sage and store the message contents in a Host Output 

10 Specification System Table. An inventive aspect of the 
"check-in" messaging system 30 in accordance with the 
invention concerns the message contents of the check-in 
message. In use, each protected premise panel 32 generates 
an indefinite succession of "Next Check-In Message(s)." 

Whereas "receiver-polling" as shown by FIG. 2 differs in 
respects with direct-current monitoring shown by FIG. 1, 
there is much that is similar in regards to shortcomings. 
Teams of operators and technicians are required to support 
the software package's functioning on the host computer as 
well as the hardwiring of each microprocessor dedicated to 
each cellular transceiver on the network. The entry of new 
subscribers, updating the information on old subscriber sites 

15 Each Next Check-In Message is designed to test the com­
munication channel between the protected premise panel 32 
and receiving equipment 34 for a compromise. The message 
contents describe to the receiver equipment 34 the number 
of minutes that will pass before the panel transmits its Next 

20 Check-In Message. In effect, the communication channel is 
supervised by the continual transmission of these messages. 

as well as perpetual flagging or un-flagging subscriber sites 
occupies much time and energy from human resources in 
order to sustain this "receiver-polling" system. 

With reference to FIG. 3, communication path integrity 
supervision 30 in accordance with the invention for a 
network system of automatic alarm data communication, is 
accomplished by each of the protected premises dispatching 
a self-initiated "check-in" message to the receiving 
equipment, unlike FIG. 2 in which the subscriber sites 
passively await for interrogation. 

The range of time between Next Check-In Message(s) is 
determined by panel programming. The preferred choices 
include the value zero (0) minutes and then extend between 

25 extreme values in a range between two (2) and sixty (60) 
minutes. A choice of a value or interval between two (2) and 
sixty (60) minutes causes the succeeding Next Check-In 
Message scheduled to be sent to the receiving equipment 34, 
to be sent about a minute before the expiration of the chosen 

30 interval. The panel 32 must transmit the succeeding Next 
Check-In Message one (1) minute before the lapse of time 
of the value of the predecessor Next Check-In Message 
transmitted to the receiving equipment 34, and whose value 
was stored in the Host Output Specification System Table. 

35 
As shown by the patent disclosures referenced above (and 

incorporated herein by reference), conventional protected 
premise control units or panels have for many years been 
configured with sufficient "intelligence" to establish a com­
munication link to the central alarm monitoring station, and 
send alarm signals over that link. Higher level conventional 

40 
control panels are known to send packet data messages. 
Packet data messages can include relatively high level 
content including expressions of exactly which detector is 
armed or what alarm area is armed and so on. This "intel­
ligence" in the control panel typically resides in program-

45 
mable processing circuits and/or components as well as 
associated memory circuits and/or components and the like. 

According to the invention, each control panel 32 is 
further configured or programmed to initiate its own "check­
in" messaging to the receiving equipment 34 of the central 50 
alarm monitoring station. The FIG. 3 receiving equipment 
34 is relatively more passive in its supervisory role over 
communication path integrity relative to the roles played by 
the receivers shown by FIGS. 1 and/or 2. The receiving 
equipment 34 is configured with a table in its memory to 55 
tabulate and organize the incoming "check-in" messages. It 
is not configured, however, to multiplex or poll---eg., or 
"interrogate"-the protected premises 32 as was described 
in connection with FIG. 2. 

For example, in consideration of a given protected 
premise panel, it might operate as follows. It might transmit 
a Next Check-In Message of six (6) minutes. Five (5) 
minutes later, it successfully transmits another Next Check­
In Message of six (6) minutes. And then, another five (5) 
minutes later, it successfully transmits still another Next 
Check-In Message of six ( 6) minutes, and so on. That is, the 
panel is programmed to transmit repeated values of six (6) 
minutes so that upon every five or six minute interval, it 
checks in with the receiving equipment 34. The receiving 
equipment 34 processes each successfully received Next 
Check-In Message by updating the Host Output Specifica­
tion System Table. 

If, however, the receiving equipment 34 fails to receive a 
scheduled or appointed Next Check-In Message within the 
proscribed lapse of time, it generates an "alert" signal for 
that protected premise. The receiver equipment 34 will not 
generate multiple "alert" signals if it never receives another 
next Check-In Message. Only the first failure will result in 
generation of an "alert" signal. 

How the "alert" condition is handled by the central alarm 
monitoring station depends on the given premise. A failure 
from the jewelry store or bank vault to check-in at night will 
likely result in police dispatch. For the shoe store it might be 

60 a phone call to the owners or managers or some other 
responsible party, rather than immediately directly involving 
the police. 

An example configuration of the receiving equipment 34 
and protected premise panels 32 for communication path 
supervision 20 in accordance with the invention can include 
the following. The network is shown primarily communi­
cating over a public wireless packet data network, although 
other Wide Area Networks would suffice as the primary 65 

communication link including without limitation cellular 
networks or proprietary fiber optic or conductor cable 

What has been described so far has been a Next Check-In 
Message sequence occurring at regular intervals, and more 
specifically, at between five (5) and six (6) minute intervals. 
The foregoing mode of communication path supervision 30 
is preferred during nighttime. During daytime, a different 
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mode of communication path supervision 30 is preferred, 
and the panels 32 can be programmed to switch at dawn and 
dusk between the different modes as desired. 

10 
check-in message is the shoe store again. All the other 
protected premises had successfully contacted the receiving 
equipment before the transmission of Next Check-In Mes­
sage "i," except that they had sent a much higher value of a The preferred daytime mode includes a random value 

generator to randomly generate a value between two (2) and 
sixty (60) minutes as the chosen time parameter for any 
given Next Check-In Message. For example, for a certain 
panel 32 (it is not important for this example which par­
ticular panel 32 is involved), the certain panel might transmit 

5 time interval than eight (8) minutes. Thus they aren't sched­
uled to contact the receiving equipment 34 for some time 
yet, but the shoe store is indeed scheduled to go next. 
Accordingly, it does so, seven (7) minutes after reception of 
Next Check-In Message "i," and it transmits Next Check-In 

10 Message "k." a given Next Check-In Message corresponding to thirty­
seven (37) minutes. Accordingly, thirty-six (36) minutes 
later, this certain panel then attempts to successfully transmit 
another Next Check-In Message, this time say the random­
value-generator parameter is chosen as seventeen (17) min­
utes. If the transmission of the message corresponding to the 
value seventeen (17) is properly received by the receiving 
equipment 34-before the expiration of the thirty-seventh 
(37'h) minute-then the integrity of the communication path 
for that certain panel 32 has been proven. The receiving 
equipment 34 thus updates the Output Specification System 20 
Table with the time value "17 minutes" against the record of 
that certain panel 32. In time, it can be expected that that 
certain panel 32 will proceed to transmit a following Next 
Check-In Message within the scheduled seventeen (17) 
minute interval, and so on, endlessly, with successive ran- 25 
dom values chosen from between two (2) and sixty (60) 
minutes. 

This example shows that by the random value mode, the 
various protected premises 32 check in at all different 
lengths of intervals, in no particular sequence relative to one 
another, indefinitely, through message number "n" and 

15 upwards. 

If however any area of the panel is armed, the panel 
switches modes back to the more conservative non­
randomly generated value of six (6) minutes only between 30 
checking. It is only as long as all areas of the panel are 
disarmed that the value for the Next Check-In Message can 
be randomly chosen from between six (6) and sixty (60). The 
foregoing alternate modes of communication path supervi­
sion 30 in accordance with the invention satisfy the require- 35 
ments of the Underwriters Laboratories for devices of this 
type. 

To get back to the meaning of the zero (0) time value, it 
means literally that the given protected premise panel 32 
will cease transmitting Next Check-In Messages. In other 40 

words, the zero (0) or null value allows a protected premise 
panel to check itself OFF the network. The receiving equip­
ment 34 responds by not generating an alert signal for failure 
to receive a Next Check-In Message. As said, the zero (0) or 
null value serves the purpose of allowing any panel 32 to 45 

sign off the network without tripping an alert condition. This 
is especially desirable, for example, during routine mainte­
nance or service. A technician at the subscriber site can take 
the panel 32 off the network, which is a much simpler 
process than involved with a "receiver-polling" protocol (ie. 50 

FIG. 2). As described above, the process of dropping a panel 
off a "receiver-polling" network ordinarily requires human 
intervention at the receiver end. 

A preferred "Next Check-In Message" format is shown as 
follows, in hexadecimal units. 

2 
12345678901234567890123 

09AC 2002 s0700043 
xcccc_aaaaa_mmmmddtt_i 

X ~ ASCII Start of Text (HEX 02) 
c ~ CRC 
a = Account Number 
m ~ System Message 
d ~Zero 
t ~ Time Modifier 
_~Space 

i ~ ASCII Carriage Return (HEX OD) 

FIG. 3 does show that each protected premise panel 32is 
alternatively connected by the public telephone lines or 
buses (i.e., the PSTN) to the central alarm monitoring 
station. This gives the protected premise panels 32 a back-up 
communication path to transmit alarm signals over. The 
phone lines are also available for transmission of a nightly 
Recall Test report. In any event, if the phone line is the 
premise's actual business line, the reservation of the phone 
line for back-up communication purposes only, or else for 
brief nightly reports, avoids interfering with that phone 
line's usage during normal business hours. 

Actual usage of this system 30 of communication path 
supervision, as by having the control panels responsible for 
periodically checking themselves in with the receiver 34, 
has proven this system to have great advantages. An 
example case includes the use of this kind of system by one 
large national bank. This bank has ATM machines spread out 
across the country on the order of a thousand or so. This 
bank also has a private packet data network to handle 
transmission of internal accounting data as well as e-mail 
and like business traffic. This network is patched together 
from a conglomerate of resources including privately owned 
conductor-cables, leased fiber optic cables, with cellular and FIG. 3 shows how the transmission of random value 

messaging appears on a network. Assume that the protected 
premise of the shoe store is scheduled to transmit a Next 
Check-In Message at this instance. Now let's assume that it 
does so, and let's assign a designation to this Next Check-In 
Message, the designation "i." So, the Next Check-In Mes­
sage "i" is transmitted to the receiving equipment 34, and let 

55 even satellite links in places. The amount of business traffic 
passing over this network far surpasses the traffic handled by 
the telephone system. So important and substantial is this 
data network for this bank, that its feelings toward its 
network can be likened to the feelings recently expressed by 

us assume that the shoe store panel sent a message of eight 
60 chip-manufacturer Intel Corporation. It is said that if Intel 

Corporation had to choose between taking down the network 
for half a business day, or its phone lines, it would be no 
contest of a choice:-it would choose to do without the 

(8) minutes. Now the next protected premise scheduled to 
contact the receiving equipment is the ATM machine. And so 
the ATM machine transmits Next Check-In Message "j" in 
which the ATM machine recites that its new interval will be 65 

thirty-seven (37) minutes. At this point, circumstances 
would have it that the next panel scheduled to transmit a 

phone lines hands down. 
To return to the example bank, it has a central server for 

this sprawling network located at a single site. This server is 
attended to by about ten (10) operators (for comparison, the 
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bank has tens of thousands of employees). A large part of the 
time of these operators is spent entering in user accounts and 
passwords for new employees, or deleting user accounts and 
passwords for departing employees. Given this network, the 
bank has moved to install a protected premise panel 32 as in 5 
accordance with the invention, on each of its 1000 or more 
ATM machines. The primary communication path(s) 
allowed for use of message transmission by these 1000 or so 
new panels 32, is of course over the bank's existing private 
data network. Plugging in 1000 new panels 32 did not 

10 
require the bank to physically expand its data network by 
one line or cable. The 1000 or so new panels integrated on 
the network without slowing by any practical measure the 
existing business traffic over the network. 

More significantly, the central receiver did not require 15 
physical expansion to include a 1000 matching terminals or 
a 1000 dedicated microprocessors. All that was required at 
the central receiver was loading the host with a modest 
software package that allowed processing of the automatic 
alarm messages, including routines to handle "Next Check- 20 
in" message traffic. The host did not require neither an 
upgrade in processor power nor an enlargement of memory. 
Whereas this particular host is relatively a powerful server, 
on the other hand it certainly is no mini-computer. It is 
nearly as compact as most desk-top computers. It is an 25 
inventive aspect of the alarm-path supervision system 30 in 
accordance with the invention that it loads seamlessly onto 
such a kind of host computer. That is to say, the memory 
requirements for storing the above-described Host Output 
Specification System Table, are modest at least (and perhaps 30 
no more a tiny fractional percentage of the rated memory of 
the Host as whole) when considering that Table in its 
entirety is only as big as about 1000 records. 

Therefore, the experience of this bank is that it added 
1000 premise-monitoring alarm systems at remote locations 35 
across the whole country without doing any of the 
following:-ie., (i) without physically enlarging its network 
by one phone line or cable, (ii) without enhancing its 
receiver equipment with new terminals or peripheral micro­
processor banks, (iii) without increasing its host's process- 40 
ing power, and (iv) without expanding its host's memory. 

Just as significant, the bank did not have to add one single 
new staff person in the operator-manager group attending to 
the host by reason of the new stream of automatic alarm data 
across the network. The routine(s) that operate the Host 45 

Output Specification System Table operate so virtually 
maintenance free. No longer is there any need for continual 
data entry and manipulation and flagging as is characteristic 
of the prior art "receiver-polling" systems. The bank plans to 
handle as much of the alarm signals internally as practicably 50 

possible. That is, the bank plans to dispatch its own employ­
ees or contractors to inspect in the first instance any ATM 
machine which has sent an alarm signal or otherwise caused 
an alert signal. 

To conclude, the advantages over the prior art of the 55 

communication path supervision system 30 in accordance 
with the invention include the following. If deployed on a 
data network it has cut telephone line traffic in half because 
only the backup (or secondary) communication path makes 
use of the telephone line. That is, the primary communica- 60 

tion path extends over the data network while only the 
back-up line still extends over the PSTN. During the day, 
when a great fraction of the alarm messaging is transpiring 
in the random value mode, the protected premise panels 32 
are establishing communication transmissions far less fre- 65 

quently than six (6) minute intervals. Thus there is scaled 
back traffic over the data network, and correspondingly there 

12 
is scaled back traffic into the receiving equipment 34 as a 
result of the random value mode. Hence the alarm messag­
ing traffic may not represent anything but a minuscule 
percent of the total traffic over the data network, such that 
the alarm messaging traffic does not tax the data network's 
capacity by any practical measure. 

Additionally, the central alarm monitoring station (or its 
receiving equipment 34) does not have to be specifically 
configured as to "who" or "exactly which" subscriber(s) are 
on the network. Each protected premise panel 32 is self­
empowered to take itself off the network by transmitting a 
Next Check-In Message of zero (0). Re-establishing itself on 
the network is as comparably simple. After a long dormancy, 
any panel 32 merely needs to transmits a non-zero original 
Next Check-In Message, and it is on-line as far as concerns 
the Host Output Specification System Table. 

Also, the central alarm monitoring station does not need 
to store or "know" the path or paths (e.g., including asso­
ciated addresses or phone numbers or electronic serial 
numbers of cellular transceivers) to access a given panel 32. 
Each panel 32 is responsible for establishing the communi­
cation path, and each panel 32 will store more than one path 
so it can transmit over alternate paths if a primary path or 
network should fail. 

These and additional aspects and objects of the invention 
will now be apparent given the foregoing discussion, includ­
ing without limitation the aspect that the invention 30 
greatly scales down the complexity of readying the receiving 
equipment 34 and/or the associated host automation system 
at the central alarm monitoring station. 

The invention having been disclosed in connection with 
the foregoing variations and examples, additional variations 
will now be apparent to persons skilled in the art. The 
invention is not intended to be limited to the variations 
specifically mentioned, and accordingly reference should be 
made to the appended claims rather than the foregoing 
discussion of preferred examples, to assess the scope of the 
invention in which exclusive rights are claimed. 

I claim: 
1. A method of communication path integrity supervision 

for a network system of automatic alarm data 
communication, comprising the steps of: 

providing a network of communication paths; 
providing a plurality of automatic alarm data transmitters 

on the network for transmitting alarm messages; 
providing at least one receiver on the network for receiv­

ing the message traffic of the transmitters; and, 
establishing a protocol between the receiver and the 

transmitters which achieves supervision of communi­
cation path integrity; 

configuring the protocol on the transmitter-side to utilize 
processing circuitry and software for self-empowering 
any given transmitter to periodically test its ability to 
establish communication with the receiver by having a 
given transmitter: 
generating a message of a next-appointed "check-in" 

time; 
transmitting such message of a next-appointed "check­

in" time to the receiver; and, 
monitoring the elapse of time so that before the expi­

ration of the "next-appointed check-in time" the 
given transmitter returns to the above step of gener­
ating a message, hence generating a succeeding 
message of a successor "next-appointed check-in 
time;" 

configuring the protocol on the receiver-side to utilize 
processing circuitry and software for organizing the 
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"check-in" message traffic from the transmitters in an 
appointment schedule by having it, the receiver: 
for each received "check-in" message, scheduling or 

rescheduling an appointment in the appointment 
schedule for this transmitting transmitter for a next- 5 
appointed "check-in" time corresponding to this 
received "check-in" message; and 

monitoring concurrently the appointment schedule 
against the passage of time for any occurrence of an 
unmet appointment, which signifies problems with 

10 
integrity. 

2. The method of communication path integrity supervi­
sion of claim 1 wherein generally each transmitter is asso­
ciated with a protected premise and is combined with 
circuitry including alarm-event sensors for generating mes-

15 
sages responsive to detection of alarm events. 

3. The method of communication path integrity supervi­
sion of claim 1 wherein each transmitter includes means for 
encoding the "next-appointed check-in" message with a time 
factor that corresponds to the timeliness of the reception due 

20 
of the successor next-appointed check-in message for that 
transmitter. 

4. The method of communication path integrity supervi­
sion of claim 3 wherein the time factor includes both a set 
of values signifying intervals of time as well as a null factor 

25 
signifying that the transmitting transmitter checks off from 
the system, and hence thereby nullify the receiver-side 
monitoring thereof as applied to that particular transmitter. 

5. The method of communication path integrity supervi­
sion of claim 1 wherein the receiver-side monitoring step 

30 
further includes responding to instances when any transmit-
ter fails to meet its scheduled or rescheduled next-appointed 
check-in, with an alert signal. 

6. The method of communication path integrity supervi­
sion of claim 1 wherein the diverse communication paths 

35 
comprise one of a substantially homogenous network of 
cables, a substantially homogenous network of radio links, 
or a conglomerate network including both cables and radio 
links. 

14 
given communicator returns to the above step of 
generating a message, hence generating a succeeding 
message of a successor "next-appointed check-in 
time;" 

configuring the protocol on the receiver-side to utilize 
processing circuitry and software for organizing the 
"check-in" message traffic from the communicators in 
an appointment schedule by having it, the receiver: 
for each received unscheduled "check-in" message, 

establish an appointment record for the dispatching 
communicator in the appointment schedule and 
schedule that communicator for a next-appointed 
"check-in" time corresponding to that received 
"check-in" message; 

for each timely-received scheduled "check-in" 
message, update the appointment record for that 
particular communicator in the appointment sched­
ule and reschedule it for a succeeding next-appointed 
"check-in" time corresponding to that particular 
received "check-in" message; and 

monitoring concurrently the appointment schedule 
against the passage of time for any occurrence of an 
unmet appointment, and if so then generating an 
"alert;" 

whereby such an "alert" signifies that a certain commu­
nicator failed to communicate a timely "check-in" 
message, which presumptively indicates that such cer­
tain communicator would likely have problems com­
municating alarm messages as well and hence requires 
further attention. 

9. The method of communication path integrity supervi­
sion of claim 8 wherein generally each remote communica­
tor is associated with a protected premise and is combined 
with circuitry including alarm-event sensors for generating 
data responsive to detection of alarm events. 

10. The method of communication path integrity super­
vision of claim 8 wherein each remote communicator 
includes means for encoding the "next-appointed check-in" 
message with a time factor that allows receiver-side moni-

7. The method of communication path integrity supervi­
sion of claim 1 wherein the appointment schedule for the 
receiver is configured in memory of the processing circuitry 
therefor with a table data structure for tabulating transmitters 
against their next scheduled check-in appointment. 

40 taring for the appointed time by which reception is due for 
the succeeding next check-in from that communicator. 

8. A method of communication path integrity supervision 
for a network system of automatic alarm data 
communication, comprising the steps of: 

providing a network of communication paths; 
providing a plurality of automatic alarm data communi­

cators for dispatching alarm messages and linking the 
communicators onto the network; 

providing at least one receiver on the network for receiv­
ing the message traffic of the communicators; and, 

establishing a protocol between the receiver and the 
communicators which achieves supervision of commu­
nication path integrity; 

11. The method of communication path integrity super­
vision of claim 10 wherein the time factor includes both a set 
of values signifying intervals of time as well as a null factor 

45 signifying that the sending communicator checks off from 
the system, and hence thereby nullify the receiver-side 
monitoring as applied to that particular communicator. 

12. The method of communication path integrity super­
vision of claim 11 wherein the step of communicator-side 

50 monitoring is configured to dispatch each succeeding "next­
appointed check-in" message about a minute before such 
lapse of the interval of time that was signified by the 
preceding "next-appointed check-in" message. 

13. The method of communication path integrity super-
55 vision of claim 8 wherein the appointment schedule for the 

at least one receiver is configured in memory of the pro­
cessing circuitry therefor with a table data structure for 
tabulating communicators against their next-appointed 
check-in times. 

configuring the protocol on the communicator-side to 
utilize processing circuitry and software for self­
empowering any given communicator to periodically 
test its ability to establish communication with the 60 

receiver by having a given communicator: 

14. A method of communication path integrity supervi­
sion for a network system of automatic alarm data 
communication, comprising the steps of: 

providing a network of communication paths; 
generating a message of a next-appointed "check-in" 

time; 
dispatching such message of a next-appointed "check­

in" time to the receiver; and, 
monitoring the elapse of time so that before the expi­

ration of the "next-appointed check-in time" the 

65 

providing a plurality of automatic alarm transmitters on 
the network for messaging alarm data; 

providing at least one receiver on the network for receiv­
ing the message traffic of the transmitters; and, 
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configuring any transmitter participating in said method 
of communication path integrity supervision to utilize 
processing circuitry and software for self-empowering 
that transmitter to periodically test its ability to estab­
lish communication with the receiver by having that s 

16 
tardy next "check-in" message, and if so then gen­
erating an "alert" which signifies that presumptively 
a certain transmitter is likely having problems com-
municating over the network and hence requires 
further attention. 

transmitter: 
generating a message of a next "check-in" time; 
transmitting such message of a next "check-in" time to 

the receiver; and, 
monitoring the elapse of time so that before the expi­

ration of the "next check-in time" the given trans­
mitter returns to the above step of generating a 
message, hence generating a succeeding message of 

15. The method of communication path integrity super­
vision of claim 14 wherein generally each transmitter is 
associated with a protected premise and is combined with 

10 
circuitry including alarm-event sensors for generating data 
responsive to detection of alarm events. 

16. The method of communication path integrity super­
vision of claim 14 wherein the step of generating a message 
of a next "check-in" time further comprises plural modes for a successor "next check-in time;" 

configuring the receiver to utilize processing circuitry and 
software for organizing the "check-in" message traffic 
from the transmitters in the receiver's memory by 
having it, the receiver: 

15 automatically generating the next "check-in" message, such 
that one mode causes generation of regularly spaced time 
intervals and that the other mode causes generation of 
randomly chosen time intervals ranging between a value 

for each received "check-in" message, entering a 
record or updating the record for that transmitting 20 

transmitter in the receiver's memory of the next due 
"check-in" time, which corresponds to the received 
"check-in" message; and 

monitoring concurrently the records in the memory 
against the passage of time for any occurrence of a 

greater than zero and a larger value which is finite. 
17. The method of communication path integrity super­

vision of claim 14 wherein the memory for the at least one 
receiver is configured with a table data structure for tabu­
lating transmitters against their next due check-in. 

* * * * * 
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