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METHOD FOR CONTROLLING CHARGING 
OF PACKET DATA SERVICE 

CROSS-REFERENCES TO RELATED 
APPLICATIONS 

This is a continuation of International Application No. 
PCT/CN2005/000388, Which Was ?led on Mar. 28, 2005, and 
Which, in turn, claimed the bene?t of Chinese Patent Appli 
cation No. 2004 1 0030955 .8, Which Was ?led onApr. 1, 2004, 
and Chinese Patent Application No. 2004100337219, ?led 
Apr. 9, 2004, the entire disclosures of Which are hereby incor 
porated herein by reference. 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 
The present invention relates to a method of charging, and 

more speci?cally to a method of charging control for packet 
data service. 

2. Background of the Invention 
With the Wide application of packet data service, hoW to 

charge packet data service accurately and reasonably has 
become a common concern of operators. 

FIG. 1 is a ?owchart illustrating an activation, data trans 
mission and de-activation of a Packet Data Protocol Context 
(PDP Context). As shoWn in FIG. 1, in General Packet Radio 
Service (GPRS), an implementing procedure of PDP Context 
activation, data transmission and de-activation includes the 
folloWing steps: 

Step 101: A User Equipment (UE) sends an Activate PDP 
Context Request to a Serving GPRS Support Node (SGSN), 
and this Activate PDP Context Request carries information of 
a Network Layer Service Access Point Identi?er (N SAPI), 
PDP type, an Access Point Name (APN), a plurality of Qual 
ity of Service (QoS) parameters, a Transaction Identi?er (TI) 
and so on, Where NSAPI is used as a component of a Tunnel 
Identi?er (TEID) betWeen the SGSN and a GateWay GPRS 
Support Node (GGSN) to identify the PDP Context. The PDP 
Type includes the Peer-Peer Protocol (PPP) type, Internet 
Protocol (IP) type, etc. The APN may be provided for the 
SGSN by the UE, by Which the SGSN addresses a corre 
sponding GGSN and the GGSN determines the external net 
Work to be accessed by the UE, or the UE may choose not to 
provide the APN for the SGSN, in that case, the SGSN selects 
the default APN according to the subscriber information of 
the UE. The QoS parameters represent the quality required by 
the packet data service speci?ed by the UE. The TI is used for 
the UE to identify a PDP context. 

Step 102: After receiving the Activate PDP Context 
Request, the SGSN performs a security check and encryption 
With the UE, and this step is optional. 

Step 103: the SGSN analyses GGSN address information 
according to the APN, if the SGSN ?nds the GGSN address 
information according to the APN, the TEID is created for the 
PDP Context. The TEID may be a combination of an Inter 
national Mobile Subscriber Identity (IMSI) and the NSAPI to 
uniquely identify a PDP Context betWeen SGSN and GGSN. 
Then the SGSN sends a Create PDP Context Request to the 
GGSN and the Create PDP Context Request carries PDP 
type, PDP address, APN, QoS parameters, TEID, and a select 
mode. The PDP address is an IP address of the UE, Which is 
an optional parameter. When a Create PDP Context Request 
doesn’t carry a PDP address therein, the IP address may be 
allocated by the GGSN in the subsequent process, or by a 
Packet Data NetWork (PDN) that is ?nally connected With the 
UE. The select mode refers to an APN-selecting mode, 
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2 
namely Whether the APN is selected by the UE or by the 
SGSN. If the GGSN address information is not accessed for 
the SGSN according to the APN, the SGSN rejects the Acti 
vate PDP Context Request from the UE. 

Step 104: After receiving the Create PDP Context Request, 
the GGSN determines an external PDN according to the APN, 
then allocates a Charging ID, starts charging, and confers on 
QoS. The GGSN sends a Create PDP Context Response back 
to the SGSN, When the service quality requirement is met. 
The Create PDP Context Response carries the information of 
TEID, PDP address, Backbone Bearer protocol, QoS param 
eters, and Charging ID. When the GGSN does not meet the 
service quality requirement of the QoS parameters, the 
GGSN rejects the Create PDP Context Request from the 
SGSN, and then the SGSN rejects the Activate PDP Context 
Request from the UE. 

Step 105: After receiving the Create PDP Context 
Response, the SGSN adds the NSAPI and the GGSN address 
information into the PDP Context in order to identify this 
PDP Context, selects Wireless precedence according to QoS 
parameters, and then returns anActivate PDP Context Accept 
to the UE. The Activate PDP Context Accept carries the 
information of PDP type, PDP address, TI, QoS parameters, 
Wireless precedence, and a number of PDP con?guration 
options. Moreover, the SGSN starts charging. The UE 
receives the Activate PDP Context Accept and establishes a 
route With the GGSN. By this time the transmission channel 
betWeen the UE and the PDN is established and data trans 
mission is able to start. 

Step 106: The UE transmits data With the PDN through the 
SGSN and the GGSN. 

Step 107: On ?nishing the data transmission, the UE sends 
a Deactivate PDP Context Request to the SGSN and the 
Deactivate PDP Context Request carries the TI. 

Step 108: After receiving the Deactivate PDP Context 
Request, the SGSN performs security checks and encryption 
With the UE, and this step is optional. 

Step 109-Step 111: The SGSN sends a Delete PDP Context 
Request carrying the TEID to the GGSN. After receiving the 
Delete PDP Context Request, the GGSN ends the charging of 
the UE, deletes the PDP Context corresponding to the TEID, 
and then sends a to the SGSN. The Delete PDP Context 
Response carries the TEID. After receiving the Delete PDP 
Context Response, the SGSN ends the charging of the UE, 
deletes the PDP Context corresponding to the TEID, and then 
sends a Deactivate PDP Context Response carrying the TI to 
UE. After receiving the Deactivate PDP Context Response, 
the UE deletes the PDP Context corresponding to TI. 
As shoWn in FIG. 1, in the present GRPS charging system, 

the charging starts When the PDP context is activated and 
comes to its end When the PDP context is de-activated, Which 
means the present charging system can only charges accord 
ing to a transmitted data How or an activate time duration of 
the PDP context. In practice, hoWever, after establishing a 
transmission channel With the PDN, the UE performs a plu 
rality of services based on one activated PDP Context, i.e. if 
the PDN is able to provide a plurality of services, such as 
Send/Receive Email service, Wireless Application Protocol 
(WAP) based broWse service, File Transfer Protocol (FTP) 
based ?le transfer service and so on, an activated PDP Con 
text is able to bear various services provided by the PDN after 
the UE establishes a transmission channel With this PDN. 
MeanWhile operators or service providers may adopt differ 
ent charging approaches for different charging modes of vari 
ous services, for instance, Send/Receive Email service may 
be charged based on trigger times of Sending and Receiving 
events, WAP broWse service may be charged according to 
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How, ?le transfer service may also be charged according to 
How, and yet, a charging rate of WAP browse service is 
different from that of ?le transfer service. Thus, it is totally 
impossible to perform separate charging With the existing 
GPRS charging system for different services the same PDP 
Context bears. 

In vieW of the above, it is being discussed in the 3rd Gen 
eration Partnership Project (3 GPP) as to hoW to implement IP 
FloW Based Charging (FBC). As far as a packet data service 
is concerned, all the transmitted and received IP FloWs or IP 
Packets When a UE user uses the service may be called Ser 
vice Data FloW, i.e. the Service Data FloW is a set of a plurality 
of IP FloWs, therefore the IP FloW Based Charging can truly 
re?ect the resource occupation of a certain service. The IP 
FloW Based Charging can be described like this: IP FloWs of 
different services that the same PDP Context bears are sepa 
rately screened out through some ?lters similar to sieves, then 
the IP FloWs that are screened out by different ?lters are 
separately charged so as to reach the object of separately 
charging different Service Data FloWs. In this Way, a charging 
granularity based on IP FloWs is far less than that based on a 
PDP Context. The charging granularity may be regard as the 
siZe of a hole of a sieve, therefore the charging granularity 
based on one PDP Context Will be like a sieve hole deter 
mined by one PDP Context While the charging granularity 
based on IP FloW Will be like a sieve hole determined by one 
IP FloW, that is, there Will be more than one sieve holes 
contained in one PDP Context. Therefore, comparing With the 
charging based on one PDP Context, charging based on IP 
FloW can provide more charging approaches for operators or 
service providers. 

In 3GPP, aspects of FBC like system architectures, func 
tion requirement and How of interactive messages are 
described. The FBC system architecture supporting online 
charging is shoWn in FIG. 2A, in Which Online Charging 
System (OCS) 206 is composed of Service Control Point 
(SCP) 201 of Customized Application for Mobile NetWork 
Enhanced Logic (CAMEL) and a service data How based 
Credit Control Function (CCF) 202. CCF 202 is connected 
With service data How based Charging Rule Function (CRF) 
203 through an interface Ry. The CRF 203 is connected With 
an Application Function (AF) 204 through an interface Rx 
and With the Traf?c Plane Function (TPF) 205 through an 
interface Gx. The CCF 202 is connected With TPF 205 
through an interface Gy. 

The FBC system architecture supporting o?line charging is 
shoWn in FIG. 2B, in Which the CRF 203 is connected With the 
AF 204 through an interface Rx and With the TPF 205 through 
an interface Gx, and the TPF 205 is connected With a Charg 
ing GateWay Function (CGF) 207 and a Charging Collection 
Function (CCF) 208 respectively through GZ. 

According to the 3 GPP provision for functions imple 
menting the FBC, the TPF 205 bears IP FloWs. During and the 
establishment of the IP FloW bearer, the TPF 205 sends a 
Charging Rule Request to the CRF 203 through the Gx inter 
face. The Charging Rule Request carries relevant information 
of subscriber and the UE, bearer characteristics, netWork 
information, and so on. The relevant information of sub 
scriber and the UE may be a Mobile Station ISDN 
(MSISDN), an International Mobile Subscriber Identity 
(IMSI) and etc. In addition, the bearer may be modi?ed dur 
ing the IP FloW transmission. For example, When QoS param 
eters of the same service are different, charging rules may be 
different accordingly. For instance, the charging rate may be 
decrease as QoS parameters decrease. Therefore it is neces 
sary to re-confer on QoS parameters. In this case, during the 
modi?cation of the bearer, the TPF 205 resends a Charging 
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4 
Rule Request to the CRF 203 to request for neW charging 
rules. The CRF 203 selects a proper charging rule according 
to the said input information provided by the TPF 205 and 
then returns the selected charging rule to the TPF 205. The 
charging rule includes information of charging mechanism, 
charging type, charging key, Service Data FloW Filter, and 
charging rule precedence. The charging mechanism may be 
online charging or o?line charging. The charging type may be 
a type of time span based. The charging key is a parameter 
related With the charging rate, and the CRF 203 may provide 
only parameters related With the charging rate for the TPF 
205, rather than directly provide the charging rate for the TPF 
205. The Service Data FloW Filter is used to indicate the TPF 
205 Which IP FloWs are to be ?ltered, and then the TPF 205 
charges these ?ltered IP FloWs according to the charging 
rules. Service Data FloW Filter may include IP quintuple 
having such information as Source/Destination IP Address, 
Source/Destination Port Number, and Protocol ID. For 
instance, the CRF 203 indicates the TPF 205 to ?lter the IP 
FloW With the Source IP Address 10.0.0.1, Destination IP 
Address 10.0.0.2, Source/Destination Port Number 20 and 
the protocol type Transmission Control Protocol (TCP), and 
then charges the ?ltered IP FloW according to the charging 
rule. Finally, during the deletion of the bearer, the TPF 205 
may as Well send a Charging Rule Request to the CRF 203 to 
request a neW charging rule from the CRF. At this time, the 
CRF 203 may request the TPF 205 to delete the previously 
installed charging rule. 

In addition, the CRF 203 may determine the charging rule 
according to the input information of the AF 204 or OCS 20 
apart from the input information of the TPF 205. For example, 
the AF 204 may notify the CRF 203 of the current service type 
used by the user, and the CRF 203 may select the correspond 
ing charging rule according to this service type. 

For a GPRS netWork, the TPF 205 is the GGSN, the AF is 
a service gateWay or a service server in the PDN and the CRF 
203 is an added logical entity. The TPF 205 is the executing 
point of charging rules and the CRF 203 is the control point of 
charging rules. 

FIG. 3A is the How chart of issuing the charging rule When 
a bearer is established. As shoWn in FIG. 3A, the implement 
ing procedure of issuing the charging rule When a bearer is 
established includes the folloWing steps: 

Step 301A: The UE sends an Establish Bearer Service 
Request to the TPF While in a GPRS netWork the correspond 
ing process is that the GGSN receives a Create PDP Context 
Request. 

Step 302A: After receiving the Establish Bearer Service 
Request, the TPF sends a Charging Rule Request to the CRF, 
and the Charging Rule Request carries the input information 
for the CRF to determine the charging rule. 

Steps 303A-304A: After receiving the Charging Rule 
Request, the CRF selects a charging rule according to the 
input information carried by the Charging Rule Request, and 
then returns Provision Charging Rules. The Provision Charg 
ing Rules may carry the selected charging rule. 

Steps 305A-306A: After receiving Provision Charging 
Rules, the TPF installs a neW charging rule according to the 
charging rule selected by the CRF, or deletes the original 
charging rule, or installs a neW charging rule While deleting 
the original one. Then the TPF receives the Establish Bearer 
Service Request initiated by the UE, returns an Establish 
Bearer Service Accept to the UE, and continues With the 
subsequent steps of the Establish Bearer process. 

FIG. 3B is the How chart of issuing the charging rule When 
a bearer is modi?ed. As shoWn in FIG. 3B, the implementing 
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procedure of issuing the charging rule When a bearer is modi 
?ed includes the following steps: 

Step 301B: The UE sends a Modify Bearer Service Request 
to the TPF While in a GPRS netWork the corresponding pro 
cess is that the GGSN receives an Update PDP Context 
Request. 

Step 302B: After receiving the Modify Bearer Service 
Request, the TPF sends a Charging Rule Request to the CRF, 
and the Charging Rule Request carries the input information 
for the CRF to determine the charging rule. 

Steps 303B-304B: After receiving the Charging Rule 
Request, the CRF selects a charging rule according to the 
input information carried by this Charging Rule Request, and 
then returns Provision Charging Rules carrying the selected 
charging rule. 

Steps 305B-306B: After receiving Provision Charging 
Rules, the TPF installs a neW charging rule according to the 
charging rule selected by the CRF, or deletes the original 
charging rule, or installs a neW charging rule While deleting 
the original one. Then the TPF receives the Modify Bearer 
Service Request initiated by UE, returns a Modify Bearer 
Service Accept to the UE, and continues With the subsequent 
steps of the Modify Bearer process. 

FIG. 3C is the How chart of issuing the charging rule When 
a bearer is deleted. As shoWn in FIG. 3B, the implementing 
procedure of issuing the charging rule When a bearer is 
deleted includes the folloWing steps: 

Step 301C: The UE sends a Remove Bearer Service 
Request to the TPF While in a GPRS netWork the correspond 
ing process is that the GGSN receives a Delete PDP Context 
Request. 

Step 302C: After receiving the Remove Bearer Service 
Request, the TPF sends a Charging Rule Request to the CRF, 
and the Charging Rule Request carries the input information 
for the CRF to determine the charging rule. 

Steps 303C-304C: After receiving the Charging Rule 
Request, the CRF selects a charging rule according to the 
input information carried by this Charging Rule Request, and 
then returns Provision Charging Rules carrying the selected 
charging rule. 

Steps 305C-306C: After receiving Provision Charging 
Rules, the TPF installs a neW charging rule according to the 
charging rule selected by the CRF, or deletes the original 
charging rule, or installs a neW charging rule While deleting 
the original one. Then the TPF returns a Remove Bearer 
ServiceAccept to the UE, accepts the Remove Bearer Service 
Request initiated by the UE and continues With the subse 
quent steps of the Remove Bearer process. 

Besides, the CRF may also voluntarily send a charging rule 
to the TPF. For instance, in the data transmission process 
betWeen the UE and the AF, after receiving the input infor 
mation relating to charging of the AF, the CRF selects a 
proper charging rule according to the input information pro 
vided by the AF, and then voluntarily issues the selected 
charging rule to the TPF. The speci?c implementing proce 
dure of theAF providing the input information of charging for 
the CRF is shoWn in FIG. 4: 

Step 401: The AF sends Application/Service Data FloW 
Charging Information to the CRF. 

Step 402: After receiving the Application/Service Data 
FloW Charging Information, the CRF returns an AcknoWl 
edgement (Ack) to the AF to notify the AF of already receiv 
ing the Application/ Service Data FloW Charging Information 
sent by the AF. 

FIG. 5 is the How chart of the CRF voluntarily issuing the 
charging rule to the TPF. As shoWn in FIG. 5, the implement 
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6 
ing procedure of the CRF voluntarily issuing the charging 
rule to the TPF includes the folloWing steps: 

Step 501: The CRF receives a certain Internal or External 
Trigger Event and relevant information about this event, such 
as the event of the AF sending the input information of charg 
ing rule selection to the CRF. 

Step 502: The CRF selects the corresponding charging rule 
according to the acquired information. The acquired informa 
tion may be the charging-relevant input information provided 
by the AF. For instance, the user is using a certain service of 
AF, and the service has special charging requirement, e.g., the 
charging rate is different from that of other services, there 
fore, the AF provides relevant charging information of this 
service for the CRF. The acquired information may also be the 
charging-relevant input information provided by TPF. 

Step 503: The CRF sends the Provision Charging Rules to 
the TPF When needed, and the Provision Charging Rules may 
carry the selected charging rule. 

Step 504: After receiving Provision Charging Rules, the 
TPF installs a neW charging rule according to the charging 
rule selected by the CRF, or deletes the original charging rule, 
or installs a neW charging rule While deleting the original one. 
At present, the interactive mode concerning charging rule 

betWeen the TPF and the CRF is de?ned in 3 GPP Speci?ca 
tion like this: The TPF sends a Charging Rule Request to the 
CRF When a certain trigger event is met. The trigger event 
may be an event of establishing, modifying or deleting the 
bearer. The CRF selects a proper charging rule according to 
the information carried in the Charging Rule Request and 
sends the selected charging rule to the TPF. In this Way, the 
event trigger of the Charging Rule Request is controlled by 
the TPF. The event trigger of the Charging Rule Request shall 
be set in the TPF in advance. Whenever the event of estab 
lishing, modifying or deleting the bearer is met, the TPF sends 
the Charging Rule Request to the CRF. HoWever, for some 
cases, the QoS parameters modi?ed have little differences 
compared With original QoS parameters When the QoS 
parameters are modi?ed during the modi?cation of the 
bearer, and it is not necessary to modify the charging rules. In 
these cases, the CRF may select a charging rule similar to an 
original one to send to the TPF When the TPF sends the 
Charging Rule Request, thereby creating a great of redundant 
information. 

SUMMARY OF THE INVENTION 

In vieW of the above, a method for charging control of 
packet data service is provided so as to make charging control 
of packet data service reasonable and perfect. 
The method includes the steps of: monitoring a number of 

event triggers; and sending a charging rule request from a 
Tra?ic Plane Function (TPF) to a Charging Rule Function 
(CRF), When one of said event triggers is met. 

Preferably, event triggers each representing a bearer ser 
vice modi?cation are set by the CRF and then are provided to 
the TPF. The event triggers are set according to self-stored 
information in the CRF, or charging-relevant input informa 
tion provided by an Application Function (AF), an Online 
Charging System (OCS), the TPF, or any combinations of the 
AF, the OCS, and the TPF. The TPF stores the event triggers 
received from the CRF and monitors if any of the event 
triggers is met. 

Preferably, the request sent from the TPF to the CRF When 
one of the event triggers is met selectively includes an event 
identi?er Which indicates a corresponding trigger event, and 
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then the CRF responses for the request by providing a charg 
ing rule in a charging rules provision procedure according to 
the trigger event. 

In the preferred embodiments of the present invention, a 
plurality of event triggers is set such that the TPF requests 
corresponding charging rules from the CRF when one of the 
event triggers is met. This event trigger may be set in the TPF 
or be determined by the CRF. The CRE determines the event 
triggers according which the TPF needs to request charging 
rules therefrom and then sends the event triggers to the TPF. 
When one of the event triggers is met, the TPF requests the 
charging rules from the CRP and provides the charging-rel 
evant input information to the CRF. Then the CRF selects a 
proper charging rule according to the charging-relevant input 
information and sends the selected charging rules to the TPF. 
In this way, it is possible to control the timing of the TPF 
requesting charging rules from the CRF, avoiding redundant 
information caused by the TPF when sending unwanted 
Charging Rule Requests to the CRF, thereby making the 
information interaction between the TPF and the CRF more 
effective and the charging control of packet data service more 
reasonable and perfect. In the preferred embodiments of the 
present invention, only static event triggers may be set in the 
TPF and the CRF dose not need to provide any dynamic event 
trigger to the TPF, thereby deduce the message load between 
the TPF and the CRF. 

In addition, since it is possible for the CRF to obtain charg 
ing-relevant input information provided by the AF or the OCS 
and the charging-relevant input information may affect the 
charging rules. According to the method of the preferred 
embodiments of the present invention, the CRF is able to 
?exibly set event triggers according to the charging-relevant 
input information and send the current event triggers to the 
TPF so that the TPF requests new charging rules from the 
CRF when a certain event trigger is met. In this way, ?exible 
and various applications of charging rules may be imple 
mented. However, functions mentioned above are completely 
impossible to be achieved by the existing methods of inter 
action between the TPF and the CRF. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a ?owchart illustrating a ?ow of PDP Context 

Activation, data transmission and de-activation; 
FIG. 2A is a schematic diagram illustrating a structure of 

online charging FBC system; 
FIG. 2B is a schematic diagram illustrating a structure of 

o?line charging FBC system; 
FIG. 3A is a ?owchart of issuing charging rules when 

bearer is established; 
FIG. 3B is a ?owchart of issuing charging rules when 

bearer is modi?ed; 
FIG. 3C is a ?owchart of issuing charging rules when 

bearer is deleted; 
FIG. 4 is a ?owchart of an AP providing charging input 

information for a CRF; 
FIG. 5 is a ?owchart of a CRF voluntarily issuing charging 

rules to a TPF; 
FIG. 6 is a ?owchart of a CRF controlling the sending of 

Charging Rule Request by a TPF in this invention; 
FIG. 7 is a schematic diagram illustrating Embodiment l of 

this invention; and 
FIG. 8 is a schematic diagram illustrating Embodiment 2 of 

this invention. 
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8 
DETAILED DESCRIPTION OF THE PREFERRED 

EMBODIMENTS 

The preferred embodiments of the present invention will be 
described in detail hereinafter with reference to the accom 
panying drawings. 

In the preferred embodiments of the present invention, a 
plurality of event triggers is set such that a TPF requests 
corresponding charging rules from a CRF when one of the 
event triggers is met. These event triggers may be set in the 
TPF or be determined by the CRF. The CRE determines the 
event triggers according which the TPF needs to request the 
charging rules therefrom, and then sends the event triggers to 
the TPF. When one of the event triggers is met, the TPF 
requests the charging rule from the CRP and provides charg 
ing-relevant input information. The CRE selects the proper 
charging rule according to the charging-relevant input infor 
mation and sends the selected charging rule to the TPF. In this 
way, it is possible to control the timing of the TPF requesting 
charging rules from the CRF, avoiding redundant information 
caused by the TPF when sending unwanted Charging Rule 
Requests to the CRF. 

FIG. 6 is a ?owchart showing the CRF controls the TPF to 
send the Charging Rule Requests. As shown in FIG. 6, the 
implementation of the control includes the following steps: 

Step 601: Setting a static event trigger enable the TPF to be 
triggered to request a corresponding charging rule from the 
CRF in the TPF, such as a static event trigger representing 
bearer establishment. When the static event trigger is met, the 
TPF sends the Charging Rule Request to the CRP and the 
Charging Rule Request carries charging-relevant input infor 
mation, such as the information related with the subscriber 
and the UE, the bearer characteristics and the information 
related with the network. This Charging Rule Request may 
also carry an event identi?er to indicate that the current 
Charging Rule Request is triggered by the static event trigger. 

In addition, more than one static event trigger may be set in 
the TPF, such as bearer establishment, bearer deletion and so 
on. When a certain static event trigger thereof is met, the TPF 
requests the charging rule from the CRF. On the other hand, 
the TPF may not set the static event trigger therein and peri 
odically sends the Charging Rule Request to the CRF when 
the bearer is established. 

Step 602: After receiving the Charging Rule Request, the 
CRF sets dynamic event triggers at which the TPF is required 
to request charging rules, and then sends a Request Dynamic 
Event Report to the TPF. The Request Dynamic Event Report 
carries a list of dynamic event triggers, such as dynamic event 
trigger A, dynamic event trigger B and dynamic event trigger 
C. These events may be a plurality of various Modify Bearer 
Events, such as the change of the SGSN, of the Public Land 
Mobile Network (PLMN), of the Radio Access Technology 
(RAT) type, of the Tra?ic Flow Template, and of the QoS. 

Step 603: According to the charging-relevant input infor 
mation carried by the Charging Rule Request, the CRF selects 
a proper charging rule, and then sends a Provision Charging 
Rule to the TPF. The Provision Charging Rule may carry the 
selected charging rule, such as charging rule 1. 
The information that the CRF sends to the TPF in steps 602 

and 603 may be carried in one message. 
Step 604: After receiving the dynamic event trigger list and 

the charging rule currently selected by the CRF, the TPF 
stores the dynamic event trigger list, performs charging infor 
mation statistics according to the selected charging rule, and 
monitors if any of the dynamic event trigger is met. 

Step 605: The TPF monitors the occurrence of a dynamic 
event triggerA, and then sends a Charging Rule Request to the 
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CRF. The Charging Rule Request carries the occurrence indi 
cator of the dynamic event trigger A. 

Step 606: After receiving the Charging Rule Request, the 
CRF con?rms that this Charging Rule Request is triggered by 
the dynamic event trigger A according to the occurrence 
indicator of the dynamic event triggerA and selects a proper 
charging rule also according to the dynamic event trigger A, 
and then sends the Provision Charging Rule to the TPF. The 
Provision Charging Rule carries a neWly-selected charging 
rule, such as charging rule 2. 

Step 607: After receiving the Provision Charging Rule, the 
TPF performs charging information statistics according to the 
Provision Charging Rule. 

If there is more than one dynamic event trigger, the TPF 
continues to monitor if any of other dynamic event triggers is 
met. 

Step 608: the TPF monitors the occurrence of the dynamic 
event trigger B, and then sends the Charging Rule Request to 
the CRF. The Charging Rule Request carries the occurrence 
indicator of the dynamic event trigger B. 

Step 609: After receiving the Charging Rule Request, the 
CRF con?rms that this Charging Rule Request is triggered by 
the dynamic event trigger B according to the occurrence 
indicator of the dynamic event trigger B and selects a proper 
charging rule also according to the dynamic event trigger B, 
and then the CRF sends the Provision Charging Rule to the 
TPF. The Provision Charging Rule carries a neWly-selected 
charging rule, such as charging rule 3. 

Step 610: After receiving the Provision Charging Rule, the 
TPF take statistics of the charging information according to 
the Provision Charging Rule. 

The subsequent flow is similar to the above and no further 
description is necessary. Besides, during a same session, the 
same session means the same PDP Context in a GPRS net 
Work. The CRE may set in the same session dynamic event 
triggers more than once and send these dynamic event trig 
gers to the TPF. For instance, When receiving charging-rel 
evant input information from the AF or the OCS, the CRF 
determines Whether it is needed to set a neW dynamic event 
trigger according to the charging-relevant input information, 
if yes, the CRF sets a neW dynamic event trigger and sends the 
point to the TPF. After receiving the neW dynamic event 
trigger, the TPF stores the neW dynamic event trigger and 
monitors occurrence of the dynamic event trigger. 

Moreover, since the static event triggers for requesting 
charging rule from the CRF may be set in the TPF, such 
routine events of bearer change as bearer establishment, 
bearer modi?cation, bearer deletion, occurrence of events 
When a ?xed value of How or time duration is reached and so 
on, may be reported to the CRF directly by pre-con?guring 
static event triggers in TPF and there is no need for the CRF 
to send dynamic event triggers to the TPF. For some operators 
or service providers, there are usually some routine events of 
bearer change; for example, it is alWays required for the TPF 
to report to the CRF When the service How reaches 10M, or 
When the service has been activated for 100 minutes, Without 
any other event point requiring dynamic con?guration. In this 
case, only appropriate static event triggers are pre-con?gured 
in the TPF While no dynamic event trigger Will be issued by 
the CRF such that the signaling load betWeen the TPF and the 
CRF can be reduced. 

FIG. 7 is a schematic diagram illustrating Embodiment l of 
this invention, Where the static event trigger for the TPF to 
request a charging rule from the CRF is set as bearer estab 
lishment, the CRF set the dynamic event triggers at Which the 
TPF is required to send the Charging Rule Request to the CRF 
When the bearer is modi?ed or removed, and the implement 
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10 
ing procedure shoWing the CRF controls the TPF to send the 
Charging Rule Request includes the folloWing steps: 

Step 701: The UE sends an Establish Bearer Service 
Request to the TPF. In a GPRS netWork the corresponding 
step is that the GGSN receives Create PDP Context Request. 

Step 702: After receiving Establish Bearer Service 
Request, the TPF con?rms the occurrence of a static event 
trigger, and then sends the Charging Rule Request to the CRF. 
The Charging Rule Request carries the charging-relevant 
input information, such as the relevant information of a sub 
scriber and the UE, bearer characteristics and netWork infor 
mation. The request may also carry an event identi?er for 
indicating that the current Charging Rule Request is triggered 
by a static event trigger. 

Steps 703-704: After receiving the Charging Rule Request, 
the CRF con?rms according to the event identi?er that Charg 
ing Rule Request is triggered by a static event trigger, sets a 
dynamic event trigger list including bearer modi?cation and 
bearer deletion, and then sends the Request Dynamic Event 
Report to the TPF. The Request Dynamic Event Report car 
ries the dynamic event trigger list. In addition, the CRF may 
set a plurality of various values, such as various QoS param 
eter priorities, in the dynamic event trigger of the bearer 
modi?cation and each value may be an independent dynamic 
event trigger. 

Steps 705-706: The CRE selects a proper charging rule 
according to the charging-relevant input information carried 
by the Charging Rule Request, and then sends the Charging 
Rule Response to the TPF. The Charging Rule Response 
carries the selected charging rule. 

Steps 707-708: After receiving the dynamic event trigger 
list set by the CRP and the charging rule selected by the CRF, 
the TPF stores the dynamic event trigger list, performs charg 
ing information statistics according to the charging rule, and 
monitors occurrence of the dynamic event triggers. The TPF 
returns an Establish Bearer Service Accept message to the 
UE, accepts an Establish Bearer Service Request initiated by 
the UE and continues With the subsequent steps of the How of 
the bearer establishment. 

Step 709: After a While, the UE sends a Modify Bearer 
Service Request to the TPF. In a GPRS netWork the corre 
sponding step is that the GGSN receives Update PDP Context 
Request. 

Step 710: After receiving the Modify Bearer Service 
Request, the TPF con?rms that the dynamic event trigger of 
the bearer modi?cation in the dynamic event trigger list has 
occurred, and then sends the Charging Rule Request to the 
CRF. The Charging Rule Request carries the occurrence indi 
cator of the dynamic event trigger. 

Steps 711-712: After receiving the Charging Rule Request, 
the CRF con?rms according to the occurrence indicator of 
dynamic event trigger that the Charging Rule Request is 
triggered by the dynamic event trigger of bearer modi?cation, 
selects a proper charging rule according to the bearer modi 
?cation, and then sends the Provision Charging Rule to the 
TPF. The Provision Charging Rule may carry the selected 
charging rule. 

Steps 713-714: After receiving the Provision Charging 
Rule, the TPF installs a neW charging rule according to the 
charging rule selected by the CRF, or removes the original 
charging rule, or installs a neW charging rule While deleting 
the original one, then returns the Modify Bearer Service 
Accept to the UE, accepts the Modify Bearer Service Request 
initiated by the UE, and continues With the subsequent steps 
of the How of the bearer modi?cation. 
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Step 715: After a While, the UE sends a Remove Bearer 
Service Request to the TPF. In a GPRS network the corre 
sponding step is that the GGSN receives Delete PDP Context 
Request. 

Step 716: After receiving the Remove Bearer Service 
Request, the TPF con?rms that the dynamic event trigger of 
bearer deletion in the dynamic event trigger list has occurred, 
and then sends the Charging Rule Request to the CRF. The 
Charging Rule Request carries the occurrence indicator of 
dynamic event trigger. 

Steps 717-718: After receiving the Charging Rule Request, 
the CRF con?rms that the Charging Rule Request is triggered 
by the dynamic event trigger of bearer deletion according to 
the occurrence indicator of dynamic event trigger, selects the 
proper charging rule according to bearer deletion, and then 
sends the Provision Charging Rule to the TPF. The Provision 
Charging Rule may carry the selected charging rule. 

Steps 719-720: After receiving the Provision Charging 
Rule, the CRF installs a neW charging rule according to the 
charging rule selected by the CRF, or deletes the original 
charging rule, or installs a neW charging rule While deleting 
the original one, and then returns the Remove Bearer Service 
Accept message to the UE, accepts the Remove Bearer Ser 
vice Request initiated by the UE and continues With the 
subsequent steps of the How of the bearer deletion. 

In the prior art, the AF sends the Application/ Service Data 
FloW Charging Information to the CRF as the charging-rel 
evant input information for the CRF to the select charging 
rules. Then, in the method provided in the preferred embodi 
ments of the preferred embodiments of the present invention, 
the AF sends the Application/Service Data FloW Charging 
Information to the CRF as the input information for the CRF 
to dynamically set dynamic event triggers. 

FIG. 8 is a schematic diagram illustrating Embodiment 2 of 
this invention, as shoWn in FIG. 8, the implementing proce 
dure in the present embodiment for the CRF to issue a 
dynamic event trigger to the TPF includes the folloWing steps: 

Step 801: The CRF receives a certain Internal or External 
Trigger Event. For example, the AF provides an accredited 
activity for the users. If the data How of a certain service of 
this AF visited by one user reaches a set value, the subsequent 
charging rate of the user’s to this service decreases. In this 
case, the AF requires the CRF to adopt a favorable charging 
rate to take charging information statistics for subsequent 
data How When the data How of a certain service ?lter reaches 
a set value. Or, if the duration for Which a user has accessed a 
certain service of this AF reaches a set value, the subsequent 
charging rate of the user’s to this service decreases. In this 
case, the AF requires the CRF to adopt a favorable charging 
rate to perform charging information statistics for subsequent 
data How When the duration for Which a certain service ?lter 
has been used arrives at a set value. 

Step 802: The CRF sets a dynamic event trigger, for 
instance, as When the data How of a certain service ?lter 
reaches a set value or as When a certain service ?lter has been 

used for a set time span. Furthermore, the CRF may select a 
proper charging rule according to the information currently 
acquired, such as the User/ Terminal information, bearer char 
acteristics, and netWork information provided by the TPF. 

Step 803: the CRF sends the Request Dynamic Event 
Report carrying the current dynamic event trigger list to the 
TPF and requires the TPF to request a charging rule from the 
CRF When a dynamic event trigger thereof is met. 

Step 804: The CRF sends the Provision Charging Rule to 
the TPF and the Provision Charging Rule carries the charging 
rule currently selected. This step is optional. 
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12 
Sep 805: The TPF receives the current dynamic event trig 

ger list set by the CRF and stores this dynamic event trigger 
list. If the TPF also receives the Provision Charging Rule, the 
TPF installs a neW charging rule according to the charging 
rule selected by the CRF, or deletes the original charging rule, 
or installs a neW charging rule While deleting the original one. 

Step 806: After a While, the TPF monitors the occurrence of 
a dynamic event trigger, and then sends the Charging Rule 
Request to the CRF. The Charging Rule Request carries an 
occurrence indicator of dynamic event trigger. 

Step 807-808: After receiving the Charging Rule Request, 
the CRF con?rms that Which dynamic event trigger triggers 
this Charging Rule Request according to the occurrence indi 
cator of the dynamic event trigger. For example, the event 
may be an event that the data How of a certain service ?lter 
reaches the set value or an event that a certain service ?lter has 
been in use for a set time span. The CRF then selects a proper 
charging rule according to this dynamic event trigger and 
send the Provision Charging Rule to the TPF. The Provision 
Charging Rule may carry the selected charging rule. 

Step 809: After receiving the Provision Charging Rule, the 
TPF installs a neW charging rule according to the charging 
rule selected by the CRF, or deletes the original charging rule, 
or installs a neW charging rule While deleting the original one. 

In addition, the CRF may also dynamically set dynamic 
event triggers according to the charging-relevant input infor 
mation sent by the OCS concerning users’ credit. The corre 
sponding How is basically the same as the above and further 
description is not necessary. 

In short, the above description is just a preferred embodi 
ment of this invention and not to be construed as limits to the 
protection scope thereof. 

The invention claimed is: 
1 . A method for controlling charging of packet data service, 

comprising: 
monitoring, by a Tra?ic Plane Function (TPF), an event 

trigger provided by a Charging Rule Function (CRF); 
sending, by the TPF, a charging rule request to the CRF, if 

the event trigger is met; 
receiving, by the TPF, a charging rule from the CRF in a 

charging rule provision procedure; and 
taking, by the TPF, statistics of charging information 

according to the received charging rule. 
2. The method according to claim 1, further comprising: 
sending, by the TPF, the statistics to a Credit Control Func 

tion (CCF) in an Online Charging System (OCS); or 
sending, by the TPF, the statistics to a Charging GateWay 

Function (CGF) and a Charging Collection Function 
(CCF) in an offline charging system. 

3. The method according to claim 2, Wherein the TPF is a 
GateWay General Packet Radio Service (GPRS) Support 
Node (GGSN) in a GPRS. 

4. The method according to claim 2, further comprising: 
receiving, by the TPF, a Modify Bearer Service Request 

from a User Equipment (UE); 
after receiving the Modify Bearer Service Request, the 
TPF performs the monitoring step. 

5. A Tra?ic Plane Function (TPF) for controlling charging 
of packet data service, comprising: 

a monitoring unit, con?gured to monitor an event trigger 
provided by a Charging Rule Function (CRF); 

a sending unit, con?gured to send a charging rule request to 
the CRF if the event trigger is met; 

a receiving unit, con?gured to receive a charging rule from 
the CRF in a charging rule provision procedure; and 
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a statistics taking unit, con?gured to take statistics of a 7. The TPF according to claim 6, wherein the TPF is a 
charging information according to the Provision Charg- Gateway General Packet Radio Service (GPRS) Support 
ing Rule. Node (GGSN) in a GPRS. 

6. The TPF according to claim 5, further comprising: 
a second sending unit, con?gured to send the statistics to a 5 

Credit Control Function (CCF) in an Online Charging 
System (OCS), or to send the statistics to a Charging 
GateWay Function (CGF) and a Charging Collection 
Function (CCF) in an offline charging system. * * * * * 

8. The TPF according to claim 6, further comprising: 
a second receiving unit, con?gured to receive a Modify 

Bearer Service Request from a User Equipment (U E). 




