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USING EMBEDDED DATA WITH FILE SHARING 

This application relates to Utility Patent Application Ser. No. 09/404,291 filed 

5 9/23/99 by Kenneth L. Levy, and Ser. No. 09/404,292 filed 9/23/99 by Kenneth L. 

Levy, which are incorporated herein by reference. 

Technical Field 

The invention relates to file sharing systems for computer networks such as the 

10 Internet, and specifically relates to using embedded data in files to enhance such 

systems. 

Background and Summary 

With the explosive growth of the Internet, file-sharing programs have evolved. 

15 One popular file sharing program is known as Napster, with a user base that has grown 

to between 10 and 20 million users in 1 year. This is one of the fastest growing 

products today. Currently, scores of music files can be found from Napster's database 

of current online users, and downloaded from another user's computer, in a data transfer 

scheme known as peer-to-peer file sharing. File-sharing is easily extended to all 

20 content, such as done with Scour.com. 

In the Napster system, web site servers store a database of directories of the 

digital music libraries on the hard drives of thousands of registered users. The digital 

files of the songs themselves remain on the users' hard drives. If a user wants a 

particular song title, he logs onto the Napster web site and types in a search query for 

25 the title. Client software on the user's computer connects to the Napster server and 

receives a list of active users 

who have the requested file on their computer. In response to selecting a handle name, 

the client software opens a link between the user's computer and the computer of the 

selected user, and the client software executing on the two computers transfer the 

30 requested file. 

Many new file-sharing systems are evolving in which the database is dynamic 

and not stored on a central server. One example of software with a dynamic database is 

known as Gnutella. Initially, when a user logs on to the Gnutella network, the user 

downloads client software from a Gnutella website. Next, the user types in the Internet 

35 address of an established Gnutella user ( e.g., from a listing available at the web site). 
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The client software then transmits a signal on the network that informs other computers 

in the Gnutella file sharing network of its network address and connection status. Once 

a link with the other computer is secure, the other computer informs other computers of 

the Gnutella network that it has encountered in previous sessions of the user's presence 

5 (e.g., address and connection status). 

After this initial session, the client software stores the addresses of other 

computers that it has encountered in the Gnutella network. When the client software is 

loaded,. it recalls these addresses and attempts to reconnect with the other computers 

located at these addresses in the Gnutella network. The Gnutella software enables users 

10 to exchange many types of files. It enables users to issue a search request for files 

containing a desired text string. In response, the Gnutella clients connected with the 

user's computer search their respective hard drives for files satisfying the query. The 

client on the user's computer receives the results (e.g., files and corresponding 

addresses) and displays a list of them. By clicking on a file item in the user interface, 

15 the user instructs the client software to transfer the selected file. 

In another file sharing system known as Freenet, the identity of the person 

downloading and uploading the files can be kept secret. Alternatively, the files could 

be stored on a central server, but uploaded by users such that the central server does not 

know the origin or true content of the files. 

20 Unfortunately, the file-sharing methodology also allows massive piracy of any 

25 

content, such as text, music, video, software, and so on. However, due to the scalability 

and freedom of distribution with file-sharing, it provides a powerful tool to share 

information. As such, there is a need for technology that facilitates and enhances 

authorized file sharing while respecting copyrights. 

A few examples of the benefits of file-sharing follow. A file sharing system 

allows unknown artists to obtain inexpensive and worldwide distribution of their 

creative works, such as songs, images, writings, etc. As files become more popular, 

they appear on more of the users' computers; thus, inherently providing scalability. In 

other words, there are more places from which to download the file and most likely 

30 several files exist in close proximity to the downloading computer, thus improving 

efficiency. In addition, anonymous file-sharing, like FreeNet, foster political debate in 

places around the world where such debate might trigger reprisals from the government. 

Current attempts to curb unauthorized file sharing include enforcement of 

copyright laws and use of files with content bombs. The current legal enforcement 

35 efforts allege that uses of file sharing systems violate copyright laws. Content bombs 

involve placing files that appear to be the correct content, but contain alternative 
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content or viruses. For example, a MP3 file can have the middle replaced with 

someone saying "do not copy songs" instead of the desired music. Neither of these 

solutions will help the Internet grow and improve the quality oflife, worldwide. 

Current copy management systems allow copying, but block rendering on 

5 equipment if the person does not have rights, where rendering only refers to reading a 

text file, seeing an image, watching a movie, listening to an audio file, smelling a smell 

file, .or executing a software program. Although this can limit piracy within a file­

sharing system, it does not improve the system for the user. In fact, this rendering 

based method of copy protection detracts from the system. This detraction stems from 

10 the fact that current copy control systems are implemented on the user's computer at the 

time of importing into the secure system, rendering, or moving to a portable rendering 

device or media, as described in the Secure Digital Music Initiative's specifications 

version 1 (available at http://www.sdmi.org, and incorporated by reference). In other 

words, current copy control systems do not check rights at the time of copying or 

15 transfer between computers. For example, the user downloads the protected file, and 

then finds out that he/she cannot render the file (i.e. play the song). In addition, the user 

does not know if the file is the correct file or complete until after downloading and 

attempting to render the file. More specifically, the file is encrypted by a key related to 

an unique identifier within the user's computer; thus, after copying to a new computer, 

20 the file cannot be decrypted. In addition, watermarks can only be used after the file has 

been decrypted, or designed to screen open (i.e. decrypted) content for importation into 

the user's secure management system after the file has been copied to their computer. 

Another approach would be to use a database lookup to determine whether the 

content is allowed to be shared. For example, music in the MP3 file format can be 

25 determined whether it can be shared by the ID3 song title tag. However, this solution 

does not scale. Specifically, every downloaded file needs to access and search this 

central database, and this database's access does not improve as the file becomes more 

popular. In addition, the approach can be bypassed by changing the file's title tag or 

filename, although this makes searching more difficult. 

30 A desirable solution includes embedding data throughout the content in which 

the embedded data has any of the following roles. The embedded data can have an 

identifier that has many uses, such as identifying the file as the content that the user 

desires, allowing the file to be tracked for forensic or accounting purposes, and 

connecting the user back to the owner and/or creator of the file. The embedded data 

35 can be analyzed in terms of continuity throughout the file to quickly demonstrate that 

the file is complete and not modified by undesirable content or viruses. An additional 
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role is to identify the content as something that is allowed to be shared, or used to 

determine the level or type of sharing allowed, such as for subscription users only. 

The embedded data may exist in the header or footer of the file, throughout the 

file as an out-of-band signal, such as within a frame header, or embedded in the content 

5 while being minimally perceived, most importantly without disturbing its function, also 

lmown as a watermark. 

In the utilization of this embedded data, the computer from which the content to 

be downloaded (i.e. the uploading computer) can check to make sure the content is 

appropriate to be uploaded when the files (e.g., music files) on this computer are added 

10 to the central database and/or when the content is requested. Similarly, the 

downloading computer can also check that the requested content is appropriate before, 

after or during the downloading process. An appropriate file can be defmed as any of 

the following: the content is allowed to be shared, i.e. it is not copyright material, the 

file is the correct content, and that the content is complete and does not contain any 

15 viruses. 

20 

25 

Brief Description of the Drawings 

FIG. 1 is an overview of peer-to-peer file sharing system demonstrating 

locations at which embedded data can be used to control file-sharing. 

FIG. 2 is a flowchart of an embedding process. 

FIG. 3 is a flowchart of a detecting process. 

FIG. 4 is a diagram of a file sharing system using embedded data. 

FIG. 5 is a diagram of an embedded data format and corresponding database 

format. 

FIG. 6 is a diagram illustrating an arrangement for generating a unique ID based 

on content. 

Detailed Description 
30 The following sections describe systems and methods for using auxiliary data 

embedded in files to enhance file sharing systems. Fig. 1 depicts an example of a file 

sharing system for a computer network like the Internet. The solution described below 

uses data embedded in a file to identify a file as having content desired for 

downloading, to verify that the content of the file is complete and free of viruses, and to 

35 allow the file to be shared among users' computers at the user's share level. In many 
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applications, an embedding process encodes auxiliary data in the file during creation, 

but it may also be embedded at a later time. For example, the file maybe embedded (or 

re-embedded) as part of a file transfer process or electronic transaction where a user is 

granted usage rights for the file. 

5 Fig. 2 depicts an embedding process for adding auxiliary data to files in a file 

sharing system. A data embedding process 200 ( e.g., steganographic encoder, file 

header encoder, data frame header encoder, etc.) embeds auxiliary data 202 in a file 204 

to create a data file 206 including the embedded data 202. The file may then be 

distributed in a file sharing system comprising a number of computers or other devices 

10 in communication with each over via a network. The auxiliary data embedded in the 

file is used to manage file sharing operations, and to enhance the user's experience. 

Types of Embedded Data 

The embedded data can be placed in the header or footer of the file, throughout 

15 the file such as within frame headers, or hidden in the content itself using 

steganographic encoding technology such as digital watermarking. The file may 

contain any combination of text, audio, video, images and software, in compressed or 

uncompressed format. 

Auxiliary data used to manage sharing of a file may be embedded in headers and 

20 footers of the file for each type. When the data is to be embedded throughout the file, 

the file can be broken into frames of known size, with a header for each frame including 

space for embedded data. For MPEG compressed audio and video, these frames 

already exist. The embedded data can be hidden in copyright, private or auxiliary bits. 

The data embedded in frame headers can be modified by the audio in any frame and/or 

25 encrypted ( defined as dynamic locking in patent application Ser. No. 09/404,291, 

already incorporated by reference) to improve its robustness to duplication in another 

content file, a content bomb, or virus. 

With respect to watermarking, there are many known techniques for embedding 

data within software, image, audio, video, and text in the state of the art, and new 

30 techniques will evolve, especially for software. Examples of steganographic encoding 

and decoding technologies are described in US Patent 5,862,260, and in co-pending 

Samba Ex-1004
IPR2020-00216

Page 5 of 57



WO 02/08945 PCT/lJSOt/22953 

6 

patent application 09/503,881, filed February 14, 2000. The watermark may exist only 

in one place in the content, several places in the content, or continuously throughout the 

content. For example, in an audio file, the watermark may be repeated in temporal 

segments of the audio track. In a still image, the watermark may be repeated in spatial 

5 segments of the image. In video, the watermark may be repeated in temporal or spatial 

segments of the video signal .. 

Roles of Embedded Data 

The embedded data may include an identifier (ID) that serves as an index to an 

10 entry in a searchable database that describes or otherwise identifies the content of the 

file. For example, the database can include elements, where each element comprises an 

ID, song title, album (or CD) title, release year, and artist name. This database can be 

indexed by any of these elements, thus improving automated searching capabilities. 

Specifically, rather than needing to search for "Help and Beatles", "The Beatles -

15 Help!", and so on, a unique ID can be used in a search query to identify The Beatles' 

song Help, and different IDs may be used for different releases. 

The user, via an automated search program, only needs to submit a search query 

including that ID. When searching, the user may be presented with a drop down menu 

of titles of files from the database that satisfy the search query. The search program 

20 automatically knows the ID from the database so that the correct file can be found and 

downloaded from a computer at an address associated with that file in the database. In 

addition, these IDs could help music be searched by year, which is desirable to many 

people who want to hear music from their high school or college days. 

In addition to facilitating automated searches for content in files, the ID may also 

25 be used to track these files. For example, the file transfer system can add the ID of a 

file to an event log when the file is transferred (e.g., downloaded, uploaded, etc.). The 

specific components of the file transfer system involved in the event logging process 

may vary with the implementation. Also, the time at which the event is triggered and 

logged may also vary. 

30 The client system responsible for sending a file may issue and log an event, and 

either store the log locally, and/or send it to a central or distributed database for 
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communication to other systems. The client system that receives the file may perform 

similar event logging actions. Additionally, if a server system is involved in a file 

transfer, it may also perform similar event logging actions. For example, the server 

may transfer the file, or facilitate the transfer between two clients, and as part of this 

5 operation, log an event of the operation including the file ID, the type of event, etc. In 

distributed systems where no central server is involved, the event logs can be stored on 

computers in the file sharing network (or a subset of the computers), and composite 

event logs can be compiled by having the computers broadcast their event logs to each 

other. Each computer, in this approach, could maintain a copy of the event log, which 

10 is synchronized upon each broadcast operation. The log could be used to account for all 

file transfers, and be used to properly pay the rights holders. 

Another use for the embedded data when it contains a unique ID, such as unique 

to the retailer, song, artist and/or rights holder, is to link the consumer to more 

information, such as information about the retailer, song, artist and/or rights holder. 

15 The ID could be used to link to the retailer's web site, where the consumer can find 

additional songs in the same genre, year and by the same artist. Or, the ID could be used 

to link to the artist's web site where the consumer finds additional information about the 

artist and song, and can locate other songs by the artist. Or, the ID could be used to link 

back to the rights owner, such as the record label where the consumer can find 

20 additional information and music. 

This connected content link could be displayed by the file sharing application 

during the downloading process. This provides the user with benefits of not wasting 

time during the downloading process, and gaining access to more music and 

information. The file sharing company can use this process to increase the revenues 

25 generated from the file sharing system through deals with the companies who gain 

access to the user via the connected content links. 

The unique ID could be generated from the content, such as done with CDDB, 

which generates an ID from a CD's table of contents (TOC), and then 

steganographically embedded into the content. Alternatively, the unique ID may not be 

30 embedded but inherently linked to the content via a hash or fingerprint function that 

turns some or all of the content into a few bits of data. The number of bits allowed 
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determines the likelihood that different files transform into the same number of bits. 

However, even with as few as 32 bits, this is unlikely. In addition, this is less likely if 

the hash function prioritizes parts of the data that are most perceptually relevant. This 

process is sometimes referred to as fingerprinting. 

5 The embedded data, when continuously embedded throughout the content, can 

improve the reliability of the content by, for example, demonstrating that the content is 

complete and has no viruses. One way to make the embedded data continuous is to 

insert it in periodically spaced frame headers, or steganographically encode it at 

locations spread throughout the file. 

10 A person trying to sabotage the file-sharing system can try to replicate the 

embedded data through a content bomb (such as audio repetitively saying "do not 

copy") or virus to fool the system. Thus, the harder it is to duplicate the embedded 

data, the more reliable the system is. When trying to resist duplication, it is 

advantageous to encrypt the embedded data payload, thus making it harder to duplicate. 

15 In addition, the embedded data payload can be modified by the content to improve 

resistance to duplication. Finally, the embedded data can be modified by the content 

and then encrypted for more secure applications. The above three robustness methods 

are labeled dynamic locking and disclosed in patent application #09/404,291, already 

incorporated by reference. When the embedded data is a watermark, meaning that it is 

20 steganographically embedded within the content and not just as auxiliary data in each 

frame, it is usually inherently robust to duplication because many watermarks use secret 

keys that are required to detect the watermark and read the information carried in it. 

One form of key is a pseudo-random noise (PN) sequence used as a carrier to embed, 

detect, and read the watermark. In particular, a spreading function is used to modulate 

25 the PN sequence with the watermark message. The resulting signal is then embedded 

into the host data ( e.g., perceptual or transform domain data) using an embedding 

function. The embedding function modifies the host signal such that it makes subtle 

changes corresponding to the message signal. Preferably, these changes are statistically 

imperceptible to humans yet discemable in an automated steganographic decoding 

30 process. Encryption and changing the watermark message or PN sequence adaptively 

based on the content can improve the robustness of the watermark to duplication. 
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Alternatively, if the embedded data is generated from the content, the embedded 

data is inherently linked to the content and is difficult to duplicate in a virus or content 

bomb. For example, pseudo-randomly chosen frames can be hashed into a few data bits 

that can be embedded in other pseudo-randomly chosen frames. Thus, without 

5 knowledge of the pseudo-random sequence (i.e. key) used to choose the frames and the 

hash function, the hacker cannot duplicate the embedded data. 

hnportantly, header and footer structures should be of known size or protected so 

a hacker cannot slip a virus into the header or footer. 

The embedded data can also demonstrate that the file is allowed to be shared, 

10 which means its owner has authorized copying (i.e. sharing) rights. The watermark 

message may include standard copy control information such as two message bits to 

encode copy permission states of "no more copy," "copy once" and "copy freely." In 

addition, only one bit can be used, thus indicating whether or not sharing, is allowed. 

The copyright can be linked to other copy management systems. For example, 

15 according to the DVD-Audio specification (available at http://www.dvdforum.org) and 

the Portable Device Specification of the Secure Digital Music Initiative (available at 

http://www.sdmi.org), audio maybe watermarked with copy control information. This 

information may automatically be passed along if encoded within a watermark robust 

enough to survive the compression used in most file-sharing systems. Alternatively, the 

20 watermark can be read and re-embedded as embedded data, possibly another type of 

watermark (as discussed in patent applications Ser. No. 09/404,292, already 

incorporated by reference). 

In addition, the copyright data can provide more information than just copy or 

not. For example, the bits may inform file sharing software, system or device that this 

25 file can be shared by subscription users, but not free users. Or, it can inform the level 

or type of subscription which allows sharing of the file. Specifically, subscription users 

who pay per month can share files that a free user cannot share. With music sharing, a 

popular band may allow only subscription users ( or possibly users with an expanded 

subscription) to share their file so that they can earn revenue directly from the file. 

30 However, a new band may allow their song to be shared by all users. 
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Embedded Data Payload 

The simplest form of the embedded data is a payload of one bit determining 

whether or not the file can be copied. A better payload is one with two bits for copy 

5 control and more bits, such as 32 bits, for a unique identifier that can be used to verify 

that the file contains the correct content. Note that demonstrating the file is complete 

does not depend upon the payload, but upon completeness of embedded data throughout 

the content. A decoding process can verify whether the file is complete by determining 

whether or not the embedded data is present at predetermined intervals or segments of 

10 the content. Finally, the payload can have a payload type, such as 8 bits, and then more 

bits, like 32 bits, of information that depends upon the document type and probably 

includes copy control and an identification section. 

One way to verify that a file is complete without spreading embedded data 

throughout the file is to embed a hash of the file data at one or more selected locations 

15 within the file. The completeness of the file is checked by a program or device that re­

computes the hash from the file and compares it with the previously computed hash 

which is embedded in the file. 

When the payload is to be continuously embedded with dynamic locking and it 

contains only a few bits, such as 1 bit, a system designer can easily convert the payload 

20 into a multi-bit payload for more secure dynamic locking. For example, the 1 bit 

payload can be represented by a 16-bit PN sequence, where a "1" is the 16-bit PN 

sequence and a "O" is the 16-bit complement, embedded over and over again. 

A further concept is the integration of watermark data into peer-to-peer (e.g., 

N apster-like) systems. 

25 Referring to Fig. 4, the top 3 boxes correspond to an embedding part of the 

30 

system. The embedded bits may fall into various classes, e.g: 

Copyright/Subscription level bits or protocol (e.g., 1-3 bits) 

• In a free subscription system, these bits can provide copyright 

notification and control. They may also provide preview and/or 

stream capabilities, permitting the viewer to buy a copy of the 

content. 
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• In a pay subscription system, these bits can be used to track 

royalty payments (e.g., when including Unique ID bits) 

Date stamp bits ( e.g., 16 bits) 

• Allows content to enter different parts (tiers or levels) of the file-

5 sharing system over time, so as to maximize profitability (e.g., as 

done with video releases) 

10 

15 

Unique ID bits (payload) per song (e.g., 24-32 bits) 

• Connected content and e-commerce opportunities 

o Buy paraphernalia and other similar music 

o More information about artist 

• hnproved searching because the unique ID uniquely identifies the 

content 

Retail Channel bits (e.g., 12-16 bits) 

• Optionally connect to same retail channel from which the song 

was originally purchased 

These bits are desirably embedded repetitively and continuously throughout a 

song. The bit payload at the beginning of a song may be different from that at the end 

(either in the specified bits, or others), permitting the watennark to serve as a receipt of 

20 complete downloading. Such continuous embedding is not required for all applications. 

This watermark payload, and the format of an associated database record, is 

shown in Fig. 5. 

The Unique ID may be automatically generated based on the content ( e.g., 

fingerprint-like), or it can be specified by the owner of the content. The CDDB 

25 database (now termed Gracenote) can provide CD and song titles from the Table of 

Contents data read from a CD, and this information can be used in generating an ID. 

Fig. 6 shows such an arrangement. In this arrangement, the ripper reads song tracks 

from a CD as well as table of contents data. From the information on the CD, it forms 

an index into the CDDB database. Using information from the database, the ripper 

30 forms an ID to be embedded in a song track. The watermark payload may include, for 
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example, a CDDB TOC ID, used to index information in the CDDB database, and a 

track ID to identify the track as well as index information in the watermark ID database 

and/or in the CDDB database. 

Today, MP3 content owners, such as Emusic.com, and MP3.com can embed 

5 their songs with copyright bits that control file sharing without audibility issues, and 

can additionally embed unique IDs that can be used to connect content back to the 

retailers and the artist's web site for increased e-commerce options. 

While watermarked data is preferred because it is format independent, header 

data and the like can also be employed. The latter, for example, could be used by 

10 content owners to embed data in each frame header of MP3 files. 

General Utilization of Embedded Data for File-Sharing 

Before using the embedded data in the file-sharing system, the embedded data has 

to be added to the content, as shown in figure 2. Usually, the embedded data will be 

15 added at the time of creation or purchase. Minimally, the embedded data includes a 

copy control bit, possibly repeated throughout the file. When repeated, the embedded 

data also demonstrates file continuity and completeness. Additionally, the embedded 

data may include an ID to identify the content. 

Alternatively, the content can be watermarked when created or manufactured for 

20 public release. For perceptual content such as images, audio or video, the watermark is 

designed to survive the compression, such as used in a JPEG or MPEG format. Or if 

not made to survive certain types of compression or other processing, the watermark 

can be read and re-embedded in the compressed content. An advantage of the 

watermark is that it survives typical file conversion processes such as ripping content 

25 from a CD to another electronic file format, usually a compressed format. A related 

benefit is that the watermark obviates the need for the file conversion program or 

device to be responsible for ensuring that the embedded data remains with the content. 

In other words, the ripper does not need to have a decoder for the embedded data and 

does not need to act on embedded data. 

30 The system, as shown in figure 1, may be implemented in three principal network 

architectures: 
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1. A client server model with a central database 100, like the Napster file sharing 

system. fu this case, the database 100 is centralized on a server 102 or group of 

servers managed by one entity. To the clients (e.g., 104, 106) of the system, the 

server 102 presents a common interface for accessing and searching the database 

100 and getting address information of desired files to facilitate file transfer 

between clients. 

2. A distributed client model with a distributed database, like the Gnutella file 

sharing system. fu this case, the database 100 is distributed among several 

different computers ( e.g., 104, 106) on a network 108 and several copies of 

10 similar but slightly different databases may co-exist. Each database may be 

replicated on each client or on other computers on the network that the clients 

may access via conventional network communication protocols like TCP/IP and 

HTTP. When any registered user makes a change to one copy of the database, 

other copies of the distributed database may be updated using database 

15 

3. 

synchronization. 

A central server model where users upload the files to a central server 102 for 

downloading from there, without the server knowing what content is in the file. 

In other words, the central server is not moderated. The central server contains a 

database 100 of the files that have been uploaded and are available for 

20 downloading. 

In all three architectures, in general, a client system downloads the file from 

another place (e.g., client 106 downloads a file 110 from client 104). In architectures 

(1) and (2), the other place is another user's computer, whereas in case (3) the other 

place is a central server. In each case, the database is searchable via an automated 

25 search program. 

Fig. 3 depicts a process for decoding embedded data from files in the file sharing 

system. For optimal scalability, the embedded data 300 is detected and read from a data 

file 302, by an embedded data decoding process 304 in the user's computer and not the 

network server. The decoding process, which is preferably integrated into client 

30 software of the file sharing system, returns the embedded data 306. The file sharing 

software in the client (and potentially on a server) then acts on the embedded data as 
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depicted in block 308. The user's computer can be the uploading or downloading 

computer, or both, in architectures (1) and (2), whereas the user's computer is the 

downloading computer in architecture (3). 

Alternatively, when registering files and a network address with the file-sharing 

5 database, the user's file sharing software can scan files for the embedded data to enable 

proper registration. Note that each user is provided with client software or firmware, 

which is provided electronically or on a portable storage device like an optical disk. 

The database, for any of the above architectures, is searchable via an automated 

search program and maintains records of the files (MP3 files, software, documents, 

10 images, video, etc.) available for sharing from each registered user. In addition, each 

user may maintain a local database 112, 114 of files available for sharing, including file 

identifiers, other file related metadata, and address information indicating where the file 

resides on the user's computer system (104, 106). When the user connects to the file 

sharing system (e.g., connects to the network), this information is added to the database 

15 of files available for sharing (e.g., connected to file registry 100). 

Both systems have a mechanism for communicating connectivity status of 

clients. In particular, the connectivity status indicates which clients are currently 

connected to the network, and are available to transfer registered files. The 

connectivity status information may be maintained in the same or a different database 

20 as the one that maintains records of files available for transfer along with the addresses 

of the clients where those files are available. The example shown in Fig. 1 shows that 

a database, called the connected file registry, stores identifiers and possibly other 

information about files available for sharing and connectivity information such as the 

addresses of the computers where the files reside. 

25 All three architectures include a client system (104, 106) that acts as the 

interface to end users, and maintains the end user's copy of files available for sharing in 

the network architecture. The client system is capable of directly or indirectly 

communicating with the database 100 and is capable of obtaining connectivity status. 

In one preferred embodiment, the content files such as audio, image and video 

30 files, have been marked with embedded data that conveys any or all of the following: 

file identification, file status, such as complete and virus free, and copy control 
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information within the network architecture. The clients have an embedded data 

decoder that screens files for the presence of embedded data, and if found, determines 

whether the embedded data enables the desired action. Before sending or receiving a 

file as part of a file sharing process in the network architecture, the client checks the file 

5 transfer status and determines whether or not the file can and is the correct and 

complete file to be transferred. 

One enhancement is to add a user interface to the client that informs the user of 

file transfer rights, and gives the user the opportunity to get rights that he or she desires. 

One way to get the rights is to connect to another computer and purchase a copy of the 

10 file with the desired file transfer rights. One way to enable this connection is to include 

an identifier (e.g., address, URL, name, etc.) or index to an identifier in the embedded 

data that instructs or otherwise enables the client to establish network communication 

with an e-commerce or rights transaction server. The purchased file may be transferred 

to the client electronically or physically shipped on packaged media, such as an optical 

15 disk, memory card, etc. 

The user interface may also enable the user to get additional information about a 

file ( e.g., a generic or customized copyright notice or other metadata) and to access 

another server that provides electronic purchase opportunities. For example, the user 

interface may facilitate a link to a server on the network that enables the user to buy a 

20 file of interest or related files. For music applications, the user can buy a music track or 

set of tracks, concert tickets, etc. via an electronic transaction between the client and an 

e-commerce server on the futemet. This link can be shown during the downloading 

process, with the advantage of allowing the user to browse during the downloading 

process. 

25 Another way is to connect to another computer and purchase the rights, which in 

turn, are updated in the file by changing the embedded data in some fashion. The 

updated rights may be affected by encoding more embedded data, such as another 

watennark, or altering the existing embedded data, such as by removing it. Content 

providers or distributors pay the provider of the embedded data technology to encode 

30 files. fu one embodiment, the files are watermarked at their time of creation. In 

addition, the content providers or distributors pay the provider of the embedded data 
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technology per transaction when users purchase enhanced rights. There are a number of 

ways to track these transactions. The client software that performs encoding or 

decoding of the embedded data can keep a log of transactions and add the log to a 

central or distributed database of transactions. Alternatively, the transaction server that 

5 communicates the enhanced rights to the client can lo& the transaction event in a similar 

fashion. 

Finally, if no embedded data exists, it is up to the client file sharing application 

to decide what to do. 

On the user side, when the user registers a song on the hard drive, the user's 

10 file-sharing application tells the central database: 

15 

20 

25 

• Song is reliable if embedded data exists and is continuous 

• Copyright and subscription level of song 

• Song title, album, artist, etc., optionally obtained from 

clearinghouse web server 

• In the future, look for watermark and trans-watermark or 

embeded data in frame header 

When the user searches for songs, the database can quickly 

• Display "reliable" icon for watermarked songs (increasing the 

user's confidence in safety) 

• Display Label (helps determine if good song, especially for 

smaller or classical labels) 

• Determine which songs the user is allowed to access, and which 

are available for purchase ( display options set by user; user not 

confused by seeing files they cannot access) 

When the user downloads a song, the user's file-sharing application can 

• Double check that the embedded data is continuous, if supposed 

to be present ( drastically reducing sabotage by substituting songs 

on uploading computers) 

• Double check that the embedded data allows sharing 
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• Check that complete file is downloaded (and optionally 

providing download receipt) 

• Use the identification and clearinghouse web server to track 

songs for rights organizations, and provide additional e­

commerce opportunities from the original retailer and artist's 

web site 

The foregoing arrangement employs a remote database, or other data repository, 

to store the ancillary information. 

10 The following section details particular watermark-related actions that can be 

utilized when distributing digital content. 

1. Label content with watermark 

2. Use watermarked label to trigger automated purchase and file transfer 

operation from source to user's machine, digital locker, etc. ( e.g., press button while 

15 listening to song to trigger transaction), may include some notions of digital money 

transaction (see, e.g.,, application 09/337,590) 

3. Embed label in an automated fashion on users' machines: search for content 

on drive, look up ID from local or network database (with either fingerprint or TOC 

type indicators), embed ID into content 

20 4. Embed label at time of rip, where the file transfer "client" (which acts as both 

client and server) includes read/write functionality. The write function can be used for 

supplementing previous embedding by content owner or ripper software (see, e.g., 

applications 09/563,664 and 09/578,551). During download, adding the unique ID 

from a fingerprint and secondary second database . 

25 5. Check file for proper naming, labeling before adding to file sharing registry 

of content items (songs) 

6. Update a listing of name - ID mapping, increment registry in real time 

7. Mark file with user's ID during a download, then if user attempts to add to a 

file sharing system, the system knows the user and informs them how the user can and 

30 cannot use the file; e.g., refuse registration 

8. Distinguish level of service in subscription service by watermark label ( see, 
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e.g., application 09/620,019) 

9. check integrity of file: free ofcontent bombs and viruses (see, e.g., 

application 09/620,019) 

10. Use time stamp to control changing of rights over time (see, e.g., 

5 application 60/232, 163). 

11. During transfer of a content object (e.g., by streaming or file transfer), a 

fingerprint or meta-tag obtained from the object can be parsed from the in-transfer 

object and used as an ID to access a database record. The database record can contain 

pre-existing information that can be read by the client device ( e.g., to ascertain 

10 permitted usage rights). Or the database record can be written, e.g., with the date, time, 

usemame, etc., relating to the transfer. 

15 

12. Audio excerpts (e.g., individual MP3 frames) can be hashed (e.g., yielding 

16 bits). This hash code can be used to modulate bits - making it more difficult to 

change the audio. 

Specific Example Utilization 

In this specific example utilization, it is assumed that the embedded data has been 

added and dynamically locked (including being modified by the audio content and 

encrypted, as defined in patent application Ser. No. 09/404,291, already incorporated by 

20 reference) to the audio throughout the frames in all legitimate MP3 files at the time of 

creation. (Note that the embedded data could include an ID to identify the content 

and/or artist, such as could be created from CDDB's database, available at 

http://www.cddb.com, and incorporated by reference, but not included in this example.) 

For personal use, this may happen at the ripping stage, i.e. when content on an optical 

25 disk like a CD is converted into a MP3 file. For retail use, this may happen when the 

file is made available for sale, probably through a commercial ripper. This can also 

happen during the file transfer in the file sharing system. The identity of the file can be 

determined from its ID3 song title tag or digital fingerprint, defined as a hash of some 

or all of the digital audio file. The song title or fingerprint can be used to connect to a 

30 secondary database to locate the ID for that song. In this design, the ID embedded in a 

song is the same for each user. 
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When a user enables a file sharing system (e.g., an enhanced version of the 

Napster file sharing system) to share a directory on his computer, client software on the 

user's computer searches for all :MP3 audio files in locations (i.e. folders or directories) 

allowed by the user. For each audio file, the client software looks for embedded data 

5 placed throughout the frame headers of the :MP3 file. The embedded data provides data 

that the file is allowed to be shared and is continuous from start to end. Since the 

embedded data is dynamically locked to the audio, thus extremely difficult to duplicate, 

it is presumed that no viruses or audio bombs have been substituted. Now, the client 

software establishes a connection with a central database, and transfers to the central 

10 database the artist and song title of each song due to its ID3 tags, that the file can be 

shared, and that it is a "safe" file. (Note that the artist and song title can be identified by 

the embedded data ID and a secondary database, as discussed above, but not 

implemented in this example.) In addition, ifno embedded data exists, it is up to the 

application to decide whether to allow file sharing. The application would not want to 

15 display a "safe" icon. 

Next, when the user is connected to the file sharing system, the central database 

activates his songs ( e.g., adds them to the connected file registry 100). If someone 

else's search locates this user's songs, they can download the songs from his computer 

and know they have rights and that the song is "safe" by some identifying feature 

20 displayed in the UI of the client software, such as a "safe" icon. 

However, if a user wants to foil the system, he may have tried to replace the file 

with a file of the same size and name. In this case, the client software can do any or all 

of the following to improve its reliability. The uploading side client software may want 

to verify that the embedded data still exists and is complete before allowing uploading. 

25 Or, the requesting/downloading client software may ask the uploading client software 

for the embedded data. This uploading-side security and client-to-client exchange is 

more difficult to trick since it involves changing object code of the client software, but 

not impossible since the exchange includes using software available on the computer of 

the person desiring to sabotage the system. In addition, the requesting/downloading 

30 client application may want to check the embedded data while the file is downloaded. 

Bypassing this last downloading-side security feature is the most difficult since it 
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happens on a computer not available to the person desiring to sabotage the system and 

the embedded data is secure. 

In an alternative example, the embedded data could be a watermark placed in 

the original CD or DVD audio, and which survives compression and is used in other 

5 copy management systems, such as designed by DVD-A and the Secure Digital Music 

Initiative (SDMI). In this case, the enabling and usage of the file-sharing system would 

be similar. It is mainly the embedding process that is different. 

Using the Embedded Data to Link to Additional Information or Actions 

In addition to the roles of the embedded data described above, the embedded data 

10 may also be used to link additional information or actions to a file. For example, the 

embedded data may carry an address or an index to an address of additional information 

or a program related to the file. The embedded data may trigger the decoding 

application to fetch the additional information or execute the linked action 

automatically. Alternatively, the decoding application may present a user interface to 

15 the user, giving the user the option to instruct the computer to fetch additional 

information or launch a program associated with the file via the embedded data. 

The additional information may be rendered to the screen (e.g., a web page, 

graphical image, video) or rendered to an audio output device ( e.g., a sound clip). The 

additional information may represent a graphical brand identifier, copyright notice, web 

20 page or link to a web page, etc. Visual information or program instructions linked to a 

file may be used to create a user interface that controls how the user interacts with the 

file. The user interface may include graphical icons that act as hot links to web pages or 

programs, user interface controls that enable the user to control rendering or transfer of 

the file from which the embedded data was extracted. For example for a music file, the 

25 user interface controls could enable the user to control playback of the file. These user 

interface controls may create a unique user interface for each file or customize a media 

player, such as Windows Media Player, Real Player from Real Networks, WinAmp 

from America OnLine, for that file. 

In one usage scenario, the client system extracts this embedded data and presents 

30 a user interface to the user asking him if he wants additional information about the file. 

In the case. of a music file, the client system could display a link to additional 
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information or a related action as the music file is being transferred or rendered. 

Specifically, the embedded data could be used as an index to a URL of a web site that 

provides more information or opportunities to buy the music or related products or 

services via an electronic transaction. 

5 A database mapping embedded data to additional information or actions could be 

stored in the client system, a remote computer or device connected via a network, or a 

combination of both. The client system may be programmed to automatically look up 

corresponding information or actions in response to decoding the embedded data. The 

information or actions in this case may include displaying a user interface with links to 

10 additional information, programs, etc. (e.g., links to web sites, or programs that execute 

when the user selects the link). Alternatively, it may include fetching related 

information or programs that is rendered or executed automatically while the file is 

being transferred or rendered. For example, the embedded data in a music file might 

link to video or image data that is rendered as the music is being rendered. Also, the 

15 embedded data might also link to a web site where the user can buy the content, license 

usage rights in the content, or buy or purchase related content, products or services. For 

more information about these types of applications see co-pending patent applications: 

09/563,664 entitled Connected Audio and Other Media Objects filed May 2, 2000, and 

09/571,422 entitled Methods and Systems for Controlling Computers or Linking to 

20 Internet Resources from Physical and Electronic Objects filed May 15, 2000, 

09/574,726, entitled Methods and Systems Employing Digital Watermarking filed May 

18, 2000, which are hereby incorporated by reference. 

Using Finge,prints to Enhance Searching and Tracking of Files 

25 Just as embedded data enhances file sharing systems, fingerprints can also 

provide additional functionality. Fingerprints refer to unique identifiers that are derived 

from the content of the file. For example, a fingerprint can be computed from an audio, 

image or video signal stored in a file by hashing the data representing that signal into a 

unique identifier .. The data that is used may be part or all of the file, desirably using an 

30 initial segment, and can the perceptually relevant data of the file, such as frequency 

components of an audio file that have large magnitudes. The unique identifiers for files 
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are stored in a database that associates information, and in some cases, automated 

actions, with the unique identifiers. Such fingerprint technology is currently used to 

identify audio and video signals for broadcast monitoring applications, and can be used 

for applications described in this document. 

5 Fingerprints may be computed for media files, like image, audio, and video files, 

and stored in a database along with information or actions associated with the files. 

This database enables files to be associated with related information or actions as 

described in the previous section. 

For example, file sharing software executing on the client computes the 

10 fingerprint for a file recently received or sent in the file sharing system. As part of the 

file sharing process, the file sharing software computes the fingerprint and sends it to a 

database system, which is located at a central server or distributed in the file sharing 

network. fu response, the database system returns related information, or performs an 

action related to the fingerprint, such as logging an event, linking to another computer 

15 ( e.g., a web site that returns information to the sending or receiving computer, a 

licensing server that sends a web page to the sending or receiving computer with 

licensing information or usage control rules), streaming a media signal (e.g., streaming 

audio or video) to the sending or receiving computer, etc. 

The fingerprint augments file searching and tracking in the system because files 

20 can be searched or tracked based on their fingerprint. For example, the user could 

instruct the file sharing system to return a list of related files to a file in question. fu 

response, the file sharing software computes a fingerprint of the file in question, sends 

it to a search engine, which in turn, returns a list of files and related information linked 

to that fingerprint in a database. Also, to track usage or transfer of a file, the file 

25 sharing system can log the fingerprint of a file when it is transferred or used as 

described previously. 

The fingerprint is computationally expensive to calculate each time in some 

cases. The fingerprint ID can be stored in the file sharing database so it only needs to 

be calculated once. This fingerprint ID is then associated with the media file from 

30 which is was calculated, such as by associating it with an identifier for the file. 
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However, this method of storage is not tightly locked to the file, and, thus, allows 

people to create content bombs within files, or swap them under false names. 

As such, a method of embedding the fingerprint data in the header can be used to 

5 improve the efficiency of the fingerprinting method. Similarly, the method of 

embedding the watermark ID in the header can be used to improve the efficiency of the 

watermark method. This method allows header data to be efficiently checked for the ID 

before calculating the fingerprint or detecting the watermark. 

In addition, this ID can be embedded in the header when the watermark is 

10 embedded or when it is read, or when the fingerprint is calculated, preferably the first 

time calculating the fingerprint. The embedding can provide reliability and digital 

receipts if it is embedded throughout the frames, possibly using the MPEG standard 

copyright bit, and locked to the content and encrypted, as discussed previously. 

15 Concluding Remarks 

Having described and illustrated the principles of the technology with reference 

to specific implementations, it will be recognized that the technology can be 

implemented in many other, different, forms. To provide a comprehensive disclosure 

without unduly lengthening the specification, applicant incorporates by reference the 

20 patents and patent applications referenced above. 

The methods, processes, and systems described above may be implemented in 

hardware, software or a combination of hardware and software. For example, the 

auxiliary data encoding processes may be implemented in a programmable computer or 

a special purpose digital circuit. Similarly, auxiliary data decoding may be 

25 implemented in software, firmware, hardware, or combinations of software, firmware 

and hardware. The methods and processes described above may be implemented in 

programs executed from a system's memory (a computer readable medium, such as an 

electronic, optical or magnetic storage device). Additionally, content encoded with 

auxiliary data used in file sharing may be distributed on packaged media, such as 

30 optical disks, flash memory cards, magnetic storage devices, or distributed in an 

electronic file format. 
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The particular combinations of elements and features in the above-detailed 

embodiments are exemplary only; the interchanging and substitution of these teachings 

with other teachings in this and the incorporated-by-reference patents/applications are 

also contemplated. 
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Claims 

1. A method of controlling file-sharing in a file sharing system using 

embedded data, the method comprising: 

checking for the embedded data in a file designated for file sharing at a 

user's computer, and 

in response to finding the embedded data, instructing the user's computer to 

act according to the embedded data; 

wherein the user's computer interacts with the embedded data to control file­

sharing in the file sharing system. 

2. The method of claim 1 in which the embedded data includes an identifier 

of content in the file that facilitates automated searching for the file. 

3. The method of claim 1 in which the embedded data includes data 

15 continuously throughout the file that facilitates verification that the file is complete or 

free of a virus. 

4. The method of claim 3 in which the embedded data is modified by the 

content and encrypted to improve its robustness to impersonation. 

20 

5. The method of claim 3 in which the embedded data includes embedding 

an identifier of the content to facilitate automated searching. 

6. The method of claim 1 in which the embedded data includes data to 

25 determine whether the content can be shared. 

30 

7. The method of claim 5 in which the embedded data includes data to 

determine whether content in the file can be shared. 

8. The method of claim 1 in which the embedded data comprises a 

watermark embedded in content in the file, the watermark persisting within the content 

and being difficult to remove without degrading the content. 

9. The method of claim 8 in which the embedded data includes an identifier 

35 of content in the file to facilitate automated searching. 
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10. The method of claim 8 in which the embedded data includes data 

continuously throughout the file to facilitate verification that the file is complete or :free 

of a virus. 

11. The method of claim 10 in which the embedded data includes an identifier 

of content in the file to facilitate automated searching. 

12. The method of claim 8 in which the embedded data includes data to 

determine whether content in the file can be shared. 

13. The method of claim 11 in which the embedded data includes data to 

determine whether content in the file can be shared. 

14. The method of claim 1 in which the embedded data is a watermark and the 

15 file is an audio file, the watermark persisting within the content and being difficult to 

remove without degrading the content. 

15. The method of claim 12 in which the embedded data includes a watermark 

embedded in content in the file that carries an identifier of the content facilitating 

20 automated searching of the content. 

25 

16. The method of claim 12 in which the embedded data is embedded 

continuously throughout the file to facilitate verification that the file is complete or free 

of a virus. 

17. The method of claim 16 in which the embedded data includes an identifier 

of content in the file to facilitate automated searching for the content. 

18. The method of claim 1 in which the user's computer checks content in the 

30 file for the embedded data before adding the file to a file-sharing database. 

19. The method of claim 1 in which the user's computer checks content in the 

file for the embedded data before allowing the file to be uploaded. 

35 20. The method of claim 1 in which the user's computer checks content in the 

file for the embedded data before allowing the file to be downloaded. 
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21. The method of claim 8 in which the user's computer checks content in the 

file for the embedded data before adding the file to a file-sharing database. 

5 22. The method of claim 8 in which the user's computer checks content in the 

10 

file for the embedded data before allowing the file to be uploaded. 

23. The method of claim 8 in which the user's computer checks content in the 

file for the embedded data before allowing the file to be downloaded. 

24. The method of claim 14 in which the user's computer checks content in the 

file for the embedded data before adding the file to a file-sharing database. 

25. The method of claim 14 in which the user's computer checks content in the 

15 file for the embedded data before allowing the file to be uploaded. 

26. The method of claim 14 in which the user's computer checks content in the 

file for the embedded data before allowing the file to be downloaded. 

20 27. A method of controlling file-sharing using embedded data, the method 

25 

30 

compnsmg: 

embedding data in a file before releasing the file for file-sharing, 

checking for the embedded data in the file at a user's computer, and 

having the user's computer act according to the embedded data. 

28. A file sharing system comprising: a file sharing client operable to locate a 

file available for sharing on one or more remote devices, and an embedded data decoder 

operable_ to check the file for embedded data, and to instruct the file sharing client to act 

according to the embedded data. 

29. A computer readable medium on which is stored software for performing 

the method of claim 1. 

30. A computer readable medium on which is stored software for performing 

35 the method of claim 27. 
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31. The file sharing system of claim 28 wherein the embedded data includes 

control information operable to inhibit the file sharing client from transferring the file. 

32. A method of controlling use of a media file in a file sharing system, the 

5 method comprising: 

10 

in a client of the file sharing system, computing a fingerprint of media 

data; 

using the fingerprint to look up a related information in a database; and 

performing an action associated with the related information. 

33. The method of claim 32 wherein the action comprises generating a list of 

related media files. 

34. The method of claim 32 wherein the action comprises logging an event to 

15 track usage or transfer of the media data. 

20 

35. The method of claim 32 wherein the action comprises establishing a 

connection to a server that provides licensing information or usage control rules for the 

media data. 

36. The method of claim 32 wherein the action comprises linking to a web 

page related to the media data. 

37. The method of claim 32 wherein the fingerprint is computed from the 

25 media data by hashing the media data into a substantially unique identifier. 

30 

38. The method of claim 37 wherein the hashing of the media data operates on 

parts of the media data representing perceptually relevant parts of the media data. 

39. A method of processing media data comprising: 

computing a fingerprint of the media data by hashing perceptually relevant 

parts of the media data; and embedding the fingerprint in the media data. 
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Application/Control Number: 14/151,879 

Art Unit: 2495 

DETAILED ACTION 

Double Patenting 

Page 2 

1. The nonstatutory double patenting rejection is based on a judicially created doctrine grounded in 

public policy (a policy reflected in the statute) so as to prevent the unjustified or improper timewise 

extension of the "right to exclude" granted by a patent and to prevent possible harassment by multiple 

assignees. A nonstatutory obviousness-type double patenting rejection is appropriate where the 

conflicting claims are not identical, but at least one examined application claim is not patentably distinct 

from the reference claim(s) because the examined application claim is either anticipated by, or would 

have been obvious over, the reference claim(s). See, e.g., In re Berg, 140 F.3d 1428, 46 USPQ2d 1226 

(Fed. Cir. 1998); In re Goodman, 11 F.3d 1046, 29 USPQ2d 2010 (Fed. Cir. 1993); In re Langi, 759 F.2d 

887,225 USPQ 645 (Fed. Cir. 1985); In re Van Ornum, 686 F.2d 937,214 USPQ 761 (CCPA 1982); In 

re Vogel, 422 F.2d 438, 164 USPQ 619 (CCPA 1970); and In re Thorington, 418 F.2d 528, 163 USPQ 

644 (CCPA 1969). 

2. A timely filed terminal disclaimer in compliance with 37 CPR 1.32l(c) or 1.32l(d) may be used 

to overcome an actual or provisional rejection based on a nonstatutory double patenting ground provided 

the conflicting application or patent either is shown to be commonly owned with this application, or 

claims an invention made as a result of activities undertaken within the scope of a joint research 

agreement. 

3. Effective January 1, 1994, a registered attorney or agent of record may sign a terminal disclaimer. 

A terminal disclaimer signed by the assignee must fully comply with 37 CPR 3.73(b). 

4. Claims 1-25 are rejected on the ground of nonstatutory obviousness-type double patenting as 

being unpatentable over claims 1-13 of U.S. Patent No. 8,020,000. Although the conflicting claims are 

not identical, they are not patentably distinct from each other because they both claim methods involving 

Samba Ex-1004
IPR2020-00216

Page 29 of 57



Application/Control Number: 14/151,879 

Art Unit: 2495 

Page 3 

using fingerprints to associate trigger time points for actions which are based on the start or end time of 

content. 

5. Claims 1-25 are rejected on the ground of nonstatutory obviousness-type double patenting as 

being unpatentable over claims 1-31 of U.S. Patent No. 8,660,267. Although the conflicting claims are 

not identical, they are not patentably distinct from each other because they both claim methods involving 

using fingerprints to associate trigger time points for actions which are based on the start or end time of 

content. 

Claim Objections 

6. Claims 6 and 9 are objected to because of the following informalities: They should recite: "the 

reference action that corresponds ... " Appropriate correction is required. 

Claim Rejections - 35 USC§ 112 

7. The following is a quotation of35 U.S.C. 112(b): 

(B) CONCLUSION.-The specification shall conclude with one or more claims particularly pointing out 
and distinctly claiming the subject matter which the inventor or a joint inventor regards as the invention. 

The following is a quotation of 35 U.S.C. 112 (pre-AIA), second paragraph: 

The specification shall conclude with one or more claims particularly pointing out and distinctly claiming 
the subject matter which the applicant regards as his invention. 

8. Claims 8, 9, and 21-25 are rejected under 35 U.S.C.112(b) or 35 U.S.C.112 (pre-AIA), 

second paragraph, as being indefinite for failing to particularly point out and distinctly claim the 

subject matter which the inventor or a joint inventor, or for pre-AIA the applicant regards as the 

invention. 

9. Claim limitations "detector configured to" and "module configured to" have been interpreted 

under 35 U.S.C. 112, sixth paragraph, because they use a non-structural terms "detector" and "module" 
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coupled with functional language "configured to" without reciting sufficient structure to achieve the 

function. Furthermore, the non-structural term is not preceded by a structural modifier. 

10. Since these claim limitations invoke 35 U.S.C. 112, sixth paragraph, claims 25, 26, 32, and 33 are 

interpreted to cover the corresponding structure described in the specification that achieves the claimed 

function, and equivalents thereof. 

11. Claim element "detector configured to" and "module configured to" are limitations that invoke 35 

U.S.C. 112, sixth paragraph. However, the written description fails to clearly link or associate the 

disclosed structure, material, or acts to the claimed function such that one of ordinary skill in the art 

would recognize what structure, material, or acts perform the claimed function. 

12. Applicant may: 

a. Amend the claim so that the claim limitation will no longer be interpreted as a limitation 

under 35 U.S.C. 112, sixth paragraph; or 

b. Amend the written description of the specification such that it clearly links or associates 

the corresponding structure, material, or acts to the claimed function without introducing any new 

matter (35 U.S.C. 132(a)); or 

c. State on the record where the corresponding structure, material, or acts are set forth in the 

written description of the specification and linked or associated to the claimed function. For more 

information, see 37 CPR 1.75(d) and MPEP §§ 608.0l(o) and 2181. 

13. If applicant wishes to provide further explanation or dispute the examiner's interpretation of the 

corresponding structure, applicant must identify the corresponding structure with reference to the 

specification by page and line number, and to the drawing, if any, by reference characters in response to 

this Office action. 

14. If applicant does not wish to have the claim limitation treated under 35 U.S.C. 112, sixth 

paragraph, applicant may amend the claim so that it will clearly not invoke 35 U.S.C. 112, sixth 
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paragraph, or present a sufficient showing that the claim recites sufficient structure, material, or acts for 

performing the claimed function to preclude application of 35 U.S.C. 112, sixth paragraph. 

15. For more information, see Supplementary Examination Guidelines for Determining Compliance 

with 35 U.S.C. § 112 and for Treatment of Related Issues in Patent Applications, 76 FR 7162, 7167 (Feb. 

9, 2011). 

Claim Rejections - 35 USC§ 102/103 

16. The following is a quotation of the appropriate paragraphs ofpre-AIA 35 U.S.C. 102 that form 

the basis for the rejections under this section made in this Office action: 

A person shall be entitled to a patent unless -

(b) the invention was patented or described in a printed publication in this or a foreign country or in 
public use or on sale in this country, more than one year prior to the date of application for patent in the 
United States. 

17. The following is a quotation of pre-AIA 35 U.S.C. 103(a) which forms the basis for all 

obviousness rejections set forth in this Office action: 

A patent may not be obtained though the invention is not identically disclosed or described as set forth 
in section 102 of this title, if the differences between the subject matter sought to be patented and the 
prior art are such that the subject matter as a whole would have been obvious at the time the invention 
was made to a person having ordinary skill in the art to which said subject matter pertains. Patentability 
shall not be negatived by the manner in which the invention was made. 

18. Claims 1, 8, and 10 are rejected under pre-AIA 35 U.S.C. 102(b) as being anticipated by, or 

in the alternative, under 35 U.S.C.103(a), as obvious over Haitsma et al. (US 2002/0178410) -

Applicant's IDS. 

19. Regarding claims 1, 8, and 10, Haitsma teaches a method (and system and medium) comprising: 

a. Determining a plurality of trigger fingerprints (by a fingerprint detector) from content 

being played back on a playback device, each trigger fingerprint identifying a corresponding 

trigger time point of a sequence of trigger time points in the content and at which trigger time 

point at least one corresponding action is to be triggered, the determining being performed by a 

processor (Information signal ( content) is divided into successive frames (sequence of trigger 
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time points) and a hash word (fingerprint) for each frame is computed. The hash can be selected 

(trigger) to lead user to a URL, lookup a song, etc. (action)) - see [0007] and [0055] - [0059], for 

example. 

b. Accessing (by a processor) a database that includes a plurality of reference fingerprints, 

previously derived from the content, and a plurality of reference actions, each reference 

fingerprint identifying at least one corresponding reference action to be performed at a reference 

point in time identified by the reference fingerprint (Extracted hashes are matched to hashes in a 

database (reference fingerprint). The reference fingerprint may be used to lookup a song, lead 

user to URL, etc. (reference action)) - see [0026], [0040], and [0055]-[0059], for example. 

c. Identifying the corresponding reference action by obtaining a match in the database 

between a trigger fingerprint among the plurality of trigger fingerprints and a reference 

fingerprint among the plurality of reference fingerprints fingerprint (Extracted hashes are 

matched to hashes in a database (reference fingerprint). The reference fingerprint may be used to 

lookup a song, lead user to URL, etc. (reference action)) - see [0026], [0040], and [0055]-[0059], 

for example. 

d. Performing a reference action that corresponds to the reference fingerprint on the 

playback device (A hash block is extracted from a song to look up the hash in the database and 

give the name of the song) - see [0057], for example. 

20. Regarding claim 2, Haitsma teaches wherein: 

a. Different corresponding actions are to be performed at different trigger time points in the 

sequence of trigger time points in the content (The hashes may be used to look up a song, direct 

to a URL, etc.) - see [055] - [0059], for example. 
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21. Regarding claims 6 and 9, Haitsmu teaches that the reference action corresponds to multiple 

reference fingerprints that include the reference fingerprint (hashes of different frames in the audio 

correspond to the same song lookup) - see [0025], for example. 

22. Therefore, it appears that the teachings of Haitsmu anticipate the limitations of claims 1, 2, 6, and 

8-10. In the alternative, even if the claimed invention is not identical to that disclosed by the cited 

reference, the differences between that which is disclosed and that which is claimed are considered to be 

so slight that that it would have been obvious to the skilled artisan to modify the teachings of Haitsmu in 

order to create the claimed invention. 

23. Accordingly, the claimed invention as a whole was at least prima facie obvious, if not anticipated 

by the reference, especially in the absence of sufficient, clear, and convincing evidence to the contrary. 

Claim Rejections - 35 USC§ 103 

Claims 3-5 are rejected under pre-AIA 35 U.S.C. 103(a) as being unpatentable over 

Haitsma et al. (US 2002/0178410) in view of Petrovic et al. (WO 2001/61987) - Applicant's IDS. 

24. The teachings of Haitsma are relied upon for the reasons set forth above. 

25. Regarding claims 3-5, Haitsma does not teach that the trigger fingerprint is determined from a 

segment of the content, the segment beginning or ending at the trigger time point at which the reference 

action is to be performed, or the segment beginning or ending at a predetermined distance before or after 

the trigger time point at which the reference action is to be performed. 

26. Petrovic teaches a method wherein hidden signals trigger an action through a watermark. The 

watermark has a time which opens and closes a time interval for performing an action - see abstract and 

pages 12-13, for example. 
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27. It would have been obvious to modify the teachings of Haitsmu by determining the trigger 

fingerprint from a segment of content that begins or ends at the trigger point or begins or ends at a 

distance before or after the trigger point in order to provide a time interval for performing the action, 

based upon the beneficial teachings provided by Petrovic. 

Claim 7 is rejected under pre-AIA 35 U.S.C. 103(a) as being unpatentable over Haitsma et 

al. (US 2002/0178410) in view of Levy (WO 2002/08945) -Applicant's IDS. 

28. The teachings of Haitsma are relied upon for the reasons set forth above. 

29. Regarding claim 7, Hai ts ma does not teach that multiple reference actions correspond to the 

reference fingerprint and are to be performed at the trigger point and the performing of the reference 

action is part of the performing the multiple reference actions that correspond to the reference fingerprint. 

30. Levy teaches a method wherein embedded data can have an identifier which has many uses, such 

as identifying files, connecting the user back to the owner/creator of the file, etc. - see page 3 lines 30-35, 

for example. 

31. It would have been obvious to modify the teachings of Haitsmu by having multiple reference 

actions correspond to the reference fingerprint, in order to allow several actions to be performed instead 

of just one, based upon the beneficial teachings provided by Levy. These modifications would result in 

enhanced performance and user experience for the system. 

Conclusion 

Any inquiry concerning this communication or earlier communications from the examiner should 

be directed to Lisa Lewis whose telephone number is (571)270-7724. The examiner can normally be 

reached on Monday - Friday, 6:30 a.m. - 3:30 p.m. 
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If attempts to reach the examiner by telephone are unsuccessful, the examiner's supervisor, Farid 

Homayounmehr can be reached on (571) 272-3739. The fax phone number for the organization where 

this application or proceeding is assigned is 571-273-8300. 

Information regarding the status of an application may be obtained from the Patent Application 

Information Retrieval (PAIR) system. Status information for published applications may be obtained 

from either Private PAIR or Public PAIR. Status information for unpublished applications is available 

through Private PAIR only. For more information about the PAIR system, see http://pair­

direct.uspto.gov. Should you have questions on access to the Private PAIR system, contact the Electronic 

Business Center (EBC) at 866-217-9197 (toll-free). If you would like assistance from a USPTO Customer 

Service Representative or access to the automated information system, call 800-786-9199 (IN USA OR 

CANADA) or 571-272-1000. 

/Lisa Lewis/ 
Primary Examiner, Art Unit 2495 
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IN THE CLAIMS 

The following listing of the claims will replace all prior listings of claims in the 

application. Inserted text is underlined, and deleted text is either struck through or shown in 

double enclosing brackets. No new matter is added, and all claimed elements are supported by 

the specification as originally filed. 

1. (Previously Presented) A method comprising: 

determining a plurality of trigger fingerprints from content being played back on a 

playback device, each trigger fingerprint identifying a corresponding trigger time 

point of a sequence of trigger time points in the content and at which trigger time 

point at least one corresponding action is to be triggered, the determining being 

performed by a processor; 

accessing a database that includes a plurality of reference fingerprints, previously derived 

from the content, and a plurality of reference actions, each reference fingerprint 

identifying at least one corresponding reference action to be performed at a 

reference time point identified by the reference fingerprint; 

identifying the corresponding reference action by obtaining a match in the database 

between a trigger fingerprint among the plurality of trigger fingerprints and a 

reference fingerprint among the plurality of reference fingerprints; and 

performing a reference action that corresponds to the reference fingerprint on the 

playback device. 

2. (Previously Presented) The method of claim 1, wherein: 

different corresponding actions are to be performed at different trigger time points in the 

sequence of trigger time points in the content. 

3. (Previously Presented) The method of claim 1, wherein: 

the trigger fingerprint is determined from a segment of the content, the segment ending at 

the trigger time point at which the reference action is to be performed. 
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4. (Previously Presented) The method of claim 1, wherein: 

the trigger fingerprint is determined from a segment of the content, the segment 

beginning at the trigger time point at which the reference action is to be 

performed. 

5. (Previously Presented) The method of claim 1, wherein: 

the trigger fingerprint is determined from a segment of the content, the segment 

beginning or ending at a predetermined distance before or after the trigger time 

point at which the reference action is to be performed. 

6. (Currently Amended) The method of claim 1, wherein: 

the reference action that corresponds to multiple reference fingerprints that include the 

reference fingerprint. 

7. (Previously Presented) The method of claim 1, wherein: 

multiple reference actions correspond to the reference fingerprint and are to be performed 

at the trigger time point; and 

the performing of the reference action is part of performing the multiple reference actions 

that correspond to the reference fingerprint. 
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8. (Previously Presented) A system comprising: 

a fingerprint detector configured to determine a plurality of trigger fingerprints from 

content being played back on a playback device, each trigger fingerprint 

identifying a corresponding trigger time point of a sequence of trigger time points 

in the content and at which trigger time point at least one corresponding action is 

to be triggered; and 

a processor configured to: 

access a database that includes a plurality of reference fingerprints, previously 

derived from the content, and a plurality of reference actions, each 

reference fingerprint identifying at least one corresponding reference 

action to be performed at a reference time point identified by the reference 

fingerprint; 

identify the corresponding reference action by obtaining a match in the database 

between a trigger fingerprint among the plurality of trigger fingerprints 

and a reference fingerprint among the plurality of reference fingerprints; 

and 

perform a reference action that corresponds to the reference fingerprint on the 

playback device. 

9. (Currently Amended) The system of claim 8, wherein: 

the reference action that corresponds to multiple reference fingerprints that include the 

reference fingerprint. 
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10. (Previously Presented) A non-transitory machine-readable storage medium comprising 

instructions that, when executed by one or more processors of a machine, cause the machine to 

perform operations comprising: 

determining a plurality of trigger fingerprints from content being played back on a 

playback device, each trigger fingerprint identifying a corresponding trigger time 

point of a sequence of trigger time points in the content and at which trigger time 

point at least one corresponding action is to be triggered; 

accessing a database that includes a plurality of reference fingerprints, previously derived 

from the content, and a plurality of reference actions, each reference fingerprint 

identifying at least one corresponding reference action to be performed at a 

reference time point identified by the reference fingerprint; 

identifying the corresponding reference action by obtaining a match in the database 

between a trigger fingerprint among the plurality of trigger fingerprints and a 

reference fingerprint among the plurality of reference fingerprints; and 

performing a reference action that corresponds to the reference fingerprint on the 

playback device. 
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11. (Previously Presented) A method comprising: 

accessing segments of content, a segment among the segments being associated with a 

corresponding action to be triggered during playback of the segment; 

generating a reference fingerprint of the segment associated with the corresponding 

action, the generating being performed by a processor; 

assigning the reference fingerprint of the segment to the corresponding action that is to be 

triggered during playback of the segment of the content; 

providing access to the reference fingerprint of the segment to a playback device 

configured to match the reference fingerprint to a playback fingerprint derived 

from the segment by the playback device; and 

providing the identifier of the corresponding action to the playback device based on the 

reference fingerprint matching the playback fingerprint, the provided identifier 

causing the playback device to trigger the corresponding action during the 

playback of the segment. 

12. (Previously Presented) The method of claim 11, wherein: 

the assigning of the reference fingerprint to the identifier of the corresponding action 

includes storing the reference fingerprint with the identifier of the corresponding 

action in a database; and 

the playback device is configured to search the database to match the reference 

fingerprint to the playback fingerprint. 

13. (Previously Presented) The method of claim 11, wherein: 

the playback device is configured to trigger the corresponding action at a time point that 

is a predetermined distance from a start of the segment of the multimedia content. 

14. (Previously Presented) The method of claim 11, wherein: 

the playback device is configured to trigger the corresponding action at a time point that 

is a predetermined distance from an end of the segment of the multimedia content. 
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15. (Previously Presented) The method of claim 11, wherein: 

the playback device is further configured to present the corresponding action and await 

confirmation of the corresponding action in response to the playback device 

triggering the corresponding action during the playback of the segment of the 

content. 

16. (Previously Presented) The method of claim 11, wherein: 

the corresponding action for the reference fingerprint and for the segment of the content 

includes retrieving and displaying on a display additional information selected 

from a group consisting of: 

biography data for an actor that appears in the segment of the content, 

a link to a website, 

a local weather forecast, and 

a local commercial. 

17. (Previously Presented) The method of claim 11, wherein: 

the corresponding action for the reference fingerprint and for the segment of the content 

includes retrieving and playing via a speaker additional information selected from 

a group consisting of: 

biography data of an actor that appears in the segment of the content, 

a local weather forecast, and 

a local commercial. 
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18. (Previously Presented) The method of claim 11, wherein: 

the corresponding action for the reference fingerprint and for the segment of the content 

is selected from a group consisting of: 

replacing the content with different content for a period of time, 

pausing playback of the content, 

stopping playback of the content, 

executing a control command, and 

preparing the playback device to receive user input. 

19. (Previously Presented) The method of claim 11, wherein: 

the content includes at least one of audio content or video content. 

20. (Previously Presented) A non-transitory machine-readable storage medium comprising 

instructions that, when executed by one or more processors of a machine, cause the machine to 

perform operations comprising: 

accessing segments of content, a segment among the segments being associated with a 

corresponding action to be triggered during playback of the segment; 

generating a reference fingerprint of the segment associated with the corresponding 

action; 

assigning the reference fingerprint of the segment to the corresponding action that is to be 

triggered during playback of the segment of the content; 

providing access to the reference fingerprint of the segment to a playback device 

configured to match the reference fingerprint to a playback fingerprint derived 

from the segment by the playback device; and 

providing the identifier of the corresponding action to the playback device based on the 

reference fingerprint matching the playback fingerprint, the provided identifier 

causing the playback device to trigger the corresponding action during the 

playback of the segment. 
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21. (Previously Presented) A system comprising: 

an input module configured to access segments of content, a segment among the 

segments being associated with a corresponding action to be triggered during 

playback of the segment; and 

a fingerprint module implemented in a processor and configured to: 

generate a reference fingerprint of the segment associated with the corresponding 

action; 

assign the reference fingerprint of the segment to the corresponding action that is 

to be triggered during playback of the segment of the content; 

provide access to the reference fingerprint of the segment to a playback device 

configured to match the reference fingerprint to a playback fingerprint 

derived from the segment by the playback device; and 

provide the identifier of the corresponding action to the playback device based on 

the reference fingerprint matching the playback fingerprint, the provided 

identifier causing the playback device to trigger the corresponding action 

during the playback of the segment. 

22. (Previously Presented) The system of claim 21, wherein: 

the system further comprises a database; 

the fingerprint module is configured to store the reference fingerprint with the identifier 

of the corresponding action in the database; and 

the playback device is configured to search the database to match the reference 

fingerprint to the playback fingerprint. 

23. (Previously Presented) The system of claim 21, wherein: 

the corresponding action is to be triggered by the playback device at a time point that is a 

predetermined distance from a start of the segment of the multimedia content. 
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24. (Previously Presented) The system of claim 21, wherein: 

the corresponding action is to be triggered by the playback device at a time point that is a 

predetermined distance from an end of the segment of the multimedia content. 

25. (Previously Presented) The system of claim 21, wherein: 

the corresponding action is to be presented by the playback device in response to the 

playback device triggering the corresponding action during the playback of the segment of the 

content, the playback device being further configured to await confirmation of the corresponding 

action prior to executing the corresponding action. 
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REMARKS 

This communication responds to the Office Action dated October 10, 2014. Claims 6 and 

9 are presently amended. No claims are presently or previously canceled, and no new claims are 

presently added. As a result, claims 1-25 remain pending in this application. 

Interview Summary 

The undersigned wishes to thank Examiner Lisa Lewis for the courtesy of a telephone 

interview on December 8, 2014. The interview included a discussion of an action performed in 

response to identifying an entire song, as described in Haitsma et al. (U.S. Patent Application 

Publication No. 2002/0178410; "Haitsma"), in contrast with an action that corresponds to a time 

point within a piece of content, as well as a discussion of content containing watermarks, as 

described in Petrovic et al. (International Publication No. WO 2001/61987; "Petrovic"), in 

contrast with fingerprints of content. It was agreed that a formal response would be filed. The 

time and attention of the Examiner to this application are appreciated. 

Claim Amendments & Claim Obiections 

Claims 6 and 9 were objected to on grounds of informality and are presently amended, 

solely to correct minor typographical errors. No new matter is added. It is therefore respectfully 

requested that the present amendments be entered and considered. 

Double Patenting Reiections 

Claims 1-25 were rejected on the ground ofnonstatutory obviousness-type double 

patenting as allegedly being obvious over claims 1-13 of U.S. Patent No. 8,020,000 (Attorney 

Docket No. 2167.053US 1). Claims 1-25 were rejected on the ground of nonstatutory 

obviousness-type double patenting as being unpatentable over claims 1-31 of U.S. Patent No. 

8,660,267 (Attorney Docket No. 2167.053US2). 

Without any admission, express or implied, that any of the instant claims are obvious in 

view of U.S. Patent No. 8,020,000 or U.S. Patent No. 8,660,267, the undersigned will consider 
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filing a Terminal Disclaimer in compliance with 37 C.F.R. § 1.321(b) to obviate these rejections 

at a later date, since the claims of the present application may change before they reach a state of 

allowance. 

The Rejections of Claims Under § 112 

Claims 8, 9, and 21-25 were rejected under 35 U.S.C. § 112(b) or 35 U.S.C. § 112 (pre­

AIA), second paragraph, as allegedly being indefinite. The pre-AIA law is applicable here. 

Specifically, the Office Action referred to the phrases "detector configured to" (recited in claim 8 

from which claim 9 depends) and "module configured to" (recited in claim 21 from which claims 

22-25 depend) and stated that "the written description fails to clearly link or associate the 

disclosed structure, material, or acts to the claimed function .... " 1 

Regarding the phrase "detector configured to," which is recited in claim 8 within the 

claim element of "a fingerprint detector configured to ... , " the originally filed specification 

describes such a "fingerprint detector" in at least the following passages: 

FIG. 3, fingerprint detector 302; 

page 9, line 32 - page 10, line 2 (e.g., "a playback device (300) comprising ... a fingerprint 

detector (302), ... communicating via a bus (205) or the like under the control of one or 

more microprocessors");2 and 

page 10, lines 8-13 (e.g., "The received multimedia signal is fed to the fingerprint detector (302) 

that derives a fingerprint stream or segments thereof and determines if there are any 

matches with fingerprints stored in the database as explained in connection with Figure 

1 b. If a match is found then a representation of the associated action( s) is also retrieved. 

The appropriate time point for the associated action(s) is given by the matching 

fingerprint as described above."). 3 

1 Office Action at 4. 
2 Emphasis added. 
3 Emphasis added. 
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It is therefore respectfully submitted that the originally filed specification clearly links 

and associates the recited "fingerprint detector" in claim 8 with its claimed function. 

Accordingly, at least claims 8 and 9 are not indefinite under 35 U.S.C. § 112 (pre-AIA). Thus, it 

is respectfully requested that these rejections be reconsidered and withdrawn with respect to 

claims 8 and 9. 

Regarding the phrase "module configured to," which is recited in claim 21 within the 

claim elements of "an input module configured to ... " and "a fingerprint module configured to . 

. . ," the originally filed specification describes such an "input module" and such a "fingerprint 

module" in at least the following passages: 

FIG. 2, AV input module 201 and fingerprint generator 202; 

page 9, lines 6-9 (e.g., "fingerprint generation device (200) comprising a multi-media signal 

input module (201), afingerprinting module (202), ... communicating via a bus (205) or 

the like under the control of one or more microprocessors");4 and 

page 9, lines 13-26 (e.g., "The multi-media signal input module (201) receives multimedia 

content e.g. in the form of an analog or digital audio and/or video signal and feeds the 

multimedia content to the fingerprinting module (202). The fingerprinting module (202) 

computes a fingerprint on the basis of the received multi-media content. A fingerprint 

may be derived for the entire content or for a part of the content. Alternatively, several 

fingerprints may be derived each from a different part. . . . A representation of the time 

point(s) is also supplied to the fingerprinting module (202). The fingerprinting module 

(202) then supplies the computed fingerprint(s) to the database (203) preferably together 

with the associated one or more actions for each fingerprint. As shown in Figure 4, the 

database (203) comprises fingerprints ... and [their] respective associated actions"). 5 

It is therefore respectfully submitted that the originally filed specification clearly links 

and associates the recited "input module" and the recited "fingerprint module" in claim 21 with 

their claimed functions. Accordingly, at least claims 21-25 are not indefinite under 35 U.S.C. § 

4 Emphasis added. 
5 Emphasis added. 

Samba Ex-1004
IPR2020-00216

Page 49 of 57



AMENDMENT AND RESPONSE UNDER 37 C.F.R § 1.111 Page 14 
Serial Number: 14/151,879 Dkt: 2167.052US3 
Filing Date: January 10, 2014 
Title: METHOD AND DEVICE FOR GENERATING AND DETECTING A FINGERPRINT FUNCTIONING AS A TRIGGER MARKER IN 

A MULTIMEDIA SIGNAL 

112 (pre-AIA). Thus, it is respectfully requested that these rejections be reconsidered and 

withdrawn with respect to claims 21-25. 

The Rejections of Claims Under§ 102/103 

Claims 1, 8, and 10 were rejected under pre-AIA 35 U.S.C. § 102(b) as allegedly being 

anticipated by, or in the alternative, under 35 U.S.C. § 103(a), as allegedly being obvious over 

Haitsma. 

1 ). The Applicable Law under § 102 or § 103 

To anticipate a claim, a reference must disclose each and every element of the claim,6 as 

arranged in the claim, 7 and in as complete detail as in the claim. 8 "There must be no difference 

between the claimed invention and the reference disclosure, as viewed by a person of ordinary 

skill in the field of the invention. "9 

The question of obviousness is resolved on the basis of underlying factual determinations 

including (1) "the scope and content of the prior art," (2) "differences between the claimed 

subject matter and the prior art," (3) "the level of ordinary skill in the art," and (4) where in 

evidence, "secondary considerations."10 Here, no determination of obviousness is properly 

established for at least the reason that the scope and content of the cited references, even if 

combined, do not teach or suggest all claim elements, or support rational inferences that a person 

6 "A claim is anticipated only if each and every element as set forth in the claim is found, either expressly or 
inherently described, in a single prior art reference." Verdegaal Bros. v. Union Oil Co. of California, 814 F.2d 628, 
631, 2 U.S.P.Q.2d 1051, 1053 (Fed Cir. 1987), cited inExparte Frye, Appeal No. 2009-006013 (BPAI 2010) 
(precedential), emphasis added. 
7 "To establish anticipation, every element and limitation of the claimed invention must be found in a single prior art 
reference, arranged as in the claim." Karsten Mfg. Corp. v. Cleveland Golf Co., 242 F.3d 1376, 1383; 58 
U.S.P.Q.2d 1286, 1291 (Fed. Cir. 2001), cited inExparte Frye, Appeal No. 2009-006013 (BPAI 2010) 
(precedential), emphasis added. 
8 "The identical invention must be shown in as complete detail as is contained in the ... claim." Richardson v. 
Suzuki Motor Co., 868 F.2d 1226, 1236, 9 U.S.P.Q.2d 1913, 1920 (Fed. Cir. 1989), cited in MPEP § 2131, emphasis 
added. 
9 Scripps Clinic & Research Found. v. Genentech, Inc., 927 F.2d 1565, 1576 (Fed. Cir. 1991), emphasis added. 
10 Graham v. John Deere, 383 U.S. 1, 17-18, 148 U.S.P.Q. 459,467; KSR Int'! Co. v. Teleflex, Inc., 550 U.S. 398, 
406-7, 82 U.S.P.Q.2d 1385, 1390 (2007), cited in Ex parte Frye, Appeal No. 2009-006013 (BPAI 2010) 
(precedential). 
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skilled in the art reasonably would employ to reach all claim elements, of the independent 

claims. 

2). Application of the Law to the Reiections 

Each of independent claims 1, 8, and 10 recites, in part, "each reference fingerprint 

identifying at least one corresponding reference action to be performed at a reference time 

point identified by the reference fingerprint." 11 It is respectfully asserted that Haitsma does 

not disclose, teach, or suggest at least this claim element. 

In setting forth these rejections, the Office Action cited exclusively to paragraphs 0026, 

0040, and 0055-0059 of Haitsma as allegedly disclosing the above-quoted claim element. 12 

However, the cited paragraph 0026 ofHaitsma merely discusses "dividing [an audio] signal into 

overlappingframes"13 in the context of "subdivid[ing] audio signals into time intervals or 

frames." 14 Simply dividing an audio signal into overlapping time intervals makes no disclosure 

of "each reference fingerprint identifying at least one corresponding reference action to be 

performed at a reference time point identified by the reference fingerprint." 15 As a result, 

the cited paragraph 0026 of Haitsma fails to disclose, teach, or suggest at least this claim 

element. 

The cited paragraph 0040 ofHaitsma merely describes "matching extracted hash blocks 

to the hash blocks in a large database"16 in the context of "identifying an information signal."11 

However, simply matching hash blocks to other hash blocks as part of identifying an entire 

information signal makes no disclosure of "each reference fingerprint identifying at least one 

corresponding reference action to be performed at a reference time point identified by the 

11 Emphasis added. 
12 Office Action at 6. 
13 Haitsma at paragraph 0026, emphasis added. 
14 Id. at paragraph 0025, emphasis added. 
15 Emphasis added. 
16 Haitsma at paragraph 0040, emphasis added. 
17 Id. at paragraph 0001, emphasis added. 
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reference fingerprint." 18 As a result, the cited paragraph 0040 of Haitsma fails to disclose, 

teach, or suggest at least this claim element. 

The cited paragraphs 0055-0059 of Haitsma merely discuss "applications of robust 

hashing"19 in the context of "identifying an information signal."20 Although the cited paragraphs 

of Haitsma mention "extract[ing] a hash block from the audio,"21 "a watermark in a piece of 

multimedia [directing] a user to a certain URL,"22 and "determining the [bit error rate] of the 

extracted hash words,"23 nothing in the cited paragraphs of Haitsma contain any discussion of 

"each reference fingerprint identifying at least one corresponding reference action to be 

performed at a reference time point identified by the reference fingerprint. "24 As a result, 

the cited paragraphs 0055-0059 of Haitsma fails to disclose, teach, or suggest at least this claim 

element. 

The remainder ofHaitsma is similarly silent with respect to the claim element of "each 

reference fingerprint identifying at least one corresponding reference action to be performed at 

g_ reference time point identified by the referencefingerprint."25 Indeed, Haitsma is directed to 

"identifying an information signal,"26 and none of the actions in Haitsma that are triggered by 

identification of an information signal are described by Haitsma as corresponding to any 

particular time point "within" that information signal. As a result, the entirety of Haitsma fails to 

disclose, teach, or suggest the claim element of "each reference fingerprint identifying at least 

one corresponding reference action to be performed at a reference time point identified by 

the reference fingerprint."27 

18 Emphasis added. 
19 Haitsma at paragraph 0055, emphasis added. 
20 Id. at paragraph 0001, emphasis added. 
21 Id. at paragraph 0056. 
22 Id. at paragraph 0058. 
23 Id. at paragraph 0059. 
24 Emphasis added. 
25 Emphasis added. 
26 Id. at paragraph 0001, emphasis added. 
27 Emphasis added. 
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Because each and every element of independent claims 1, 8, and 10 is not disclosed in 

Haitsma, as arranged in the claims and in as complete detail as in the claims, no prima facie case 

of anticipation is established with respect to independent claims 1, 8, and 10, and their respective 

dependent claims. For at least the same reasons, the scope and content of Haitsma do not teach 

or suggest all claim elements, or support rational inferences that a person skilled in the art 

reasonably would employ to reach all claim elements, of independent claims 1, 8, and 10. As a 

result, a determination of obviousness is not established with respect to any of independent 

claims 1, 8, and 10, and their respective dependent claims. Moreover, the dependent claims are 

each asserted to be patentable based on limitations recited therein. Thus, it is respectfully 

requested that these rejections be reconsidered and withdrawn and that the claims be allowed. 

The Reiections of Claims Under § 103 

Claims 3-5 were rejected under pre-AIA 35 U.S.C. § 103(a) as allegedly being obvious 

over Haitsma, in view of Petrovic. As discussed above, Haitsma fails to disclose all claim 

elements of independent claim 1, from which claims 3-5 depend. The claim elements shown 

above to be absent from Haitsma are similarly absent from Petrovic, and nothing in the Office 

Action alleges otherwise. Accordingly, at least by virtue of their dependency from their base 

claim, claims 3-5 are patentable over the combination of Haitsma and Petrovic. Moreover, 

claims 3-5 each are asserted to be patentable based on limitations recited therein. Thus, it is 

respectfully requested that these rejections be reconsidered and withdrawn and that the claims be 

allowed. 

Claim 7 was rejected under pre-AIA 35 U.S.C. 103(a) as allegedly being obvious over 

Haitsma, in view of Levy (International Publication No. WO 2002/08945). As discussed above, 

Haitsma fails to disclose all claim elements of independent claim 1, from which claim 7 depends. 

The claim elements shown above to be absent from Haitsma are similarly absent from Levy, and 

nothing in the Office Action alleges otherwise. Accordingly, at least by virtue of its dependency 

from its base claim, claim 7 is patentable over the combination ofHaitsma and Levy. Moreover, 

claim 7 is asserted to be patentable based on limitations recited therein. Thus, it is respectfully 

requested that this rejection be reconsidered and withdrawn and that the claim be allowed. 
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CONCLUSION 

It is respectfully submitted that the claims are in condition for allowance, and notification 

to that effect is earnestly requested. The Examiner is invited to telephone the undersigned at 

(408) 278-4048 to facilitate prosecution of this application. 

If necessary, please charge any additional fees or deficiencies, or credit any 

overpayments to Deposit Account No. 19-0743. 

Jan 12, 2015 
Date ----------

Respectfully submitted, 

SCHWEGMAN LUNDBERG & WOESSNER, P.A. 
P.O. Box 2938 
Minneapolis, MN 55402--0938 
( 408) 278-4048 

,;{Jrf1[/l~ 
By ______________ _ 

I 

Joseph J. Wang 
Reg. No. 61,123 
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Response to Arguments 

Applicant's arguments have been carefully considered and are deemed persuasive. 

Double Patenting 

Page 2 

1. The nonstatutory double patenting rejection is based on a judicially created doctrine grounded in 

public policy (a policy reflected in the statute) so as to prevent the unjustified or improper timewise 

extension of the "right to exclude" granted by a patent and to prevent possible harassment by multiple 

assignees. A nonstatutory obviousness-type double patenting rejection is appropriate where the 

conflicting claims are not identical, but at least one examined application claim is not patentably distinct 

from the reference claim(s) because the examined application claim is either anticipated by, or would 

have been obvious over, the reference claim(s). See, e.g., In re Berg, 140 F.3d 1428, 46 USPQ2d 1226 

(Fed. Cir. 1998); In re Goodman, 11 F.3d 1046, 29 USPQ2d 2010 (Fed. Cir. 1993); In re Langi, 759 F.2d 

887,225 USPQ 645 (Fed. Cir. 1985); In re Van Ornum, 686 F.2d 937,214 USPQ 761 (CCPA 1982); In 

re Vogel, 422 F.2d 438, 164 USPQ 619 (CCPA 1970); and In re Thorington, 418 F.2d 528, 163 USPQ 

644 (CCPA 1969). 

2. A timely filed terminal disclaimer in compliance with 37 CPR 1.32l(c) or 1.32l(d) may be used 

to overcome an actual or provisional rejection based on a nonstatutory double patenting ground provided 

the conflicting application or patent either is shown to be commonly owned with this application, or 

claims an invention made as a result of activities undertaken within the scope of a joint research 

agreement. 

3. Effective January 1, 1994, a registered attorney or agent of record may sign a terminal disclaimer. 

A terminal disclaimer signed by the assignee must fully comply with 37 CPR 3.73(b). 
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4. Claims 1-25 are rejected on the ground of nonstatutory obviousness-type double patenting as 

being unpatentable over claims 1-13 of U.S. Patent No. 8,020,000. Although the conflicting claims are 

not identical, they are not patentably distinct from each other because they both claim methods involving 

using fingerprints to associate trigger time points for actions which are based on the start or end time of 

content. 

5. Claims 1-25 are rejected on the ground of nonstatutory obviousness-type double patenting as 

being unpatentable over claims 1-31 of U.S. Patent No. 8,660,267. Although the conflicting claims are 

not identical, they are not patentably distinct from each other because they both claim methods involving 

using fingerprints to associate trigger time points for actions which are based on the start or end time of 

content. 

Conclusion 

THIS ACTION IS MADE FINAL. Applicant is reminded of the extension of time policy as set 

forth in 37 CPR 1.136(a). 

A shortened statutory period for reply to this final action is set to expire THREE MONTHS from 

the mailing date of this action. In the event a first reply is filed within TWO MONTHS of the mailing 

date of this final action and the advisory action is not mailed until after the end of the THREE-MONTH 

shortened statutory period, then the shortened statutory period will expire on the date the advisory action 

is mailed, and any extension fee pursuant to 37 CPR 1.136(a) will be calculated from the mailing date of 

the advisory action. In no event, however, will the statutory period for reply expire later than SIX 

MONTHS from the mailing date of this final action. 

Any inquiry concerning this communication or earlier communications from the examiner should 

be directed to Lisa Lewis whose telephone number is (571)270-7724. The examiner can normally be 

reached on Monday - Friday, 6:30 a.m. - 3:30 p.m. 
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If attempts to reach the examiner by telephone are unsuccessful, the examiner's supervisor, Farid 

Homayounmehr can be reached on (571) 272-3739. The fax phone number for the organization where 

this application or proceeding is assigned is 571-273-8300. 

Information regarding the status of an application may be obtained from the Patent Application 

Information Retrieval (PAIR) system. Status information for published applications may be obtained 

from either Private PAIR or Public PAIR. Status information for unpublished applications is available 

through Private PAIR only. For more information about the PAIR system, see http://pair­

direct.uspto.gov. Should you have questions on access to the Private PAIR system, contact the Electronic 

Business Center (EBC) at 866-217-9197 (toll-free). If you would like assistance from a USPTO Customer 

Service Representative or access to the automated information system, call 800-786-9199 (IN USA OR 

CANADA) or 571-272-1000. 

/Lisa Lewis/ 
Primary Examiner, Art Unit 2495 
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