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(57) ABSTRACT 

Embodiments of the present invention provide a method and 
apparatus for controlling bearers of service data flows, 
including acquiring a service data flow convergence of Ser 
vice data flows, determining whether the service data flow 
convergence is able to be multiplexed to an established 
bearer, and carrying the service data flow convergence in a 
corresponding bearer according to the determined result. The 
apparatus of the present invention includes a service data flow 
convergence acquiring module and a service data flow con 
Vergence multiplex handling module for implementing the 
method of the present invention. In accordance with the 
method and apparatus of the present invention, it is possible to 
reduce the bearer information amount necessary to be main 
tained by various network entities and save the storage and 
handling resources of system. 
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METHOD AND APPARATUS FOR 
CONTROLLING BEARERS OF SERVICE 

DATA FLOWS 

CROSS REFERENCE TO RELATED 
APPLICATIONS 

0001. The present application is a continuation of Interna 
tional Application No. PCT/CN2007/000930, filed on Mar. 
22, 2007, which claims the benefit of Chinese Patent Appli 
cation No. 2006 10065930.0, filed on Mar. 27, 2006, both of 
which are incorporated by reference herein in their entireties. 

FIELD OF THE INVENTION 

0002 The present invention relates to the field of commu 
nications, and particularly to a method and an apparatus for 
controlling bearers of service data flows. 

BACKGROUND OF THE INVENTION 

0003) To guarantee that a communication network is an 
operable network, it is necessary to accurately and com 
pletely control services in a communication network and 
resources used by the services in time. The policy and charg 
ing control for services is a foremost one of the above-men 
tioned controls. 
0004. Before the Third Generation Partnership Projects 
release 7 (3GPP release 7), the policy control of some typical 
access technologies including the Universal Terrestrial Radio 
Access Network (UTRAN), GSM/EDGE Radio Access Net 
work (GERAN) and Interworking Wireless Local Area Net 
work (I-WLAN) is implemented by the Service Based Local 
Policy (SBLP), and the charging function is implemented by 
the Flow Based Charging (FBC). In the 3GPP release 7 sys 
tem, policy and charging functions are implemented by a 
Policy and Charging Control (PCC) architecture. 
0005. The PCC architecture in the 3GPP release 7 is as 
shown in FIG.1. The PCC architecture is a functional archi 
tecture applicable to various access technologies, which inte 
grates basic functions of the SBLP and the FBC and enhances 
some functions of the SBLP and the FBC. For example, the 
PCC architecture implements the policy and charging control 
on the basis of user's Subscription information, and updates a 
binding mechanism between service data flow and bearer 
used by services. 
0006. By a PCC architecture as shown in FIG. 1, an opera 
tor may associate a service and a bearer used by the service, 
and implement a complete operation towards service data 
flow based policy and charging control according to user's 
Subscription information. 
0007 A Policy and Charging Rules Function (PCRF) is a 
core functional entity in the PCC architecture. The PCRF 
constitutes PCC rules, and controls service bearers by enforc 
ing Such rules. To constitute necessary PCC rules accurately, 
the PCRF acquires service information from an Application 
Function (AF), user's subscription profile information from a 
Subscription Profile Repository (SPR), and bearer informa 
tion from a gateway. 
0008. In the PCC architecture as shown in FIG. 1, the 
Policy and Charging Enforcement Function (PCEF) is an 
entity for enforcing rules constituted by the PCRF. The PCEF 
is typically disposed in a service gateway of various bearer 
networks, for example, a Gateway GPRS Support Node 
(GGSN) in General Packet Radio Service (GPRS), a Packet 
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Data Gateway (PDG) in an I-WLAN, and a Packet Data 
Support Node (PDSN) in a 3GPP2 network. 
0009. The PCC architecture may be applied to not only 
Some existing mobile communication networks, but also 
future evolution networks. 

0010. To guarantee the competitive power of a 3GPP sys 
tem, especially to enforce the capability of a 3GPP system to 
handle the rapidly increasing IP data services, the 3GPP 
organization is endeavoring to evolve access technologies. A 
schematic diagram illustrating the current 3GPP evolution 
network architecture is shown in FIG.2. The several foremost 
parts of the technology evolution include: reducing delay, 
increasing user data rate, enhancing system capacity and cov 
erage range as well as reducing the total cost of operators. In 
addition, the evolution network architecture is also an impor 
tant guideline for the backward compatibility of the existing 
network. 

0011. In an evolution network architecture as shown in 
FIG. 2, a core network mainly includes three logical modules: 
a Mobility Management Entity (MME), a User Plane Entity 
(UPE) and an Inter Access System Anchor (Inter ASAnchor). 
The MME is a mobile management module responsible for 
the mobility management of the control plane. The mobility 
management includes user context and mobile status man 
agement, user temporary identity allocation and security 
function, etc. The MME corresponds to the control plane part 
of Serving GPRS Support Node (SGSN) within the current 
UMTS system. The UPE is a user plane entity adapted to page 
for the downlink data in an idle state, manage and store IP 
bearer parameters and network route information. The UPE 
corresponds to the data plane part of SGSN and GGSN within 
the current UMTS system. The Inter AS Anchor serves as a 
user plane anchor between different access systems. 
0012. In an evolution network architecture as shown in 
FIG. 2, the PCC architecture is used for policy control and 
charging operations. The location of a PCEF is not specified 
in the evolution network architecture. The PCEF may be 
implemented in the MME/UPE, Inter AS Anchor or both in 
the MME/UPE and Inter AS Anchor. No matter how the 
location of the PCEF changes, the current PCC architecture 
basically keeps unchanged. 
0013. A method for controlling bearers of service data 
flows in the prior art is that the establishment of bearers and 
Quality of Service (QoS) of bearers are mainly controlled by 
a User Equipment (UE) in the conventional GPRS technol 
ogy. To enable an operator to control services and network 
resources better, it is proposed in Some current solutions to 
change a bearer control mode mainly controlled by the UE 
into a bearer control mode mainly controlled by the network. 
0014. As shown in FIG. 3, a bearer establishment proce 
dure triggered by the network in a bearer establishment solu 
tion is as follows. 

(0015 Step 31: A GGSN sends an initial Packet Data Pro 
tocol (PDP) context activation message to an SGSN. The 
message carries parameters such as a Network Service 
Access Point Identifier (NSAPI), a QoS request, a Traffic 
Flow Template (TFT) and a protocol configuration option. 
The parameters are transmitted to the SGSN transparently. 
(0016 Step 32: Upon receiving the initial PDP context 
activation message, the SGSN sends a secondary PDP context 
activation request message to a Mobile Station (MS). The 
message carries a Transaction Identifier (TI), a QoS request, 
the TFT and the protocol configuration option. 
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0017 Step 33: Upon receiving the secondary PDP context 
activation request message, the MS initiates a secondary PDP 
context activation procedure; the values of the TI, the QoS 
request, the TFT and the protocol configuration option carried 
in the secondary PDP context activation procedure are the 
same as the values of the corresponding parameters received 
by the MS from the SGSN. 
0018. In the bearer establishment solution, the binding 
relation between a service and a bearer is determined by the 
PCRF or the GGSN in the network side, and the MS is notified 
of the binding relation by means of the TFT. In addition, the 
QoS information required by the service is determined by the 
PCRF in the network side, and the MS is notified of the QoS 
information carried in a QoS request parameter. 
0019. In the bearer establishment solution as shown in 
FIG.3, the whole bearer establishment procedure is trigger by 
the GGSN, but the final bearer establishment process (Step 
33) is initiated by the MS. In addition, the messages adapted 
in Steps 31 and 32 may be implemented by extending the 
existing protocol. 
0020. Another bearer establishment solution in which the 
bearer establishment procedure is initiated directly by the 
network is also provided in a System Architecture Evolution 
(SAE). As shown in FIG. 4, the bearer establishment proce 
dure in the bearer establishment solution is as follows. 
0021 Step 41: A UE establishes a signaling connection 
with the network side via a default IP bearer. 
0022. Step 42: An MME/UPE receives a resource request 
carrying policy information or QoS information requested by 
the corresponding service. 
0023 Step 43: The MME/UPE detects the subscription 
information of the UE, performs access license control, and 
enforces the policy information received. 
0024) Step 44: The MME/UPE initiates a resource estab 
lishment procedure at the LTE-RAN side. 
0025 Step 45: The LTE-RAN enforces the access license 
control, converts the received QoS information into the QoS 
information of the radio side, and enforces the corresponding 
scheduling configuration by using the converted QoS infor 
mation. 
0026 Step 46: The LTE-RAN transmits the radio resource 
configuration information for the service of the UE and the 
binding information for binding the IP session flow with the 
related radio resources to the UE. 
0027 Step 47: After the resource is established success 

fully, the MME/UPE receives a corresponding notification 
message. 
0028 Step 48: The MME/UPE notifies the corresponding 
functional entity of the resource establishment (including the 
QoS information negotiated). 
0029. In the bearer establishment mode as shown in FIG. 
4, an SAE bearer between the UE and the MME/UPE is 
triggered by a message initiated by the PCRF or the Inter-AS 
Anchor. 
0030. The defect of the method for controlling bearers of 
service data flows in the above prior art is that: in the GPRS, 
PCC or SAE, a mode for a PCEF to handle a bearer based on 
the service data flows provided by the PCRF, a convergence 
mode for the service data flow, and a multiplexing and estab 
lishment mode of bearers are not described in detail. 

SUMMARY OF THE INVENTION 

0031. The embodiments of the present invention provide a 
method and an apparatus for controlling bearers of service 
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data flows, so as to reduce the bearer information amount that 
needs to be maintained by various network entities and save 
the storage and handling resources of system. 
0032. The embodiments of the present invention are 
implemented by the following technical solution: 
0033. An embodiment of the present invention provides a 
method for controlling a bearer of a service data flow, includ 
ing: 
0034 acquiring, by a policy and charging enforcement 
function entity, service data flow convergence; and 
0035) determining whether the service data flow conver 
gence is able to be multiplexed to an established bearer, and 
bearing the service data flow convergence in a bearer accord 
ing to the determining result. 
0036 An embodiment of the present invention provides an 
apparatus for controlling bearing of service data flows, 
including: 
0037 a service data flow convergence acquiring module 
adapted to acquire the service data flow convergence of Ser 
vice data flows, and transmit the service data flow conver 
gence to a service data flow convergence multiplex handling 
module; and 
0038 a service data flow convergence multiplex handling 
module adapted to determine whether the service data flow 
convergence transmitted by the service data flow convergence 
acquiring module is able to multiplexed to an established 
bearer, and carry the service data flow convergence in a bearer 
according to the determining result. 
0039. As can be seen from the technical solution provided 
by embodiments of the present invention, by converging the 
service data flows with the same attributes (For example, QoS 
class, priority and bandwidth) and multiplexing a service data 
flow convergence to an established bearer, it is possible to 
reduce the bearer information amount that needs to be main 
tained by various network entities and save the storage and 
handling resources of system, thereby making the bearer 
binding of new service data flows more flexible. In addition, 
the service data flows can be transmitted between a terminal 
and the network directly via the established bearer by multi 
plexing the service data flow convergence to the established 
bearer instead of establishing a new bearer, which quickens 
establishing a service based on the bearer greatly, thereby 
improves the service experience of Subscription users. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0040 FIG. 1 is a schematic diagram illustrating an overall 
PCC architecture of the 3GPP release 7 in the prior art; 
0041 FIG. 2 is a schematic diagram illustrating a 3GPP 
evolution network architecture in the prior art; 
0042 FIG. 3 is a schematic diagram illustrating a bearer 
establishment mode triggered by the network in the prior art; 
0043 FIG. 4 is a flowchart for a bearer establishment 
initiated by the network proposed in an SAE in the prior art; 
0044 FIG. 5 is a flowchart illustrating a method in an 
embodiment of the present invention; 
0045 FIG. 6 is flowchart of a bearer modification proce 
dure in the GPRS in an embodiment of the present invention; 
0046 FIG. 7 is a flowchart of a bearer establishment pro 
cedure initiated by the network proposed in an SAE in an 
embodiment of the present invention; 
0047 FIG. 8 is a flowchart of establishing a bearer initi 
ated by a UE in the GPRS in an embodiment of the present 
invention; and 
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0048 FIG. 9 is a schematic diagram illustrating the struc 
ture of a PCEF in an embodiment of the present invention. 

DETAILED DESCRIPTION OF THE 
EMBODIMENTS 

0049. The embodiments of the preset invention provide a 
method and an apparatus for controlling bearing of service 
data flows. Service data flows with the same related attributes 
are converged and multiplexed to an established bearer or a 
newly established bearer. 
0050. In an embodiment of the present invention, a service 
data flow may be identified by a service data flow template 
carried in a PCC rule. The service data flow template may be 
a TFT in the GPRS or a group of flow filters similar to an IP 
quintuple (Source and destination IP addresses, Source and 
destination port numbers and protocol number). The PCEF 
matches the attributes (IP address, port number, etc.) of a data 
packet with the attributes of the service data flow template to 
distinguish which service data flow the data packet belongs 
to. In the embodiments of the preset invention, the identity of 
the UE to which a service data flow belongs may be an IP 
address, or a Mobile Station international ISDN number 
(MSISDN) or an International Mobile Subscriber Identity 
(IMSI), etc. 
0051 All IP flows of a service data flow have the same 
QoS attributes. Some general QoS attributes include, but not 
limited to, QoS class, priority and bandwidth. 
0052. The QoS class may be a QoS concept, for example, 
a QoS class identifier (QCI) in PCC. 
0053. The QoS class may also be a specific QoS class in a 
certain network, for example, a Traffic Class (including four 
classes: conversational class, streaming class, interactive 
class and background class) of the QoS specification in the 
Universal Mobile Telecommunication System (UMTS). 
0054) The QoS class may also be the Differentiated Ser 
vice Code Point (DSCP). Expedited Forwarding type, or 
Assured Forwarding type in a Differentiated Services system. 
0055. The QoS class may also be a Guaranteed Service 
and a Controlled-Load Service in an Integrated Services sys 
tem 

0056. The QoS class may also be the corresponding QoS 
class in other network systems, or a service class attribute 
representing a QoS requirement in the future evolution net 
work. 

0057 The priority may be an Allocation and Retention 
Priority (ARP) in the SAE network. 
0058. The bandwidth may be a Guaranteed Bit Rate 
(GBR) and/or a Maximum Bit Rate (MBR). The GBR and 
MBR may include both uplink rate and downlink rate. 
0059. The bearer in the embodiments of the present inven 
tion is an IP path with the determined QoS attributes (For 
example, QoS class, bandwidth and priority) from a UE to a 
PCEF. The IP address of the bearer is the IP address assigned 
to the UE by the network for accessing a specific service. The 
bearer may be a PDP context in the GPRS, an IPSec tunnel in 
the I-WLAN, an SAE bearer in the SAE/LTE or the related IP 
path in other systems. A UE may have a plurality of IP 
addresses (for accessing different APN/PDN services). One 
UE may be identified by one UE identifier. The same IP 
address may be shared by a plurality of bearers for transmit 
ting service data flows with different QoS requirements. The 
Traffic Flow Template of one bearer is a set of flow filters of 

Jan. 15, 2009 

all service data flows on the bearer. All data packets intended 
to be routed to the bearer may be matched by the Traffic Flow 
Template of the bearer. 
0060. The method of the present invention is hereinafter 
described in detail with reference to the accompanying draw 
ings. As shown in FIG. 5, the handling procedure of the 
method in accordance with an embodiment of the present 
invention is as follows. 
0061 Step 51: PCEF receives multiple PCC rules from 
PCRF; each PCC rule includes one service data flow tem 
plate. The PCEF may be a GGSN in the GPRS, a Serving GW. 
PDNGW, Inter-ASAnchor or Access Gateway (AGW) in the 
SAE, a PDG in the I-WLAN or a PDSN in a 3GPP2 network. 
0062. The service data flow is a set of IP flows. The IP 
address of the UE in the PCC rules which the PCEF receives 
from the PCRF may be the same or different. 
0063 Step 52: The PCEF performs the convergence 
operation towards the received service data flows according 
to the related service attributes in the PCC rules. 
0064. The service data flows for which the PCEF performs 
the convergence operation must have the same UE identity. 
The UE identity may be, but not limited to the IP address of 
UE, IMSI, MSISDN, other UE identity information, or the 
combination thereof. The convergence principle is that there 
are the same related attributes in the PCC rules. The related 
attributes may be the QoS class in the PCC rule (for example, 
QCI), other service data flow attributes, for example, priority, 
such as Allocation and Retention Priority (ARP), or the com 
bination of service data flow attributes (for example, the com 
bination of QCI and ARP). 
0065 For example, the service data flows with the same 
UE identity (e.g. the same IP address) may be converged 
according to the QoS class in the PCC rules to form the 
service data flow convergences with different QoS classes. 
Each service data flow convergence has a uniform QoS class. 
Other QoS attributes of the service data flow convergence 
apart from the QoS class may be got by a certain method, for 
example, the bandwidth may be the sum of bandwidths of all 
service data flows converged, and the priority may be the 
priority of the service data flow with the highest priority 
requirement in the service data flow convergence. The service 
data flow template of the service data flow convergence may 
be the set of flow filters of all service data flows converged. 
For a data packet, it may be determined that the data packet 
belongs to the service data flow convergence identified by the 
service data flow template as long as the data packet can be 
matched to any flow filter in the service data flow template. 
0.066 For example, the service data flows with the same 
UE identity (e.g. the same IP address) may be converged 
according to the combination characteristic of “QoS class+ 
priority” in the PCC rules. All service data flows of which the 
QoS class is a streaming traffic class and the priority is 1 may 
be converged into a service data flow convergence. All service 
data flows of which the QoS class is a streaming traffic class 
and the priority is 2 and 3 may be converged into another 
service data flow convergence. 
0067. The convergence operation may be performed for 
the service data flows with the same IP address or the service 
data flows with the same IMSI and different IP addresses. 
0068 Step 53: The PCEF determines whether the service 
data flow convergence corresponding to the PCC rule may be 
multiplexed to the established bearer according to the related 
attributes of the PCC rule and/or operator policies. If the 
related attributes of the established bearer accord with those 
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in the PCC rules and accord with the related operator policies, 
the service data flow convergence corresponding to the PCC 
rule may be multiplexed to the established bearer, and pro 
ceeds to Step 54; otherwise, proceeds to Step 55 to multiplex 
the service data flow convergence to a newly established 
bearer. 

0069. The service data flow convergence must have the 
same UE identity as that the established bearer has. 
0070 The determination operation may be performed 
according to the related attributes in the PCC rules indepen 
dently. The related attributes may be the QoS class, or other 
attributes of service data flow convergence, or the combina 
tion of related attributes of service data flow convergence, 
Such as the combination of QoS class and priority. Taking the 
QoS class as an example, if the QoS class in the PCC rule is 
the same as that of the bearer, the service data flows corre 
sponding to the PCC rule may be multiplexed to the bearer. 
Taking the combination attributes of “QoS class+priority” as 
an example, the service data flow convergence corresponding 
to the PCC rule in which the QoS class is a streaming traffic 
class and the priority is 2 and 3 may be multiplexed to the 
established bearer of which the QoS class is a streaming 
traffic class and the priority is 2. 
0071. The determination operation may be performed 
according to operator policies independently. For example, a 
policy is constituted for multiplexing all service data flow 
convergences of an IP address of a UE to an established bearer 
of which the QoS class is a background traffic class. 
0072. The related attributes in the PCC rules and the 
operator policies may be taken into consideration in the deter 
mination operation simultaneously. For example, the related 
attributes are set as the QoS class, and the operator policies 
are defined as that service data flow convergences with all 
priorities are multiplexed to one bearer. Therefore, with 
respect to the above related attributes and operator policies, 
the service data flow convergences corresponding to the PCC 
rules of which the QoS class is a streaming traffic class and the 
priority is any value are multiplexed to the established bearer 
of which the QoS class is a streaming traffic class. 
0073. If the PCC rule received by the PCEF corresponds to 
a service data flow convergence obtained by means of the 
convergence operation, and the PCEF determines that it is not 
necessary to converge again, the PCEF performs the determi 
nation operation towards the received service data flow con 
Vergence directly. 
0074 For example, the PCRF converges according to QoS 
requirements of service data flows to generate PCC rules with 
different QoS classes, and sends the PCC rules to the PCEF. 
After receiving the PCC rules, the PCEF performs the deter 
mination operation towards the service data flow convergence 
directly without converging service data flows corresponding 
to the PCC rule again. 
0075. The service data flow convergence may be a service 
data flow itself, i.e. the PCEF performs the determination 
operation towards a service data flow corresponding to the 
received PCC rule by taking the service data flow as a service 
data flow convergence without any operation towards the 
service data flow. 

0076 Step 54: When determining that the service data 
flow convergence is able to be multiplexed to the established 
bearer, the PCEF selects the established bearer, initiates a 
modification of the established bearer, and converges the 
service data flow through the modified bearer. 
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0077. The modification of a bearer mainly includes updat 
ing the Traffic Flow Template information and the bandwidth 
information of the bearer. 
0078. Updating the Traffic Flow Template information of 
bearer mainly includes adding the service data flow template 
information of a new service flow convergence to the Traffic 
Flow Template information of the multiplexed bearer, to form 
the new Traffic Flow Template information of the modified 
bearer. For example, the service data flow template of the new 
service flow convergence includes two pieces of flow filter 
information (filter1 and filter2). The Traffic Flow Template of 
the multiplexed bearer includes three pieces of flow filter 
information (filter3, filter4 and filter5) before the new service 
flow convergence is multiplexed to the established bearer. 
Therefore, the new Traffic Flow Template of the modified 
bearer includes five pieces of flow filter information (filter1. 
filter2, filter3, filter4 and filter5). 
0079 Modification of the bandwidth information of a 
bearer includes adding the bandwidth requirement of the new 
service flow convergence to the bandwidth attributes of the 
established bearer, to form the bandwidth attributes of the 
modified bearer. The bandwidth, for example, guaranteed bit 
rate (GBR) of the new service flow convergence is 10 kb/s, the 
GBR of the established bearer before the new service flow 
convergence is multiplexed is 15 kb/s, and the GBR of the 
modified bearer is 25 kb/s. 
0080. The bearer modification further includes notifying 
the nodes on the bearer path of the updated bearer informa 
tion. The nodes include a User Equipment (UE), access gate 
way nodes (e.g. RNC, SGSN, MME/UPE and WAG) and 
gateway nodes (e.g. GGSN and Inter-AS Anchor). Further 
more, the bearer modification further includes notifying the 
function entities such as the PCRF and AF of the updated 
bearer information. The nodes and function entities perform 
the corresponding handling after acquiring the updated bearer 
information. 
I0081. As shown in FIG. 6, a bearer modification procedure 
in the GPRS is as follows. 
I0082 Step 61: Upon determining that a service data flow 
convergence can be multiplexed to an existing PDP context 
according to the related attributes and the operator policies, 
the GGSN (PCEF) sends to SGSN an update PDP context 
request message carrying the updated bearer information (in 
cluding the TFT and GBR information). 
I0083 Step 62: Upon receiving the update PDP context 
request message, the SGSN handles as follows: updates the 
PDP context saved in the SGSN, including TFT and GBR, 
according to parameter values carried in the update PDP 
context request message, and initiates an RAB modification 
at the RAN side according to Such parameter values. 
I0084. The SGSN further sends to the UE a modify PDP 
context request message carrying the updated bearer infor 
mation, including TFT and GBR information. 
I0085. The TFT information contains the bearer binding 
relation of uplink traffic, in other words, the UE carries the 
corresponding uplink traffic into the specific PDP context 
according to the TFT information. 
I0086 Step 63: Upon receiving the modify PDP context 
request message, the UE handles as follows: updates the PDP 
context saved in the UE, including TFT and GBR informa 
tion, according to parameter values carried in the modify PDP 
context request message, and binds the service data flow with 
the bearer and allocates the corresponding resources accord 
ing to Such parameter values. 
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I0087. The UE further sends a modify PDP context accept 
message to the SGSN. 
I0088 Step 64: Upon receiving the modify PDP context 
accept message, the SGSN further sends an update PDP con 
text response message to the GGSN. 
I0089. In the procedure as shown in FIG. 6, the Traffic Flow 
Template is represented by the TFT and the bandwidth infor 
mation is represented by the GBR. The TFT of the PDP 
context in the message in Steps 61 and 62 has been updated, 
which includes the service data flow template information of 
the service flow convergence necessary to be carried. The 
bandwidth information also includes the bandwidth informa 
tion of the service flow convergence necessary to be carried. 
After Step 64 is completed, a new service flow convergence 
may be transmitted in the updated PDP context. 
0090 Step 55: When determining that the service flow 
convergence is unable to be carried in the established bearer, 
the PCEF initiates a new bearer establishment procedure, and 
carries the service flow convergence in the newly established 
bearer. 

0091. The bearer establishment process initiated by the 
PCEF may adopt a bearer establishment procedure initiated 
by the network or the UE. Such two procedures are hereinaf 
ter described, respectively. 
0092. As shown in FIG. 7, a bearer establishment proce 
dure initiated by the network and implemented by means of 
the SAE is as follows. 

0093 Step 71. Upon determining that it is necessary to 
establish an SAE bearer for a service data flow convergence 
according to the related attributes and operator policies, the 
PCEF sends to the corresponding nodes on the bearer path an 
SAE bearer establishment request message carrying the 
parameter information (including TFT. GBR and QoS class) 
necessary for establishing the SAE bearer. Upon receiving the 
SAE bearer establishment request message, the correspond 
ing nodes perform the corresponding handling (including 
establishing the corresponding SAE bearer state information 
and allocating resources), and continuously forward the SAE 
bearer establishment request message to the UE. 
0094. The TFT information contains the bearer binding 
relation of uplink traffic, in other words, the UE carries the 
corresponding uplink traffic in a specific SAE bearer accord 
ing to the TFT information. In addition, a flow filter, a set of 
flow filters or other flow filters may be used for identifying the 
binding relation between the uplink traffic and the SAE 
bearer. 

0095. The “SAE bearer establishment request message” 
may also be represented by other names or be the combination 
of multiple messages, for example, different messages are 
adapted between UE and ENodeB, ENodeB and MME/UPE, 
and MME and UPE-Inter-AS Anchor. 

0096 Step 72: Upon receiving the SAE bearer establish 
ment request message, the UE performs the corresponding 
handling, according to the bearer parameters (including TFT, 
GRB and QoS class) carried in the SAE bearer establishment 
request message. The corresponding handling includes: bind 
ing service-bearers, establishing the bearer state information 
and allocating resources, and returning an SAE bearer estab 
lishment response message to the PCEF along the bearer path. 
Upon receiving the SAE bearer establishment response mes 
sage, the corresponding nodes on the bearer path perform the 
corresponding handling, and continuously forward the SAE 
bearer establishment response message to the PCEF. 
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0097. In the bearer establishment procedure as shown in 
FIG. 7, the service data flow template information of a service 
data flow is represented by the TFT, and the bandwidth infor 
mation only includes the GBR information. Since the PCEF is 
always disposed in the IP service gateway of a UE and the IP 
service gateway may be disposed in the UPE or Inter-AS 
Anchor, the PCEF may be disposed in the MME/UPE or 
Inter-AS Anchor. In addition, the current bearer establish 
ment procedure of SAE/LTE is not specified. However, no 
matter which message procedure is adapted, the SAE bearer 
establishment request message sent to the corresponding 
nodes (including UE, access gateway node, e.g., RNC, 
SGSN, MME/UPE and WAG) on the bearer path and initiated 
by the network needs to carry the service data flow template 
information, bandwidth information and QoS class informa 
tion of the service flow convergence of a new bearer. 
0098. As shown in FIG. 8, a bearer establishment proce 
dure initiated by the UE and implemented by means of the 
GPRS is as follows. 
0099 Step 81: Upon determining that it is necessary to 
establish a PDP context for a service data flow convergence 
according to the related attributes and the operator policies, 
the GGSN (PCEF) sends to the SGSN an initial PDP context 
activation message carrying the related parameter informa 
tion (including TFT. GBR and QoS class) of the PDP context 
necessary to be newly established. The “initial PDP context 
activation message' may also be represented by other names. 
0100 Step 82: Upon receiving the initial PDP context 
activation message, the SGSN performs the corresponding 
handling: storing state information, performing the resource 
reservation and sending to the UE a secondary PDP context 
activation request message. The secondary PDP context acti 
Vation request message contains the related parameter infor 
mation (including TFT. GBR and QoS class) of the PDP 
context necessary to be newly established. The “secondary 
PDP context activation request message' may also be repre 
sented by other names. 
0101 Step 83: Upon receiving the secondary PDP context 
activation request message, the UE performs the correspond 
ing handling, including: establishing the bearer state infor 
mation, reserving the resource and initiating a GPRS second 
ary PDP context activation procedure in the network. The 
related parameters of the related messages in this procedure 
are valued according to the corresponding parameters in the 
secondary PDP context activation request message received 
by the UE. 
0102 The above secondary PDP context activation proce 
dure initiated by the UE is identical to the existing GPRS 
procedure apart from the difference that the related messages 
(secondary PDP context activation request message and sec 
ondary PDP context establishment request message) may not 
carry TFT information. This is because the downlink flow 
bearer binding relation is determined by the network side 
(PCRF and/or PCEF) instead of the UE, while the conven 
tional GPRS procedure is determined by the UE. 
0103) In a bearer establishment procedure as shown in 
FIG. 8, the PCEF is disposed in the GGSN, and sends infor 
mation, including the service data flow template information, 
bandwidth information and QoS class of the service flow 
convergence of the bearer necessary to be established, to the 
corresponding nodes on the bearer path, including user equip 
ment and an access gateway node (e.g., RNC, SGSN, MMR/ 
UPE and WAG) through the two messages in Steps 81 and 82. 
In Step 83, the UE triggers the practical operation for activat 

Page 13 of 15



US 2009/001 6344 A1 

ing the bearer necessary to be established. The message pro 
cedure of the existing GPRS may be directly adapted in Step 
83, and only the carried information is different. After Step 
83, the service flow convergence may be carried in a PDP 
context of the newly established bearer. 
0104. As shown in FIG. 9, an apparatus for controlling 
bearers of service data flows in accordance with an embodi 
ment of the present invention includes the following modules: 
0105 a service data flow convergence acquiring module, 
adapted to acquire a service data flow convergence of service 
data flows, and transmit the service data flow convergence to 
a service data flow convergence multiplex handling module, 
in which: 
0106 The service data flow convergence acquiring mod 
ule may converge the received multiple service data flows 
according to the related attributes of the service data flows, so 
as to acquire the service data flow convergence of the service 
data flows, or acquire a PCC rule corresponding to the service 
data flow convergence from other network side entities, such 
as a policy and charging rule function entity, directly: 
0107 the convergence operation may only be performed 
for the service data flows with the same UE identity. The 
related attributes may be the QoS class of service data flow, 
other service data flow attributes (e.g. priority) or the combi 
nation of service data flow attributes (e.g. the combination of 
QoS class and priority); and 
0108 a service data flow convergence multiplex handling 
module, adapted to determine whether the service data flow 
convergence transmitted by the service data flow convergence 
acquiring module may be multiplexed to an established 
bearer, and carry the service data flow convergence in the 
corresponding bearer according to the determining result. 
The service data flow convergence multiplex handling mod 
ule includes: an established bearer multiplex handling mod 
ule and a newly established bearer multiplex handling mod 
ule, in which: 
0109 the established bearer multiplex handling module is 
adapted to initiate a modification procedure of the established 
bearer and carry the service data flow convergence in the 
modified bearer when the service data flow multiplex han 
dling module determines that the service data flow conver 
gence may be multiplexed to the established bearer. 
0110 the newly established bearer multiplex handling 
module is adapted to initiate a procedure for establishing a 
new bearer and carry the service data flow convergence in the 
newly established bearer when the service data flow multi 
plex handling module determines that the service data flow 
convergence may not be multiplexed to the established 
bearer. 
0111 Embodiments of the present invention provide a 
new method for controlling bearers of service data flows, 
which makes the bearer binding of a new service flow more 
flexible. By converging service data flows with the same QoS 
class and multiplexing the service data flow convergence to 
the existing bearer, it is possible to reduce the bearer infor 
mation amount necessary to be maintained by various net 
work entities and save the storage and handling resources of 
system. In addition, by multiplexing the service data flow 
convergence to the bearer, it is possible to quicken the speed 
for establishing an upper layer session greatly, thereby 
increasing the service experience of Subscribed users. 
0112 The foregoing are only exemplary embodiments of 
the present invention. The protection scope of the present 
invention, however, is not limited to the above description. 
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Any change or Substitution, within the technical scope dis 
closed by the present invention, easily occurring to those 
skilled in the art should be covered by the protection scope of 
the present invention. Therefore, the protection scope of the 
present invention should be compatible with the protection 
Scope stated by claims. 
What is claimed is: 
1. A method for controlling bearers of service data flows, 

comprising: 
acquiring, by a policy and charging enforcement function 

entity, a service data flow convergence; and 
determining whether the service data flow convergence is 

able to be multiplexed to an established bearer, and 
carrying the service data flow convergence in a bearer 
according to the determining result. 

2. The method of claim 1, wherein the acquiring the service 
data flow convergence comprises: 

performing a convergence operation towards the service 
data flows with the same user equipment identity in the 
multiple service data flow corresponding to multiple 
Policy and Charging Control, PCC, rules according to 
the related attributes in the multiple PCC rules to acquire 
the service data flow convergence, upon receiving the 
multiple PCC rules. 

3. The method of claim 2, wherein the related attributes 
comprise at least one of the three items: Quality of Service, 
QoS, class, priority and bandwidth. 

4. The method of claim 1, wherein the acquiring the service 
data flow convergence comprises: 

receiving a PCC rule corresponding to the service data flow 
convergence, wherein the PCC rule is obtained by per 
forming a convergence operation towards the service 
data flows by a policy and charging rule function entity 
and sent from the policy and charging rule function 
entity. 

5. The method of claim 1, wherein the bandwidth of the 
service data flow convergence is the sum of bandwidth of all 
service data flows converged; the priority of the service data 
flow convergence is the priority of the service data flow with 
the highest priority requirement in all service data flows con 
verged; the service data flow template of the service data flow 
convergence is a set of flow filters of all service data flows 
converged. 

6. The method of claim 1, wherein the acquiring the service 
data flow convergence comprises: 

taking, by the policy and charging enforcement function 
entity, the service data flow corresponding to a PCC rule 
as a service data flow convergence upon receiving the 
PCC rule. 

7. The method of claim 1, wherein the determining whether 
the service data flow convergence is able to be multiplexed to 
the established bearer and carrying the service data flow 
convergence in the bearer according to the determining result 
comprises: 

determining whether the service data flow convergence is 
able to be multiplexed to the established bearer; modi 
fying the established bearer and carrying the service data 
flow convergence in the modified bearer if the service 
data flow convergence is able to be multiplexed to the 
established bearer; otherwise, initiating a new bearer 
establishment procedure, and carrying the service data 
flow convergence in the newly established bearer. 

8. The method of claim 2, wherein the determining whether 
the service data flow convergence is able to be multiplexed to 
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the established bearer and carrying the service data flow 
convergence in the bearer according to the determining result 
comprises: 

determining whether the service data flow convergence is 
able to be multiplexed to the established bearer; modi 
fying the established bearer and carrying the service data 
flow convergence in the modified bearer if the service 
data flow convergence is able to be multiplexed to the 
established bearer; otherwise, initiating a new bearer 
establishment procedure, and carrying the service data 
flow convergence in the newly established bearer. 

9. The method of claim 4, wherein the determining whether 
the service data flow convergence is able to be multiplexed to 
the established bearer and carrying the service data flow 
convergence in the bearer according to the determining result 
comprises: 

determining whether the service data flow convergence is 
able to be multiplexed to the established bearer; modi 
fying the established bearer and carrying the service data 
flow convergence in the modified bearer if the service 
data flow convergence is able to be multiplexed to the 
established bearer; otherwise, initiating a new bearer 
establishment procedure, and carrying the service data 
flow convergence in the newly established bearer. 

10. The method of claim 1, wherein determining whether 
the service data flow convergence is able to be multiplexed to 
the established bearer comprises: 

determining whether the service data flow convergence 
corresponding to a PCC rule received is able to be mul 
tiplexed to the established bearer according to the related 
attributes in the PCC rule and/or operator policies. 

11. The method of claim 10, wherein the related attributes 
comprises: QoS class, priority or the combination of multiple 
service data flow attributes. 

12. The method of claim 7, wherein the modifying the 
established bearer comprises: 

adding service data flow template information of the ser 
vice flow convergence to the Traffic Flow Template 
information of the established bearer to form new Traffic 
Flow Template information of the modified bearer; and 

adding the bandwidth requirement of the service flow con 
vergence to the bandwidth attributes of the established 
bearer to form the bandwidth attributes of the modified 
bearer. 

13. The method of claim 7, wherein the initiating a new 
bearer establishment procedure comprises: 

establishing a new bearer through adapting the new bearer 
establishment procedure initiated by the network or a 
USC. 
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14. An apparatus for controlling bearers of service data 
flows, comprising: 

a service data flow convergence acquiring module adapted 
to acquire the service data flow convergence of service 
data flows, and transmit the service data flow conver 
gence; and 

a service data flow convergence multiplex handling mod 
ule adapted to determine whether the service data flow 
convergence transmitted by the service data flow con 
Vergence acquiring module is able to multiplexed to an 
established bearer, and carry the service data flow con 
Vergence in a bearer according to the determining result. 

15. The apparatus of claim 14, wherein the service data 
flow convergence acquiring module performs a convergence 
operation towards the received service data flows according 
to the related attributes of the service data flows, and acquires 
the service data flow convergence of the service data flows. 

16. The apparatus of claim 14, wherein the service data 
flow convergence multiplex handling module comprises: 

an established bearer multiplex handling module adapted 
to initiate a modification procedure of the established 
bearer and carry the service data flow convergence in the 
modified bearer when the service data flow multiplex 
handling module determines that the service data flow 
convergence is able to be multiplexed to the established 
bearer; and 

a newly established bearer multiplex handling module 
adapted to initiate a procedure for establishing a new 
bearer and carrying the service data flow convergence in 
the newly established bearer when the service data flow 
multiplex handling module determines that the service 
data flow convergence is unable to be multiplexed to the 
established bearer. 

17. The apparatus of claim 15, wherein the service data 
flow convergence multiplex handling module comprises: 

an established bearer multiplex handling module adapted 
to initiate a modification procedure of the established 
bearer and carry the service data flow convergence in the 
modified bearer when the service data flow multiplex 
handling module determines that the service data flow 
convergence is able to be multiplexed to the established 
bearer; and 

a newly established bearer multiplex handling module 
adapted to initiate a procedure for establishing a new 
bearer and carrying the service data flow convergence in 
the newly established bearer when the service data flow 
multiplex handling module determines that the service 
data flow convergence is unable to be multiplexed to the 
established bearer. 
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